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1. Introduction
This pCR provides clarification on dynamic EAS instantiation triggering. 
2. Reason for Change
This pCR provides minor update to the clause 8.11 with clarifying events that trigger the dynamic EAS instantiation, which was agreed in the last meeting #40e. Additionally, EAS instantiation triggering operations are respectively described in procedures for EAS discovery and target EAS discovery during ACR with referring to clause 8.11.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.2.0.
* * * First Change * * * *

8.11
Dynamic EAS instantiation triggering

8.11.1
General

The Edge Enabler Server may trigger the EAS instantiation dynamically due to e.g., EAS discovery request, UE mobility.

Upon receiving the EAS discovery request with EAS discovery filter from the Edge Enabler Client or the source Edge Enabler Server during the procedures for EAS discovery or application context relocation, the Edge Enabler Server may fail to discover and select the Edge Application Server that matches the UE location and the requesting application characteristics specified in table 8.5.3.1-2 due to no EAS is available or instantiated. The Edge Enabler Server may trigger the EAS management system to instantiate the EAS serving the Application Client in the Edge Data Network before returning the EAS information to the Edge Enabler Client or source Edge Enabler Server.

Editor’s Note:
The triggering procedure is outside the scope of this specification and the reference to the SA5 TS for EAS management system is FFS.

* * * End of Change * * * *

8.5.2.2
Request-response model

Pre-conditions:

1.
The Edge Enabler Client has received information (e.g. URI, IP address) related to the Edge Enabler Server;

2.
The Edge Enabler Client has received appropriate security credentials authorizing it to communicate with the Edge Enabler Server as specified in clause 8.10; and

3.
The EES is configured with ECSP's policy for EAS discovery.
NOTE 1:
Details of ECSP's policy are out of scope.
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Figure 8.5.2.2-1: Edge Application Server Discovery procedure

1.
The Edge Enabler Client sends an Edge Application Server discovery request to the Edge Enabler Server. The Edge Application Server discovery request includes the requestor identifier [EEC ID] along with the security credentials and may include EAS discovery filters to retrieve information about particular Edge Application Server(s) or a category of Edge Application Servers, e.g. gaming applications. 

2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server checks if the Edge Enabler Client is authorized to discover the requested Edge Application Server(s). The authorization check may apply to an individual Edge Application Server, a category of Edge Application Servers or to the Edge Data Network, i.e. to all the Edge Application Servers. The EES may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.3. If EAS discovery filters are provided by the EEC, the EES identifies the EAS(s) based on the provided EAS discovery filters and the UE location. When EAS discovery filters are not provided, then:

-
if available, the EES identifies the EAS(s) based on the UE-specific service information at the EES and the UE location;

-
EES identifies the EAS(s) by applying the ECSP policy (e.g. based only on the UE location);

NOTE 2:
Details of the UE-specific service information and how it is available at the EES is out of scope.

NOTE 3:
Both steps are evaluated prior to sending a response.
If the EES is unable to determine the EAS information using the inputs in the EAS discovery request, UE-specific service information at the EES or the ECSP policy, the EES shall reject the service provisioning request and respond with an appropriate failure cause.
If the UE is located outside the Geographical or Topological Service Area of an Edge Application Server, then the Edge Enabler Server shall not include this Edge Application Server in the discovery response.
Upon receiving the request from the EEC, the EES may trigger the EAS management system to instantiate the EAS that matches with EAS discovery filter IEs (e.g. AC ID) as in clause 8.11.
3.
If the processing of the request was successful, the Edge Enabler Server sends an Edge Application Server discovery response to the Edge Enabler Client, which includes information about the discovered Edge Application Servers. For discovered Edge Application Servers, this includes endpoint information. Depending on the EAS discovery filters received in the Edge Application Server discovery request, the response may include additional information regarding matched capabilities, e.g. service permissions levels, Application Client locations(s) that the Edge Application Servers can support, KPIs, etc. 

Upon receiving the Edge Application Server discovery response, the Edge Enabler Client uses the endpoint information for routing of the outgoing application data traffic to Edge Application Server(s), as needed, and may provide necessary notifications to the Application Client(s). The EEC may cache the EAS information (e.g. EAS endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the response, the Edge Enabler Client may cache the Edge Application Server information only for the duration specified by the Lifetime IE.

NOTE 4:
Within the duration specified by the Lifetime IE, the cached EAS Profile can be updated (e.g. according to notifications from the Edge Enabler Server for changes of Edge Application Server information due to EAS status change) or the cached Edge Application Server Profile can be invalidated due to new Edge Application Server information discovery (e.g. due to UE mobility). The EEC can update or invalidate the cached EAS information (e.g. on PDU Session Release or Modification Command).

NOTE 5:
The AC can cache the EAS information (e.g. EAS endpoint) for subsequent use. In the case of the cached information needing to be updated or invalidated, the mechanisms for the EEC to notify the AC is up to implementation and is not specified in the current release of the present document.

NOTE 6:
If the EAS discovery request fails, the Edge Enabler Client can resend the EAS discovery request again, including the missing information as indicated by the received failure cause.

* * * Next Change * * * *

8.8.3.2
Discover target Edge Application Server

Figure 8.8.3.2-1 illustrates the interactions between the source Edge Application Server and the source Edge Enabler Server and optionally between the source Edge Enabler Server and the Edge Configuration Server and between the source Edge Enabler Server and target Edge Enabler Server for fetching target Edge Application Server information. This procedure may be utilized by a source Edge Application Server which undertakes the transfer of application context information to a target Edge Application Server directly.

Editor's Note:
How Edge Enabler Server is selected from the list of Edge Enabler servers and whether the EEC needs to be notified when this selection happens is for further study.

Pre-conditions:

1.
Information related to the Edge Enabler Server is available with the source Edge Application Server.
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Figure 8.8.3.2-1: Discover target Edge Application Server

1.
The Edge Application Server invokes the Edge Application Server Discovery request on the source Edge Enabler Server. The Edge Application Server discovery request includes the requestor identifier [EAS ID] along with the security credentials and includes EAS discovery filter matching its Edge application Server profile. If target DNAI is available at the source Edge Application Server via UP path management event notification, the source Edge Application Server provides the source Edge Enabler Server with the target DNAI.

NOTE:
The trigger condition to invoke the Discover target Edge Application Server API is up to application service logic, which is out of scope of this specification.

2.
Upon receiving the request, the source Edge Enabler Server checks if the requesting Edge Application Server is authorized to perform the discovery operation. If it is authorized, the source Edge Enabler Server checks if there exists a target Edge Application Server information (registered or cached) that can satisfy the requesting Edge Application Server information and additional query filters. If the source Edge Enable Server discovers the target Edge Application Server(s), the flow continues with step 5, else the source Edge Enabler Server retrieves the target Edge Enabler Server address from the Edge Configuration Server as specified in clause 8.8.3.3.

3.
The source Edge Enabler Server invokes the Edge Application Server Discovery request on the target Edge Enabler Server. The source Edge Enabler Server discovery request includes the requestor identifier [EES ID] along with the security credentials and includes EAS discovery filter obtained in step 1.
Upon receiving the request, the target EES may trigger the EAS management system to instantiate the target EAS that matches with EAS discovery filter IEs (e.g. AC ID) as in clause 8.11
4.
The target Edge Enabler Server discovers the target Edge Application Server(s) and responds with the discovered target Edge Application Server information to the source Edge Enabler Server. The source Edge Enabler Server may cache the target Edge Application Server information.

Editor's Note:
How the target Edge Application Server is selected from the list of Edge Application Servers received in step 4 is for further study.

5.
The source Edge Enabler Server responds to the Edge Application Server with the target Edge Application Server Information.
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