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1. Introduction
Network slicing uses virtualization to separate users, UEs and applications according to their QoS requirements. The basic strategy is to combine the 5G NR, Soft Defined Network technology that segments the edge and core network, and Network Function Virtualization (NFV) architecture that virtualizes 5G control plane components.

This results in several independent virtual networks or slices which allow operators to isolate users, devices and applications that require a different Quality of Service (QoS).

2. Reason for Change
The use of network slicing is available with 5GS and can be used for the isolation of different traffic with different QoS requirements for MC services.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.289 version 0.2.0.
* * * First Change * * * *

4.x
Network Slicing
4.x.1
General

Network slicing in accordance with 3GPP TS 23.501 [7] can be used for several purposes such as to separate MC service users, UEs as well as applications in accordance with the various QoS requirements independent from 3GPP or non-3GPP access. One network slice can be assigned per PDU session and may benefit from a dedicated transmission resource allocation.
The corresponding slice information identifies a network slice across the 5G core, access network and the UE. In accordance with 3GPP TS 23.501 [7] standardised and non-standardised slice selection information can be used.
4.x.2
Requirements
For the use of network slicing in the MC service context, the following minimum requirements in accordance with 3GPP TS 23.501 [7] shall be considered:
The user profile of an MC service user shall contain at least one network slice identity (S-NSSAI).
If Network Slice-Specific Authentication and Authorization is used, the MC service user profile shall provide the corresponding credentials for the network slice identity (S-NSSAI).
At least one S-NSSAI of the MC service user shall be marked as default S-NSSAI.
The use of network slices corresponding to non-standardized NSSAIs across PLMN boundaries requires harmonization in order to guarantee their availability.

 * * End of Change * * * *

