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Introduction
The ETSI Plugtest group has referred a set of issues arising from the ETSI Plugtests held for the MC specifications to 3GPP, with CT1 taking the lead in responses. CT1 have previously referred certain issues to SA6. The latest response from CT1 to the Plugtest group was received by SA6 as S6-201694, and the last response from the Plugtest group back to CT1 was received by SA6 as S6-202042. The first LS from CT1 proposing SA6 take the lead in certain issues was received as S6-191054.
This contribution takes the issues assigned to SA6, makes comments on the current status, and proposes resolution for the remaining issues.

Plugtest issues for SA6

The basis for the table below is taken from S6-202042, LS from ETSI Plugtest group to CT1 and copied to SA6. Only issues proposed for SA6 leadership by CT1 are included.
Where needed, additional text from the relevant Plugtest report is included in purple text in the second column.  Previous comment from CT1 in S6-191054 is added where relevant in blue text in the third column.
Proposed resolutions are included in red text in the third column.

	ISSUE

#
	REPORTED ISSUE
	COMMENTS / RESULTS

	1
	(PT2)10.1.1 MCPTT Administrator designation and checks 

Not only on TS 24.484, but on other MCPTT related standards, the "MCPTT Administrator" is mentioned several times. In no single document is specified how this special MCPTT User is identified or distinguished from other regular MCPTT users. For CMS in particular, it is important to clarify this point, as this is the only user that can provision/manage configuration documents in this server. The checking mechanism should be specified. It is suggested to check the MCPTT ID of the access token against a configured value in the CMS.

(Also reported for Plugtest 3)
	CT1 comment taken from S6-202042:

3GPP SA6 is handling this issue. It remains open.

Comments:

Provided by S6-201538, 23.280 CR0270, and present in 23.280 V17.4.0 (onwards).

	3
	(PT2) 10.1.3 CMS Direct Subscription procedure 

This procedure wording is causing very different interpretations and may have several technical limitations that can cause serious problems in the implementation phase. First, the direct subscription as defined in 6.3.13.2.2 has several confusing points:
Additional text from 2nd plugtest report accompanying S6-191054:
Base URI for the SUBSCRIBE SIP request being equal to the CMSXCAPRootURI. There are enough previous references about CMSXCAPRootURI to somewhat surely assert that this is a HTTP URI like "http://xcap.organization.org/xcap-root". But according to IETF RFC 3261 "SIP elements MAY support Request-URIs with schemes other than "sip" and "sips"", the support for HTTP Req-Uris is somewhat dubious. 

The "auid" parameter that must be set to "the appropriate application usage identifying a configuration management document". In XCAP jargon, "application usage [ID]" (AUID), is something like "org.3gpp.mcptt.ue-init-config", which identifies different XCAP applications inside a XCAP Server. This seems to imply that the previous URI must be followed by something like "?auid=org.3gpp.mcptt.ue-init-config". But this two points are repeated the same way to describe the URI's that should be put inside <entry> elements inside the application/resource-lists+xml MIME body, in the subscription proxy procedure described just below. According to IETF RFC 5875, the result of applying these two bullet points should be equal to something along the lines of "org.3gpp.mcdata.service-config/global/service-config.xml". 

Both subscription methods seem to be not thoroughly described, but due to subscription proxy method being more widely known, thanks to XCAP Diff and OMA XDM, it seems to be somewhat easier to implement than direct subscription.

It is proposed to use a procedure very similar to the Subscription Proxy for the Direct Subscription use cases: a SIP SUBSCRIBE request with the subscription proxy R-URI, with a application/resource-lists+xml body and a unique <entry> element. It is suggested that this modified Direct Subscription method will be used in case of unauthenticated requests only, that is, MCS Server originated subscriptions and UE (pre-auth) originated subscriptions. For the rest of the UE (post-auth) originated subscriptions we advocate to use Subscription Proxy procedures.
	CT1 comment taken from S6-202042:

3GPP SA6 is handling this issue. It remains open.

Original text from S6-191054 LS from CT1:

CT1 believes that SA6 should take the lead on this issue. SA6, please confirm. A statement from SA6 about the bootstrap procedure, specifically regarding whether a subscription is needed to the UE-init-config.
Comments:

The generic use of the CMS direct subscription procedure in 24.484 subclause 6.3.13.2.2 is outside the scope of SA6.

The bootstrap procedure in 23.380 clause 10.1.1.1 provides the initial UE configuration, which is the information needed by the MC UE before it can connect to the various servers of the MC system.

The initial UE configuration  is listed in TS 23.280 Annex A.6.  A.6 states that "Data in table A.6-1 … can be configured on the MC service UE offline using the CSC-11 reference point or via other means e.g. as part of the MCPTT client's provisioning on the UE, using a device management procedure."

CSC-11 is described in 23.280 clause 7.5.2.11, which states that "CSC-11 does not support subscription/notification and therefore does not require the use of SIP-1 and SIP-2 reference points"

Therefore, in response to the question from CT1, SA6 has not seen a need for subscription to the initial UE configuration, and the means for management of the initial UE configuration is outside the scope of the specification.

An accompanying CR (S6-210074, 23.280 CR0281) clarifies in clause 10.1.1.1 that the means of management of the UE initial configuration is outside the scope of the specification.



	4
	(PT2)) 10.1.4 UE-init-conf and UE-conf storage paths and access URIs 

It is mentioned on 3GPP TS 24.484 sections 7.2 and 8.2 that "The master MCS UE (initial) configuration document name is assigned by an MCS administrator when the document is created and is stored in the user directory of that MCS administrator." So it is clearly defined where MASTER UE (initial) documents belongs to. These must serve as a template for generating specially targeted configuration documents that eventually are fetched from the correspondent UEs. But the standard does not indicate what URI must the UEs use to access those documents. It is highly improbable for the UEs to be capable of getting the documents from the MCPTT Administrator User's Tree, as this is the only defined path for UE initial document.
Additional text from 2nd plugtest report accompanying S6-191054:

For the MCS UE configuration documents, the standard does say that "MCPTT UE configuration documents of a MCPTT user are contained as "XDM collections" in the user's directory of the "Users Tree"" so, at least for this type of document the path to be used for HTTP GET's and subscription is somewhat defined.
We think this should be more thoroughly specified in the standard, and provide a base set of parameters for each configuration document, such as (UE accessible URI, Admin provisionable URI, detailed MASTER -> concrete document transformation procedures). In the current state of the standard, interoperability capacity is very low due to missing details and open interpretation possibilities. 

(Also reported for Plugtest 3)
	CT1 comment taken from S6-202042:

3GPP SA6 is handling this issue. It remains open.

Original text from S6-191054 LS from CT1:

CT1 believes that SA6 should take the lead on this issue. SA6, please confirm. A statement from SA6 about the role of the administrator would be of value.
Comments:

Description of the administrator provided by S6-201538, 23.280 CR0270, and present in 23.280 V17.4.0 (onwards).
The derivation of UE specific documents from a master template is outside the scope of SA6.


	7
	(PT2) 10.1.7 MCX Service Authorization 

3GPP TS 33.180 defines two ways of performing MCX Service authorization with the MCX Server, but if we consider the full procedure a UE has to perform to bootstrap from cold start to a full working state within the network, there is a conflict with the REGISTER based workflow. 

The REGISTER authorization workflow is based on the idea of including the MCPTT Access Token right in the IMS REGISTER SIP message the UE sends towards the IMS network when contacting it for the first time. But if according to 3GPP TS 24.484, the UE must subscribe to the UE-initial-conf document and the default-user-profile, it has to be already registered in the IMS network, thus rendering the REGISTER workflow unusable. 

For the moment PUBLISH Authorization workflow seems to be the only alternative. 

(Also reported for Plugtest 3)
	CT1 comment taken from S6-202042:

3GPP SA6 is handling this issue. It remains open.

Original text from S6-191054 LS from CT1:

CT1 believes that SA3 should take the lead on this issue. SA3, please confirm. SA6 is invited to provide comments as they determine are appropriate.
Comments:
The service authorization workflow is outside the scope of SA6.  SA6 believes that this is an issue for SA3.


Proposed actions for SA6

It is proposed to reply to CT1 and to SA3 in LS S6-210077, as follows:

Issue 1: Solved by 23.280 CR0270.

Issue 3: Confirmation that subscription to the initial UE configuration is not required, and including the specific CR0281 to 23.280 in S6‑210074
Issue 4: SA6 aspect of the issue is solved by 23.280 CR0270.

Issue 7: Proposal for SA3 to take the lead.

