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	Reason for change:
	Currently the MCData users are able to distribute the file by uploading it into the MCData content server. Sometimes the file uploaded into the MCData content server would have been removed by the configuration policy of the MC organization but the same file might be existing in the MCData message store account of the MCData user. In this case there should be an option for the MCData user to distribute the file residing in his account to other users. This CR brings in procedures for how the MCData user can distribute the file from his account without having the MCData client upload again to the MCData content server. MCData client sends the URL where the file contents are stored in MCData message store user account and MCData content server retrieves the object and stores the file content into its repository and share the file URL back(file residing in MCData content server) to the MCData client which can be used for distribution using MCData FD request using HTTP.

	
	

	Summary of change:
	1. 7.5.2.1.1 MCData upload data request is modified to add content reference IE which carries the URL of the file residing in the MCData message store account of the user.
2. File uploading using HTTP procedure is modified to contain the procedures for uploading the file residing locally in UE and for uploading the file residing in MCData users storage area.



	
	

	Consequences if not approved:
	Efficient way of sharing the file content will be missing. The MCData message store client ends up uploading the file again to the MCData content server which leads to more time consumption and bandwidth consumption. 
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* * * * * * * FIRST CHANGE * * * * * * *
[bookmark: _Toc51853039]7.5.2.1.1	MCData upload data request
Table 7.5.2.1.1-1 describes the information flow for the MCData upload data request sent from the media storage client to the MCData content server.
Table 7.5.2.1.1-1: MCData upload data request
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user uploading data

	Content (see NOTE)
	OM
	Content to upload

	Content reference (see NOTE)
	O
	URL reference of the content stored in the MCData message store account of the MCData user

	Emergency indicator
	O
	Indicates that the data request is for MCData emergency communication

	NOTE:	Either the Content or the Content reference must be present.



* * * * * * * SECOND CHANGE * * * * * * *

[bookmark: _Toc51853066]7.5.2.2	File upload using HTTP
[bookmark: _Toc51853067]7.5.2.2.1	General
The media storage client uses HTTP for a standalone data file upload towards the MCData content server.
[bookmark: _Toc51853068]7.5.2.2.2	Procedure for uploading the file residing in the local storage of the MCData UE
The procedure in figure 7.5.2.2.2-1 describes the case where an MCData user is uploading a file to media storage function on the MCData content server.
Pre-conditions:
1.	The MCData user on the media storage client is registered for receiving MCData service.
2.	The MCData content server has the ability to verify if the requesting MCData user is authorised to upload.


Figure 7.5.2.2.2-1: Uploading of the Ffile upload residing in MCData UE using HTTP
1.	The user at the media storage client initiates a file upload request of the chosen file. If MCData emergency state is already set for the media storage client (due to previously triggered MCData emergency alert), the media storage client sets emergency indicator in the request. The media storage client verifies that the size of the file is within the maximum data size for FD for the intended MCData FD request (by checking the group configuration for a group FD request and by checking the service configuration for a one-to-one FD request).
2.	The file to be uploaded is received by the media storage client and sent to the media storage function on the MCData content server for storing using the MCData upload data request.
3.	The MCData content server may apply transmission control policy before storage and provides a MCData upload data response indicating success (along with file URL to the media storage client) or failure.
* * * * * * * THIRD CHANGE * * * * * * *
7.5.2.2.3	Procedure for uploading the file residing in the MCData message store 
The procedure in figure 7.5.2.2.3-1 describes the case where an MCData user is uploading a file to media storage function on the MCData content server from his or her MCData message store account.
Pre-conditions:
1.	The Media storage client knows the URL of the file residing in the MCData message store account of the user.



Figure 7.5.2.2.3-1: Uploading of the file residing in MCData message store using HTTP
1.	The user at the media storage client initiates a file upload request of the file residing in his MCData message store account.
2.	The URL of the file which needs to be retrieved from the MCData message store account of the user is sent to the media storage function on the MCData content server using the MCData upload data request.
3.	The MCData content server fetches the file from the MCData message store account of the user using the URL provided in the MCData upload data request.
4.	The MCData content server stores the retrieved file content into its repository.
5.	The MCData content provides a MCData upload data response indicating success (along with file URL to the media storage client) or failure.
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