
3GPP TSG-SA WG6 Meeting #40BIS-e
S6-202190
e-meeting, 16th – 24th November 2020

Source:
Huawei, Hisilicon
Title:
Change EES ID to EES endpoint in EEC Registration Procedure
Spec:
3GPP TS 23.558 v1.1.0
Agenda item:
7.6
Document for:
Approval
Contact:
Cuili Ge (gecuili@huawei.com)
1. Introduction
The contribution introduces modifications on EEC registration procedure.
2. Reason for Change
EEC registration procedure assumes the EEC has received service provisioning information. In this procedure, the EES may retrieve EEC context according to the EEC context ID and source EES ID received from the EEC contained in the EEC registration request. 
Currently, only the EES endpoint, rather than the EES ID provisioned to the EEC during the service provisioning procedure.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.1.0.
* * * First Change * * * *

8.4.2.2.2
EEC registration

Figure 8.4.2.2.2-1 illustrates EEC registration procedure.

Pre-conditions:

1.
The Edge Enabler Client is authorized to access the Edge Enabler Server for the purpose of performing registration and has received relevant security credentials; and 

Editor's Note: The required authentication and authorization procedures required to receive the relevant security credentials is FFS and in scope of SA3.

2.
The Edge Enabler Client has received service provisioning information from the Edge Configuration Server, including information for accessing the Edge Enabler Server.
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Figure 8.4.2.2.2-1: Edge Enabler Client registration procedure

1.
The Edge Enabler Client sends Edge Enabler Client registration request to the Edge Enabler Server. The request from the client includes the security credentials received after successful authorization for edge computing services and may include a proposed expiration time. The request also optionally includes information indicating to the Edge Enabler Server how the Edge Enabler Client expects to use the services of the Edge Enabler Server. 


If the Edge Enabler Client is moving to this Edge Enabler Server from the purview of another Edge Enabler Server, called source Edge Enabler Server, the request from the Edge Enabler Client may include the endpoint of the source Edge Enabler Server and an Edge Enabler Client context ID that was provided by the source Edge Enabler Server to maintain continuity of the EEC context. 
2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server validates the registration request and verifies the security credentials. The Edge Enabler Server further determines whether the requirements that were indicated in the Application Client Profile(s) can be fulfilled. 

3.
Upon successful validation of the request, if the received Edge Enabler Client registration request contains an Edge Enabler Client context ID and a source Edge Enabler Server endpoint, the Edge Enabler Server retrieves the Edge Enabler Client's context from the source Edge Enabler Server. Otherwise, this step is skipped.

4.
The Edge Enabler Server sends a successful registration response, which includes the registration ID and may include a newly assigned Edge Enabler Client context ID. The Edge Enabler Client stores the new Edge Enabler Client context ID and uses it if and when it registers with another Edge Enabler Server. The Edge Enabler Server may also provide an expiration time to indicate to the Edge Enabler Client when the registration will automatically expire. To maintain the registration, the Edge Enabler Client shall send a registration update request prior to the expiration. If a registration update request is not received prior to the expiration time, the Edge Enabler Server shall treat the Edge Enabler Client as implicitly de-registered.
* * * Next Change * * * *

8.4.2.3.1
Edge Enabler Client registration request

Table 8.4.2.3.1-1 describes information elements in the Edge Enabler Client registration request from the Edge Enabler Client to the Edge Enabler Server. 

Table 8.4.2.3.1-1: Edge Enabler Client registration request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	UE Identifier
	O
	The identifier of the hosting UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Application Client Profile(s)
	O
	Profiles of Application Clients for which the EEC provides edge enabling services. Application Client Profiles are further described in Table 8.2.2-1. 

	Proposed expiration time
	O
	Proposed expiration time for the registration.

	Edge Enabler Client context ID
	O
	Identifier of the EEC context obtained from a previous registration. 

	Source EES Endpoint
	O
	The endpoint address (e.g. URI, IP address)  of the EES that provided Edge Enabler Client context ID.


* * * End of Change * * * *
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