
3GPP TSG-SA WG6 Meeting #40-e
S6-202178
e-meeting, 16th – 24th November 2020
(revision of S6-20xxxx)
Source:
Convida Wireless LLC
Title:
5GMARCH AC IDs 
Spec:
3GPP TR 23.700-24 v1.1.0
Agenda item:
8.5
Document for:
Approval
Contact:
Mladin.Catalina@convidawireless.com
1. Introduction
The Point-to-point messaging in the MSGin5G Service has been described in TS 22.262 clause 5.2.1, including the following: “There are different applications in a UE that will use point-to-point messages. The MSGin5G Service needs to identify which application a message is to be delivered to and hence route the message to the corresponding application server in the network and application client in the UE.
Consider an IoT scenario in which an UE acts as home automation controller, communicating with several HVAC thermostats, as well as air purifier, hot water heater, etc. which may come from different vendors but are integrated via the same home automation application. The Home Automation application on the UE needs to be able to distinguish between the various Application Clients, while supposingly maintain the same Application ID of the Home Automation application. 

For Point-to-Application messaging, it is desirable for the control application on a IoT UE to provide users the capability to subscribe to information from different sources, e.g. select AS that provides weather/temperature updates, another AS that provides power outage alarms, etc.
In order to be able to distinguish between various Application Clients on a UE, an ID which is separate from Application ID is required.

2. Reason for Change
Allow MSGin5G communications to distinguish between multiple ACs on the same UE
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-24 v1.1.0.
* * * First Change * * * *

6.8
Solution 8: Identities

6.8.1
General

This solution is to address key issue #3 "identifier(s) of UE". As all the service endpoints in MSGin5G service need to have an identity to be identified and to be used for message delivery. This solution also addresses identities of other non-UE service entities such as the Application server and group.

6.8.2
UE service Identity (MSGin5G service ID)

All UEs in the MSGin5G service shall be assigned with an application layer identifier, i.e. MSGin5G service ID. The MSGin5G service ID is a unique identifier within the MSGin5G service that represents a service endpoint (i.e. MSGin5G UEs, legacy 3GPP UEs and non-3GPP UEs) to send and receive the MSGin5G messages. As the MSGin5G service ID identifies the service endpoint it is used by the MSGin5G server to authenticate and authorize the associated UE to the MSGin5G service at the application layer. 

For a MSGin5G UE, the assigned MSGin5G service ID is used by the MSGin5G client to register with the MSGin5G server and to send and receive MSGin5G messages. For a legacy 3GPP UE or a non 3GPP UE, the assigned MSGin5G service ID is used to map into the service ID in their defined message delivery mechanisms for interworking. 

To accommodate different types of UE, the MSGin5G service ID shall conform to the following characteristics:

1
Unique within the MSGin5G service.

2
Permanently assigned to a UE so that a message sender knows how to address the recipient to send a message and how a group can be created with its group members.

3
Flexible enough to accommodate the different types of UE that may be reached with different transport mechanisms and messaging service technologies.

A UE shall register its MSGin5G service ID with the MSGin5G server so that the MSGin5G server can authenticate the authenticity of the UE and be aware the availability of the UE. The UE shall send the recipient UE a message using the recipient UE's MSGin5G service ID. In a MSGin5G UE, the MSGin5G service ID shall be assigned to its MSGin5G client; the application client in a MSGin5G UE is defined in 7.2.5.

The MSGin5G service ID shall be a URI that can be used to identify the UE's home service domain. 

6.8.3
Application server service identity (AS service ID)

The Application server in the MSGin5G service shall be assigned with an application layer identifier, i.e. AS service ID. The AS service ID is a unique identifier within the MSGin5G service that represents a specific Application server. The Application server uses the AS service ID to perform mutual authentication with the MSGin5G server for establishing a secured service connection. A service endpoint UE (i.e. MSGin5G UEs, legacy 3GPP UEs and non 3GPP UEs) shall use the AS service ID of the target Application server to send a message to it. The Application server shall use the MSGin5G service ID of the recipient UE to send a message to that UE. 

The AS service ID shall be a URI that can be used to identify the Application server's home service domain.
6.8.4
Application Client Identifier (AC ID)
The Application Client in the UE shall be assigned an Application Client Identity, i.e. AC ID. The AC ID is unique in the context of a UE and uniquely identifies an Application Client within the MSGin5G service domain.
6.8.5
MSGin5G group service identity (Group service ID)

A pre-defined MSGin5G message group in the MSGin5G service shall be assigned with an application layer identifier; i.e. Group service ID. The Group service ID is a unique identifier within the MSGin5G service that represents a specific pre-defined group. A pre-defined group is created using SEAL with its unique Group service ID and this Group service ID shall be communicated to all members of the group. A service endpoint (UE or Application server) shall use this Group service ID to send a message to all members of the group.

The Group service ID shall be a URI that can be used to identify where the group is hosted.

6.8.6
Solution Evaluation

This solution proposes to assign a unique application layer identifier within the MSGin5G service to each of the service endpoints (such as Appliaction server, all types of UEs etc.) and assign it permanently to the service endpoint. This application layer identifier will be used to identify the service endpoint for message delivery. With the flexibile structure of the application layer identifier, it can be used by the MSGin5G server to correctly route a message either directly to a UE or to a message gateway where interworking function will be provided to deliver the payload of a MSGin5G message with the apporpriate message delivery mechanism, 
* * * Next Change * * * *

6.11
Solution 11: MSGin5G Application-to-point message exchange

6.11.1
Description

6.11.1.1
General

This solution addresses the identified gaps under Key Issue #9 regarding MSGin5G Application-to-point messaging procedure.
This solution includes three procedures:
-
UE registers to MSGin5G server and obtains contact information of Logical Application Server(s).
-
Application Server registers to MSGin5G server and obtains contact information of UEs.
-
The Message exchanging procedure between Application Servers and UEs.
NOTE:
The Application Server in this clause refers to logical application server which is used for one specific user service. There is only a single logical application server and many applications clients in UEs for a specific user service. An Application Server may contain one or multiple logical application server. Multiple logical application servers, each for a specific user service, may connect to a MSGin5G Server. An UE may communicate with multiple logical Application Servers.
6.11.1.2 Client registration enhancement for Application-to-point messaging
All MSGin5G Clients are needed to be registered to MSGin5G server as per clause 6.2 if they use MSGin5G service. If Application-to-point messaging is needed by the UE, the procedures of clause 6.2 apply as well as an additional Application Profile information is needed to be included in the MSGin5G Client registration request. The information included in the Application Profile are listed in Table 6.11.1.2-1. If the Application profile of the Client is changed, e.g. new application has been installed on the UE, the MSGin5G Client can re-register to MSGin5G server. The same procedure applies for the re-registration.

Table 6.11.1.2-1: Additional information of MSGin5G Client Profile for Application-to-point messaging
	Information element
	Status
	Description

	List of AC IDs
	O
	A list of AC identifiers 

	List of application Filters
	O
	Either application provider or service specified information such as "application category". (NOTE) 
The detailed definition of application Filters is out of scope of this document.

	NOTE: the "application category" can be "Monitoring data reporting, remote control, etc". It is specified by application provider or MSGin5G service provider and is out of scope of this document.


Upon receiving the request from the MSGin5G Client, the MSGin5G Server records the Application Profile in the UE registration request and compares it with the available Application Profile received in the Application Server(s) registration request. If at least one Application ID of the Application Server(s) is the same as an Application ID in the MSGin5G Client registration request, or the Application Profile of at least one Application Server(s) matches any application Filters in the MSGin5G Client registration request, the MSGin5G server includes information listed in Table 6.11.1.2-2 in the registration response. If there is no Application Profile obtained from the Application Server(s), or no matched result, the Application Server list may not be included in the registration response. 
Table 6.11.1.2-2: Additional information in the registration response

	Information element
	Status
	Description

	AS Service ID list (NOTE)
	O
	The list of AS service IDs for the matched Application Server(s). This list includes application servers that match what UE's Application Profile in the Registration Request. 

	NOTE 1:
The MSGin5G server can use accurate matching between the Application Profile of UE and Application Server if Application ID is presented in the MSGin5G Client registration request. Otherwise application filters are used according to the service policy. 
NOTE 2:
The UE may not know the Application ID before its registration. It will use MSGin5G identifier of the Application Server(s) obtained from the registration response, i.e. MSGin5G ID of Application Server that is assigned by the MSGin5G server, in the message request.


Editor's Note:
The name of MSGin5G identifier in this solution will be updated according to the KI#3 solution. 
If the Application Server list is changed, the MSGin5G Server may send a registration update request including the new Application Server list to the MSGin5G Client. The procedure is shown in Figure 6.11.1.2-1. 
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Figure 6.11.1.2-1: MSGin5G Client registration Update
6.11.1.3
Application Server registration
Figure 6.11.1.3-1 shows the MSGin5G Application Server registration procedure.
Pre-conditions:

1.
The Application Server is responsible for triggering the registration to the MSGin5G Server. 
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Figure 6.11.1.3-1: Application Server registration

1)
The Application Server sends an Application Server registration request to the MSGin5G Server. The request includes the information listed in Table 6.11.1.3-1. 

Table 6.11.1.3-1: Application Server registration request
	Information element
	Status
	Description

	Application ID
	M
	The identifier of the Application specified by the application provider. 
The MSGin5G server will record the Application ID and assign a MSGin5G identifier (AS Service ID)  associated to the Application Server 

	AS Service ID 
	O
	The AS Service ID  of the Application Server assigned by the MSGin5G server.
Once the MSGin5G identifier is assigned, it may not change unless requested by the Application Server. If the registration is the initial registration, the MSGin5G ID of Application Server is not included in the registration request. 

	Security Credentials
	M
	Security information required for the Application Server to register to the MSGin5G Server.

	Application Profile (NOTE)
	M
	The elements in Application Profile include the information of the Application Server, e.g. application name, application provider, application scenario description, application category, etc. 
This IE is used by MSGin5G Server to compare with application Filters in the MSGin5G Client registration request if Application ID IE is not presented but application Filters IE is presented in this registration request.

	NOTE:
The detailed definition of Application Profile is out of scope of this document.


Editor's Note:
The security mechanism of MSGin5G service is FFS. It will be considered by SA3.
2)
The Application Server validates the registration request and verifies the security credentials. The MSGin5G Server also checks if a MSGin5G ID is present.
1)
If MSGin5G ID is not present, the MSGin5G server considers that the registration is a new registration. The MSGin5G server:
i.
assigns a MSGin5G ID to the Application Server.
ii.
compares the Application Profile in the UE registration request and the Application Profile in the Application Server(s) registration request, if Application Profile in the UEs' registration request is matched to Application Profile of Application Server, the MSGin5G server includes the list of UEs' identifier in the registration response.
2)
If MSGin5G ID is present, the MSGin5G server considers that the registration is an update registration. The MSGin5G server includes the MSGin5G ID of Application Server and newest UE list in the registration response.
3)
The MSGin5G Server sends an Application Server registration response to the Application Server. The response includes the information listed in Table 6.11.1.3-2.

Table 6.11.1.3-2: Application Server registration response
	Information element
	Status
	Description

	AS Service ID of Application Server
	M
	The AS Service ID of the Application Server assigned by the MSGin5G server

	UE list
	O
	list of UEs' identifier which may communicate with the Application Server. 


4)
If the UE list is changed, the MSGin5G Server will send a registration update request including the new UE list to the Application Server. 
6.11.1.4 Message exchanging procedure between Application Servers and MSGin5G Client
Figure 6.11.1.4-1 shows the Application Server sending a MSGin5G message to a MSGin5G Client.
Pre-conditions:

1.
The MSGin5G client has registered with the MSGin5G server.

2.
The Application server supports a MSGin5G client or similar functions to send and receive MSGSin5G messages.

3.
The Application server has established a secured communication with the MSGin5G server.
4.
The Application Server gets the identifier of MSGin5G UE from the registration procedure described in clause 6.11.1.3.
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Figure 6.11.1.4-1: Application Server sending a MSGin5G message to a MSGin5G Client
1)
The Application Server sends a MSGin5G message request to the MSGin5G server via MSGin5G-3 reference point, The request includes the information listed in Table 6.11.1.4-1.

Table 6.11.1.4-1: MSGin5G Message request from Application Server to MSGin5G server
	Information element
	Status
	Description

	Originator ID
	M
	The AS Service ID of the Application Server.

	Recipient ID
	M
	The MSGin5G Service ID of the MSGin5G client receiving the message. The Application Server obtains the identifier of the recipient from the Application Server registration response or registration Update.

	Message ID
	M
	Unique identifier of this message.

	Security Credentials
	O
	Security information required by the MSGin5G Server.

	Delivery status request
	O
	Indicates that whether the delivery status of this message from the recipient is required.

	Application ID
	O
	Identifies the application for this messaging exchange.  

	Payload
	M
	Payload of the message


2)
Upon receiving the message, the MSGin5G Server validates the MSGin5G message request, e.g. authenticates that the Application server, and checks whether the MSGin5G message request is allowed to be sent to the receiving client. 
3)
The MSGin5G server forwards the MSGin5G message request to the MSGin5G Client.

4)
If delivery status is required, the MSGin5G Client sends the Delivery status message to the Application Server. 
Editor's Note:
The detailed procedure of Delivery status message will be addressed in the other solution, This step may be updated accordingly.
Figure 6.11.1.4-2 shows the MSGin5G Client sending a MSGin5G message to a Application Server.
Pre-conditions:

1.
The MSGin5G Clients is registered to a MSGin5G Server via the MSGin5G-1 reference point and gets the identifier of Application Server from the registration procedure described in clause 6.11.1.2.
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Figure 6.11.1.4-2: MSGin5G Client sending a MSGin5G message to a Application Server

1)
The MSGin5G Client sends a MSGin5G message request to the MSGin5G server via MSGin5G-1 reference point, The request includes the information listed in Table 6.11.1.4-2.

Table 6.11.1.4-2: MSGin5G Message request from MSGin5G Client to Application Server 
	Information element
	Status
	Description

	Originator ID
	M
	The MSGin5G identifier of MSGin5G Client

	Recipient ID
	M
	The AS Service ID of the Application Server receiving the message. The MSGin5G Client obtains the identifier of Application Server from the Client registration response or registration Update.

	Message ID
	M
	Unique identifier of this message.

	Security Credentials
	O
	Security information required by the MSGin5G Server.

	Delivery status request
	O
	Indicates that whether the delivery status of this message from the recipient is required.

	Application ID
	O
	Identifies the application for this messaging exchange.  

	Payload
	M
	Payload of the message


2)
Upon receiving the message, the MSGin5G Server validates the MSGin5G message request, e.g. authenticates that the MSGin5G Client, ,and checks whether the MSGin5G message request is allowed to be sent to the Application Server.
3)
The MSGin5G server forwards the MSGin5G message request to the Application Server.

4)
If delivery status is required, the Application Server sends the Delivery status message to the MSGin5G Client. 
Editor's Note:
The detailed procedure of Delivery status message will be addressed in the other solution, This step may be updated accordingly.
6.11.2
Impacts on existing nodes and functionality

This solution reuses the MSGin5G UE registration procedure and adds some application related information to the registration Request/Response in solution 2 in this document.

6.11.3
Solution evaluation

This solution defines three procedures to addresses the three identified gaps in KI9. The Application Server uses similar MSGin5GG identifier and exchanges contact information with MSGin5G Clients in the registration procedure.
* * * Next Change * * * *

6.15
Solution 15: Point to point Messaging (UE reply a message)

6.15.1
Description

This solution is a point-to-point message solution for Legacy 3GPP UE or Non-3GPP UE replying a message to MSGin5G UE.
6.15.1.1
SMS UE replying a message to MSGin5G UE

Figure 6.15.3-1 shows the solution of a SMS UE (i.e. a Legacy 3GPP UE with SMS Client) replying a message to a MSGin5G UE.
Pre-conditions:
1)
MSGin5G client in MSGin5G UE and SMS Client in SMS UE has registered with the MSGin5G server.
Editor's Note: The SMS UE registration procedure is FFS.

2)
The SMS UE received a message from the MSGin5G UE.

3)
The Legacy 3GPP message gateway is aware of the SMS client and provides the mapping to MSGin5G service ID.

4)
The SMS UE replies to the MSGin5G UE upon receiving the message from the MSGin5G UE.
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Figure 6.15.1.2-1: SMS UE replies to MSGin5G UE

1)
The SMS UE sends an SMS message request to the Legacy 3GPP Message Gateway through SMSC according the procedure in 3GPP TS 23.204 [15] or the procedure in clause 4.13.3 of TS 23.502 [10]. The delivery report is requested in the message.

NOTE:
If the delivery report is not requested this procedure will stop after step 3 and step 4 to 6 will not be needed.

2)
The Legacy 3GPP Message Gateway translates the SMS message to MSGin5G message with delivery report requested and sends a MSGin5G message request to the MSGin5G Server, including the IEs of MSGin5G message according to the table 6.15.1.2-1.
Table 6.15.1.2-1: MSGin5G message request

	Information element
	Status
	Description

	Originator MSGin5G service ID
	M
	The service identity of the sender sending the message.

	Recipient MSGin5G service ID
	M
	The service identity of the recipient receiving the message.

	Message ID
	M
	Unique identifier of this message

	Delivery report
	O
	Indicates if delivery acknowledgement is requested

	AC ID
	O
	Identifies the application client for which the payload is intended. 

	Payload
	M
	Payload of the message


3)
The MSGin5G Server forwards the MSGin5G message request to the target MSGin5G Client in a MSGin5G UE.

4)
The MSGin5G Client in MSGin5G UE sends an MSGin5G message delivery report to the MSGin5G Server.

5)
The MSGin5G Server forwards the MSGin5G message delivery report to the Legacy 3GPP Message Gateway.

6)
The Legacy 3GPP Message Gateway translates the MSGin5G message delivery report to a SMS message delivery report and sends it to the SMS Client through SMSC.
* * * Next Change * * * *

6.17.4
Solution for aggregated group messaging

Editor's Note:
There may be other ways to aggregate the small data such as using the Application client, which is FFS.

6.17.4.1
MSGin5G Client aggregates messages towards target group

Figure 6.17.4.1-1 shows the procedure for MSGin5G Client aggregating messages carrying small data targeted towards a group. The messages may be initiated from one or more application client(s).

Pre-conditions:

1.
A MSGin5G Group is created by following group management SEAL service procedures as specified in 3GPP TS 23.434 [9]. 
2.
All participants in the MSGin5G Group may get the Group information i.e. a list of group members in the Group information query response as specified in 3GPP TS 23.434 [9].
3.
A UE hosts a MSGin5G Client 1 and Application Client(s). 

4.
The MSGin5G Client 1 registers with the MSGin5G Server.
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Figure 6.17.4.1-1: MSGin5G Client aggregates messages towards target group

1)
The Application Client(s) on UE 1 requests MSGin5G Client 1 to send message(s) to a group. 

2)
The MSGin5G Client 1 checks the message data size and the priority level to determine if the received messages can be aggregated. For example, MSGin5G Client 1 finds that the messages have small payload size when compared to the maximum segment size that can be transmitted over available transport and are not high priority messages, which could be sent as per scheduling policy towards a selected target.

NOTE 1:
MSGin5G Client 1 decides to continue aggregating messages until optimal use of segment size before sending message towards MSGin5G Server.

NOTE 2:
How the MSGin5G Client 1 uses individual message priority, maximum time to wait for messages, etc for aggregating and sending is out of scope of the present document.

3)
The MSGin5G Client 1 aggregates multiple MSGin5G message requests intended for a selected target group and sends the aggregated message request as defined in Table 6.17.4.1-1 and Table 6.17.4.1-2 according to scheduling policy towards MSGin5G Server. 

Table 6.17.4.1-1: Aggregated group message request (MSGin5G Client to MSGin5G Server)

	Information element
	Status
	Description

	Originator MSGin5G Client ID
	M
	The identity of the MSGin5G Client sending the message.

	Group ID
	M
	The identifier of the MSGin5G group.

	Message ID
	M
	Unique identifier of this message

	Number of individual messages
	M
	Indicates total number of messages which are aggregated into single message

	List of Individual Group Message data
	M
	Each element in this list contains information as specified in Table 6.17.4.1-2.


Table 6.17.4.1-2: Individual message data

	Information element
	Status
	Description

	Individual Message ID
	M
	Unique identifier of this individual message

	AC ID
	O
	Identifies the Application Client for which the payload is intended

	Disposition Type
	O
	Indicates the disposition type expected from the receiver (i.e. delivery report)

	Payload
	M
	Payload of the message

	Priority Type
	O
	Application priority level requested for this message. 


Editor's Note:
IEs in Aggregated message request and Individual message data is FFS

NOTE 3:
Total size of Aggregated Group Message Request is less than or equal to maximum segment size allowed to be transmitted over available transport.

4)
MSGin5G server checks whether the MSGin5G Client 1 is authenticated and authorized to send Aggregated Group Message Request. If authorized, the MSGin5G server resolves the MSGin5G group ID to determine the members of that group and determines the registration status of non-IMS UEs, based on the information from the group management server. The MSGin5G server validates the request based on the policy e.g. to limit certain types of message or content to certain members due to location or user privilege. If authenticated and authorized, the MSGin5G server skips step 5.

5)
If MSGin5G Client 1 is not authorized to send Aggregated Group Message Request or the Aggregated group message request is not valid, the MSGin5G server sends Aggregated Group Message Reject message to the MSGin5G Client 1. The information elements defined in Table 6.5.1.3-2 are included in the Aggregated Group Message Reject message.

6)
If MSGin5G Client 1 is authorized to send Aggregated Group Message Request, the MSGin5G server sends group message as specified in step#2 onwards clause 6.5.1.2, where instead of group message request, Aggregated Group Message request will be sent.

* * * Next Change * * * *

6.17
Solution 17: Aggregated messaging for small data messages

Editor's Note:
There may be other ways to aggregate the small data such as using the Application client, which is FFS.

6.17.1
General

This solution addresses the identified gap under Key Issue #19 regarding efficient resource usage of the control plane and user plane.

As identified in the Key Issue #19, the typical IoT device communication is sending and receiving small data that can be delivered just in a message. It may be possible that an IoT device sends data which is significantly smaller than maximum segment size allowed to transmit over available transport, resulting in lots of overhead. It is also described in the Key Issue #19 that there may be use cases with a high number of message communications between devices or, between devices and application servers. For these cases, control plane and user plane resources will not be utilized to its full capacity. It is also described in the Key Issue #19 that MSGin5G communications need to be well scheduled in order to save power and data traffic consumption at the device. 

This clause introduces a solution for these issues using a procedure to aggregate MSGin5G messages with typical small data. Based on maximum segment size allowed to transmit over available transport, the MSGin5G service can optimize communications by aggregating one or more messages towards the target.

6.17.2
Solution for aggregated point-to-point messaging

6.17.2.1
MSGin5G Client aggregates messages towards target end point

Figure 6.17.2.1-1 shows the procedure for MSGin5G Client aggregating point-to-point messages carrying small data targeted from a UE towards another target UE.

Pre-conditions:

1
A UE 1 hosts a MSGin5G Client 1 and an Application Client(s). 

2
A UE 2 hosts a MSGin5G Client 2 and an Application Client(s)

3
The MSGin5G Client 1 and MSGin5G Client 2 register with the MSGin5G Server.
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Figure 6.17.2.1-1: MSGin5G Client aggregates messages towards target end point

1)
Application Client(s) on UE 1 initiates MSGin5G message request to the MSGin5G Client 1 to send a message to another target. 

2)
The MSGin5G Client 1 checks the message data size and the priority level to determine if the received messages can be aggregated. For example, MSGin5G Client 1 finds that the messages have small payload size when compared to the maximum segment size that can be transmitted over available transport and are not high priority messages, which could be sent as per scheduling policy towards a selected target.

NOTE 1:
MSGin5G Client 1 decides to continue aggregating messages until optimal use of segment size before sending message towards MSGin5G Server.

NOTE 2:
How the MSGin5G Client 1 uses individual message priority, maximum time to wait, etc for aggregating and sending is out of scope of the present document.

3)
The MSGin5G Client 1 aggregates multiple MSGin5G message requests intended for a selected target and sends the aggregated message request as defined in Table 6.17.2.1-1 and Table 6.17.2.1-2 according to scheduling policy towards MSGin5G Server. 

Table 6.17.2.1-1: Aggregated message request (MSGin5G Client to MSGin5G Server)

	Information element
	Status
	Description

	Originator MSGin5G Client ID
	M
	The identity of the MSGin5G Client sending the message.

	Destination MSGin5G Client ID
	M
	The identity of the target MSGin5G Client for the message delivery.

	Message ID
	M
	Unique identifier of the aggregated message

	Number of individual messages
	M
	Indicates total number of messages which are aggregated into single message

	List of individual messages
	M
	Each element in this list contains information as specified in Table 6.17.2.1-2.


Table 6.17.2.1-2: Individual message data

	Information element
	Status
	Description

	Individual Message ID
	M
	Unique identifier of this individual message

	AC ID
	O
	Identifies the  AC for which the payload is intended

	Disposition Type
	O
	Indicates the disposition type expected from the receiver (i.e. delivery report)

	Payload
	M
	Payload of the message

	Priority Type
	O
	Application priority level requested for this message. 


Editor's Note:
IEs in Aggregated message request and Individual message data is FFS

NOTE 3:
Total size of Aggregated message request is less than or equal to maximum segment size allowed to be transmitted over available transport.

4)
MSGin5G server checks whether the MSGin5G Client 1 is authenticated and authorized to send Aggregated message request. If authenticated and authorized, the MSGin5G server skips step 5.

5)
If MSGin5G Client 1 is not authorized to send Aggregated message request or the Aggregated message request is not valid, the MSGin5G server sends Aggregated message reject to the MSGin5G Client 1. The information elements defined in Table 6.17.2.1-3 are included in the request.

Table 6.17.2.1-3: Aggregated message reject (MSGin5G Server to MSGin5G Client)

	Information element
	Status
	Description

	Destination MSGin5G Client ID
	M
	The identity of the MSGin5G Client sending the original message.

	Message ID
	M
	Unique identifier of this message

	Reject Reason
	O
	This IE contains the failure reason, e.g. the originator is not authorized to send a message request or one of the multiple messages aggregated has an issue, may be included in this IE.


6)
If MSGin5G Client 1 is authorized to send Aggregated message request, the MSGin5G server sends Aggregated message request towards the selected target MSGin5G Client 2.

7)
The MSGin5G Client 2 splits the received Aggregated message request into multiple individual MSGin5G message requests per application and sends them towards Application Client(s).

8)
The Application Client(s) may initiate sending MSGin5G message delivery report, if requested in the original message that is received as in Step 7. MSGin5G Client 2 forwards the MSGin5G message delivery report towards the Application Client(s) on UE 1 via MSGin5G Server and MSGin5G Client 1.

6.17.3
Solution for aggregated application-to-point messaging

6.17.3.1
MSGin5G Server aggregates messages towards target end point

Figure 6.17.3.1-1 shows the procedure for MSGin5G Server aggregating application-to-point messages carrying small data targeted towards the target UE.

Pre-conditions:

1.
A UE 1 hosts a MSGin5G Client 1 and Application Client(s). 

2.
The MSGin5G Client 1 registers with the MSGin5G Server.

3.
An Application Server needs to deliver application data to Application Client(s) on UE 1.
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Figure 6.17.3.1-1: MSGin5G Client aggregates messages towards target end point

1)
The Application server initiates to send application-to-point message towards target UE 1 and sends the MSGin5G Message Request to MSGin5G server.

2)
The MSGin5G server checks the message data size and the priority level to determine if the received messages can be aggregated. For example, MSGin5G server finds that the messages have small payload size when compared to the maximum segment size that can be transmitted over available transport and are not high priority messages, which could be sent as per scheduling policy towards a selected target.

NOTE 1:
MSGin5G Server decides to continue aggregating messages until optimal use of segment size before sending message towards MSGin5G Client 1.

3)
The MSGin5G server aggregates multiple MSGin5G message requests intended for the target UE and sends the aggregated message request as defined in Table 6.17.3.1-1 and Table 6.17.3.1-2 according to scheduling policy towards the MSGin5G Client 1.

Table 6.17.3.1-1: Aggregated message request (MSGin5G Server to MSGin5G Client)

	Information element
	Status
	Description

	Destination MSGin5G Client ID
	M
	The identity of the MSGin5G Client of the receiver UE.

	Message ID
	M
	Unique identifier of this message

	Number of individual messages
	M
	Indicates total number of messages which are aggregated into single message

	List of Individual messages
	M
	Each element in this list contains information as specified in Table 6.17.3.1-2.


Table 6.17.3.1-2: Individual message data

	Information element
	Status
	Description

	Individual Message ID
	O
	Unique identifier of this individual message

	AC ID
	M
	Identifies the AC for which the payload is intended

	Disposition Type
	O
	Indicates the disposition type expected from the receiver (i.e. delivery report)

	Payload
	O
	Payload of the message

	Priority Type
	O
	Application priority level requested for this message. 


NOTE 2:
Total size of Aggregated message request is less than or equal to maximum segment size allowed to transmit over available transport.

4)
The MSGin5G Client 1 splits the received Aggregated message request into multiple individual MSGin5G message requests per application and sends towards Application Client(s) as notifications.
6.17.4
Solution for aggregated group messaging

Editor's Note:
There may be other ways to aggregate the small data such as using the Application client, which is FFS.

6.17.4.1
MSGin5G Client aggregates messages towards target group

Figure 6.17.4.1-1 shows the procedure for MSGin5G Client aggregating messages carrying small data targeted towards a group. The messages may be initiated from one or more application client(s).

Pre-conditions:

1.
A MSGin5G Group is created by following group management SEAL service procedures as specified in 3GPP TS 23.434 [9]. 
2.
All participants in the MSGin5G Group may get the Group information i.e. a list of group members in the Group information query response as specified in 3GPP TS 23.434 [9].
3.
A UE hosts a MSGin5G Client 1 and Application Client(s). 

4.
The MSGin5G Client 1 registers with the MSGin5G Server.
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Figure 6.17.4.1-1: MSGin5G Client aggregates messages towards target group

1)
The Application Client(s) on UE 1 requests MSGin5G Client 1 to send message(s) to a group. 

2)
The MSGin5G Client 1 checks the message data size and the priority level to determine if the received messages can be aggregated. For example, MSGin5G Client 1 finds that the messages have small payload size when compared to the maximum segment size that can be transmitted over available transport and are not high priority messages, which could be sent as per scheduling policy towards a selected target.

NOTE 1:
MSGin5G Client 1 decides to continue aggregating messages until optimal use of segment size before sending message towards MSGin5G Server.

NOTE 2:
How the MSGin5G Client 1 uses individual message priority, maximum time to wait for messages, etc for aggregating and sending is out of scope of the present document.

3)
The MSGin5G Client 1 aggregates multiple MSGin5G message requests intended for a selected target group and sends the aggregated message request as defined in Table 6.17.4.1-1 and Table 6.17.4.1-2 according to scheduling policy towards MSGin5G Server. 

Table 6.17.4.1-1: Aggregated group message request (MSGin5G Client to MSGin5G Server)

	Information element
	Status
	Description

	Originator MSGin5G Client ID
	M
	The identity of the MSGin5G Client sending the message.

	Group ID
	M
	The identifier of the MSGin5G group.

	Message ID
	M
	Unique identifier of this message

	Number of individual messages
	M
	Indicates total number of messages which are aggregated into single message

	List of Individual Group Message data
	M
	Each element in this list contains information as specified in Table 6.17.4.1-2.


Table 6.17.4.1-2: Individual message data

	Information element
	Status
	Description

	Individual Message ID
	M
	Unique identifier of this individual message

	AC ID
	O
	Identifies the AC for which the payload is intended

	Disposition Type
	O
	Indicates the disposition type expected from the receiver (i.e. delivery report)

	Payload
	M
	Payload of the message

	Priority Type
	O
	Application priority level requested for this message. 


Editor's Note:
IEs in Aggregated message request and Individual message data is FFS

NOTE 3:
Total size of Aggregated Group Message Request is less than or equal to maximum segment size allowed to be transmitted over available transport.

4)
MSGin5G server checks whether the MSGin5G Client 1 is authenticated and authorized to send Aggregated Group Message Request. If authorized, the MSGin5G server resolves the MSGin5G group ID to determine the members of that group and determines the registration status of non-IMS UEs, based on the information from the group management server. The MSGin5G server validates the request based on the policy e.g. to limit certain types of message or content to certain members due to location or user privilege. If authenticated and authorized, the MSGin5G server skips step 5.

5)
If MSGin5G Client 1 is not authorized to send Aggregated Group Message Request or the Aggregated group message request is not valid, the MSGin5G server sends Aggregated Group Message Reject message to the MSGin5G Client 1. The information elements defined in Table 6.5.1.3-2 are included in the Aggregated Group Message Reject message.

6)
If MSGin5G Client 1 is authorized to send Aggregated Group Message Request, the MSGin5G server sends group message as specified in step#2 onwards clause 6.5.1.2, where instead of group message request, Aggregated Group Message request will be sent.

* * * Next Change * * * *

6.22
Solution 22: MOAT Messaging

6.22.1
Description

This solution is for a MOAT (UEs to App Server) messaging.
6.22.1.1
MSGin5G UE sending/replying a message to Application Server

Figure 6.22.1.1-1 shows the solution of a MSGin5G UE sending/replying a message to an APP Server.
Pre-conditions:
1)
The APP Server and MSGin5G Client in MSGin5G UE has registered with the MSGin5G server.
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Figure 6.22.1.1-1: MSGin5G UE sending/replying a message to App Server

1)
The MSGin5G UE sends an MSGin5G message request to MSGin5G Server through 5GC. The delivery report is requested in the message.

Table 6.22.1.1-1: MSGin5G message request

	Information element
	Status
	Description

	Originator MSGin5G service ID
	M
	The service identity of the sender sending the message.

	Recipient MSGin5G service ID
	M
	The service identity of the recipient receiving the message.

	Message ID
	M
	Unique identifier of this message

	Delivery report
	O
	Indicates if delivery acknowledgement is requested

	AC ID
	O
	Identifies the application client for which the payload is intended. 

	Payload
	M
	Payload of the message


NOTE 1:
If the delivery report is not requested this procedure will stop after step 3 and step 4 will not be needed.

2)
The MSGin5G Server sends the application request to the target App Server for delivering message payload.

NOTE 2:
The application request can be any request (e.g. API request) supported by the App Server.
3)
The App Server sends a response corresponding to the application request in step 2.

4)
Based on the response in step 3, the MSGin5G Server sends the MSGin5G message delivery report to the MSGin5G UE based on the received delivery status in step 3.
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