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Abstract: Discussion on new work regarding network slicing capability exposure
1 Background
Network slicing is the key technology for differentiated network requirements of vertical industries. SA1 defines the relevant requirements of the open network slicing capability API for trusted third parties in TS 22.261 section 6.10, including the need to support the creation, modification, and deletion of slices, support the definition and update of slice capabilities, and support slice-related UE and service information configuration 
In the existing SA6 specifications, requirements for network slice capability exposure have been already raised. For example, in section 5.13 of TR 23.745, there’s key issue about Capability Exposure related to Private Slice Network Status in future factory scenarios. And in the study of eV2XAPP, in section 5.3 of TR 23.764, there’s also requirements on V2X application support for network slicing. For both these key issues, there’re already some solutions, but most of them are dedicate solutions without a whole enabler or general procedure.
So it’s clear that the requirements of network slice support for vertical applications is needed. Beside the capability of basic network support, verticals also require additional capabilities of network slice. They expect to realize customized ordering, configuration, maintenance, and monitoring of network slicing.SA6 structure needs to be enhanced on network slice capability exposure to support the industry application enabling architecture. Possible functional entities, processes, and APIs involved in the opening of network slicing capabilities need to be clearly defined, and how to combine the vertical application enabling architecture already defined by SA6 with network capabilities exposure requires further research.
The possible study aspects include: 
Determine an entity for network slice capability exposure, include the capability of customized ordering, configuration, maintenance, and monitoring of network slicing, in addition, determine the other possible functions needed such as resource coordination between network and application, providing resource modify decision to both application layer and network management layer; 
Define related procedures and API; 
Enhance the existing structure, procedures and API in SA6 include EDGEAPP and SEAL. There are two possible ways, add function of managing network slice in TS23.434 4.8, and add related new API and procedures in TS23.434 14.2, TS23.434 14.3 and TS23.434 14.4, or add new service of managing network slice in scope of SEAL and define related API, procedure and information flows.
2 Detailed proposal
It’s proposed to start a new work item on network slice capability exposure, include:
Discuss if an entity of network slice capability exposure is needed (such as CSMF determined in SA5), and define the functions requirements;
Define the detailed procedures of network slice capability utilization;

API definition of network slice capability exposure for vertical applications;

Determine the procedure, information flow and API in the scenario of EAS as the 3rd party using EES to realize the capability of network slice exposure;
Enhancement on SEAL, using SEAL Server to realize the functions defined in TS 22.261 about network slice exposure;
Determine the function of collecting resource information of both application and network, analysing and provide the execution decisions for both side on modifying resource.
