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1. Introduction
This contribution is proposed to enable the ECS to trigger the EAS instantiation. 
2. Reason for Change
In practice there are different kind of EAS deployment models: one EAS is only server one user or one EAS can server multiple users.
For one EAS is only server one user, it means that the application instance (EAS) is exclusively used only by one user, e.g., the cloud mobile phone appliction. For this kind of application, the EAS follows the user during the mobility, which means the EAS will not be instantiated at the EDN before the user is coming. So this kind of EAS needs to be instantiated dynamically. With the architecture and features of EDGEAPP, the ECS is the best triggering entity, which can determine the EES which match the UE location and trigger the EAS to be instantiated at the corresponding EDN, so that when the UE is requesting the EES for the EAS information, the EAS is already in operation to serve the UE. 
And for the other application instance which is used to provide service to multiple application users. This EAS may be pre-instantiated at some EDN and waits for the users to access. However, at the initial stage, the application may only deployed in some hot spots to balance the cost and benefit. With new hot spot appears, the ECS can be aware of this via receiving more and more request from this area for the application. In this case, the ECS can also trigger the EAS to be instantiated at this area.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.0.0.
* * * First Change * * * *

8.3
Service provisioning

8.3.1
General

Service provisioning allows configuring the Edge Enabler Client with information about available Edge Computing services, based on the hosting UEs location, service requirements, service preferences and connectivity. This configuration includes the necessary address information for the Edge Enabler Client to establish connection with the Edge Enabler Server(s). 
If the ECS deployed by MNO is contracted with one or more ECSP(s), the ECS provides EES configuration information of MNO owned and ECSP owned EESs via MNO ECS as described in clause 8.3.3.2.

If the ECS is deployed by a non-MNO ECSP, the ECS endpoint address may be configured with the EEC. An EEC that is aware of multiple ECSP's ECS endpoint addresses may perform the service provisioning procedure per ECS of each ECSP multiple times.

Figure 8.3.1-1 illustrates an overview of service provisioning. Service provisioning procedures support the following models:

-
Request/Response model; and

-
Subscribe/Notify model.
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Figure 8.3.1-1: Overview of Service provisioning

The UE is initially provisioned from the Edge Configuration Server with the configurations required to connect to the Edge Data Network. Once provisioned, the Edge Enabler Client of the UE registers with the selected Edge Enabler Server(s) from the list of provisioned Edge Enabler Server(s) it received from the ECS(s). The UE further consumes the edge computing services and performs various operations such as Edge Application Server discovery, Edge application communications, Application context relocation, etc. While the UE is consuming the edge computing services, there may be several triggers which may cause service provisioning to be triggered by the UE or by the Edge Configuration Server. 

The triggers for service provisioning are classified as:

a.
Triggers at UE - Some examples are:

-
Application Client related updates available at the Edge Enabler Client due to AC installation/re-installation, Application Client requesting application server access (e.g. via internet browser)

-
Edge Enabler Client supporting one or more Application Clients may be updated due to Edge Enabler Client re-installation.

b.
Triggers at Edge Configuration Server – Some examples are:

-
Edge Enabler Server updates received due to Edge Application Server installation/re-installation/re-location; and

-
Edge Configuration Server receives the EDN/DNAI change notification of the UE from 5GC when the ECS subscribes to the user plane path management events as specified in clause 8.9.2.

The ECS may trigger the EAS management system to instantiate an EAS of the application(s) in a specific location (e.g., EDN) upon the service provision request with the application identifier from EEC, or the statistics information about service provisioning requests for the application(s) in a specific locations (e.g., EDN) where the EAS of the application is not instantiated yet. For example, the number of such service provisioning request, or the amout of users issue such such service provisioning request reaches a threshold.
NOTE:
How the EAS management system instantiate an EAS of the application is outside the scope of the present document. 
* * * Next Change * * * *

8.3.2.3
Request-response model

Figure 8.3.2.3-1 illustrates service provisioning procedure based on request/response model.
Pre-conditions:

1.
The Edge Enabler Client has been pre-configured or has discovered the address (e.g. URI) of the Edge Configuration Server. 

2.
The Edge Enabler Client has been authorized to communicate with the Edge Configuration Server. 

3.
The UE Identifier is either preconfigured or resulted from a successful authorization.

Editor's Note:
Whether the UE's subscription data may contain the endpoint information of ECS is FFS and requires SA2 and SA3 coordination.

Editor's Note:
The authorization procedure required to enable communication with the Edge Configuration Server is FFS.
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Figure 8.3.2.3-1: Service provisioning – Request/Response

1.
The Edge Enabler Client sends a service provisioning request to the Edge Configuration Server. The service provisioning request includes the security credentials of the EEC received during EEC authorization procedure and may include the UE identifier such as GPSI, connectivity information, UE location and Application Client profile(s) information.

2.
Upon receiving the request, the Edge Configuration Server performs an authorization check to verify whether the Edge Enabler Client has authorization to perform the operation. The ECS may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.2. The Edge Configuration Server determines the Edge Enabler Servers which match the Application Client profile(s) (if provided in step 1). The Edge Configuration Server also determines other information that needs to be provisioned, e.g. identification of the Edge Data Network, service area information (for LADN), Edge Enabler Server endpoints.

The ECS may trigger the EAS management system to instantiate the EAS at the EDN upon the service provisioning request. The ECS determines the Edge Enabler Server which matches the UE location but there is no EAS of the requesting EAS ID yet. After the EAS instantition at the EDN, the corresponding Edge Enabler Server receives the EAS registration and updates the EES profile with the requesting EAS ID to the Edge Configuration Server. The Edge Configuration Server determines to return this updated EES to the EEC. An intermediate response may be returned to indicate that the final response will be sent later. Or the ECS may trigger the EAS management system to instantiate the EAS, based on e.g., statistics information of the service provisioning request for the application(s) in a specific locations (e.g., EDN) where the EAS of the requesting application is not instantiated yet, for example, the number of such service provisioning request, or the amout of users issuing such service provisioning request reaches a threshold.
Editor’s Note: Whether the ECS also needs to perform the authorization check on the UE's privileges which may depend on the authentication/authorization framework is FFS.

3.
The Edge Configuration Server responds to the Edge Enabler Client's request with a service provisioning response which includes a list of Edge Data Network configuration information, e.g. identification of the Edge Data Network, service area information (for LADN), and the required information (e.g. URI, IP address) for establishing a connection to the Edge Enabler Server.

If the Edge Data Network configuration information includes an LADN DNN as an identifier for the Edge Data Network, the Edge Enabler Client considers the LADN as the Edge Data Network. Therefore, the service area of Edge Data Network is the LADN Service Area which can be discovered using the UE Registration Procedure. The EEC may cache the service provisioning information (e.g. EES endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the Service provisioning response, then the Edge Enabler Client may cache and reuse the Service provisioning information only for the duration specified by the Lifetime IE, without the need to repeat step 1.

8.3.2.4
Subscribe-notify model

8.3.2.4.1
General

Clause 8.3.2.4.2 & 8.3.2.4.3 together illustrate the service provisioning procedure based on Subscribe/Notify model.
Clause 8.3.2.4.4 illustrates the service provisioning update procedure.

Clause 8.3.2.4.5 illustrates the service provisioning unsubscribe procedure.

8.3.2.4.2
Subscribe

Figure 8.3.2.4.2-1 illustrates the service provisioning request procedure between the Edge Enabler Client and the Edge Configuration Server.
Pre-conditions:

1.
The Edge Enabler Client has been pre-configured or has discovered the address (e.g. URI) of the Edge Configuration Server. 

2.
The Edge Enabler Client has been authorized to communicate with the Edge Configuration Server. The UE Identifier is either preconfigured or resulted from a successful authorization.
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Figure 8.3.2.4.2-1: Service provisioning subscription

1.
The Edge Enabler Client sends a service provisioning subscription request to the Edge Configuration Server. The service provisioning subscription request includes the security credentials of the EEC received during EEC authorization procedure and may include the UE identifier such as GPSI, connectivity information, proposed expiration time and Application Client Profile information.

2.
Upon receiving the request, the Edge Configuration Server performs an authorization check to verify whether the Edge Enabler Client has authorization to perform the operation. If required, the ECS may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.2. If the request is authorized, the Edge Configuration Server creates and stores the subscription for provisioning.
The ECS may trigger the EAS management system to instantiate the EAS at the EDN upon the service provisioning subscription request. Or the ECS may trigger the EAS management system to instantiate the EAS, based on e.g., statistics information of the service provisioning request for the application(s) in a specific locations (e.g., EDN) where the EAS of the requesting application is not instantiated yet, for example, the number of such service provisioning request, or the amout of users issuing such service provisioning request reaches a threshold.
3.
The Edge Configuration Server responds with a service provisioning subscription response, which includes the subscription identifier and may include the expiration time, indicating when the subscription will automatically expire. To maintain the subscription, the Edge Enabler Client shall send a Service provisioning subscription update request prior to the expiration time. If a Service provisioning subscription update request is not received prior to the expiration time, the Edge Configuration Server shall treat the Edge Enabler Client as implicitly unsubscribed.

8.3.2.4.3
Notify

Figure 8.3.2.4.3-1 illustrates the service provisioning notification procedure between the Edge Enabler Client and the Edge Configuration Server.
Pre-conditions:

1.
The Edge Enabler Client has subscribed with the Edge Configuration Server for the provisioning information as specified in clause 8.3.2.4.2.
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Figure 8.3.2.4.3-1: Service provisioning notification

1.
An event occurs at the Edge Configuration Server that satisfies trigger conditions for updating service provisioning of a subscribed Edge Enabler Client. If UE's location information is not available, the ECS may obtain the UE location by utilizing the capabilities of the 3GPP core network as specified in clause 8.9.2. The Edge Configuration Server determines the Edge Enabler Servers based on UE's location information, which match the Application Client profile(s) (if provided in step 1). The Edge Configuration Server also determines other information that needs to be provisioned, e.g. identification of the Edge Data Network, service area information (for LADN), Edge Enabler Server endpoints.
If the ECS triggers the EAS instantiation at step 2 in clause 8.3.2.4.2-1, After the EAS instantition at the EDN, the corresponding Edge Enabler Server receives the EAS registration and updates the EES profile with the requesting EAS ID to the Edge Configuration Server. The Edge Configuration Server determines to return this updated EES to the EEC. 
2.
The Edge Configuration Server sends a provisioning notification to the Edge Enabler Client with the list of EDN configuration information determined in step 1. 

If the EDN configuration information in the service provisioning notification includes an LADN DNN as an identifier for the EDN, the Edge Enabler Client considers the LADN as the Edge Data Network. Therefore, the service area of Edge Data Network is the LADN Service Area, which can be discovered using the UE Registration Procedure. 

8.3.2.4.4
Subscription update

Figure 8.3.2.4.4-1 illustrates the service provisioning subscription update procedure between the Edge Enabler Client and the Edge Configuration Server.
Pre-conditions:

1.
The Edge Enabler Client has subscribed with the Edge Configuration Server for the provisioning information as specified in clause 8.3.2.4.2.
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Figure 8.3.2.4.4-1: Service provisioning subscription update

1.
The Edge Enabler Client sends a service provisioning subscription update request to the Edge Configuration Server. The service provisioning subscription update request includes the security credentials of the EEC received during EEC authorization procedure along with the subscription identifier and may include the UE identifier such as GPSI, connectivity information, proposed expiration time for the updated subscription and Application Client profile(s).
The ECS may trigger the EAS management system to instantiate the EAS at the EDN upon the service provisioning subscription upodate request. Or the ECS may trigger the EAS management system to instantiate the EAS, based on e.g., statistics information of the service provisioning request for the application(s) in a specific locations (e.g., EDN) where the EAS of the requesting application is not instantiated yet, for example, the number of such service provisioning request, or the amout of users issuing such service provisioning request reaches a threshold.
2.
Upon receiving the request, the Edge Configuration Server performs an authorization check to verify whether the Edge Enabler Client has authorization to perform the operation. If required, the ECS may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.2. If authorized, the Edge Configuration Server updates the stored subscription for provisioning as requested in step 1.

3.
The Edge Configuration Server responds with a service provisioning subscription update response, which may include the expiration time, indicating when the updated subscription will automatically expire. To maintain the subscription, the Edge Enabler Client shall send a Service provisioning subscription update request prior to the expiration time. If a Service provisioning subscription update request is not received prior to the expiration time, the Edge Configuration Server shall treat the Edge Enabler Client as implicitly unsubscribed.

* * * Next Change * * * *



Edge Enabler Client
Edge 
Configuration Server
1. Service provisioning request
3. Service provisioning response
2. Process request



_1663422703.vsd
�

Edge Enabler Client


Edge 
Configuration Server


2. Service provisioning notification


1. Trigger for service provisioning notification





Edge Enabler Client
Edge 
Configuration Server
1. Service provisioning subscription update request
3. Service provisioning subscription update response
2. Process request





Edge Enabler Client
Edge 
Configuration Server
1. Service provisioning subscription request
3. Service provisioning subscription response
2. Process request



_1663422616.vsd
EEC registration with the provisioned EES(s)


UE consumes Edge computing services
(e.g., EAS discovery, Edge application traffic, Application context relocation)


Service provisioning initiated by UE


Service provisioning initiated by ECS


Initial trigger for service provisioning



