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1. Introduction
This contribution provides a proposal for service provisioning without Application Client profile(s).
2. Reason for Change
Several discussions have occurred for the procedures for service provisioning to handle the following cases:

a. Service provisioning with Application Client Profile(s) being provided by EEC.

b. Service provisioning without Application Client Profile(s) being provided by EEC.

No conclusions were arrived on for handling the case (b).

The following solutions were discussed for case (b):

i.
It should be possible that in different deployments (3rd party ECSP or MNO as ECSP) the ECS is able to determine the Application Client profile(s)/Application information related to the UE based on the information available at the ECS (e,g., local information) . Further provision the UE by determining the EES(s).
ii.
The ECSP policy should drive the provisioning of the UE.

It is proposed to solve case (b), considering the solutions (i) and (ii).

3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.0.0.
* * * First Change * * * *

8.3.2.3
Request-response model

Figure 8.3.2.3-1 illustrates service provisioning procedure based on request/response model.

Pre-conditions:

1.
The Edge Enabler Client has been pre-configured or has discovered the address (e.g. URI) of the Edge Configuration Server. 

2.
The Edge Enabler Client has been authorized to communicate with the Edge Configuration Server. 

3.
The UE Identifier is either preconfigured or resulted from a successful authorization.
4.
The ECS is configured with ECSP policy for service provisioning.
Editor's Note:
Whether the UE's subscription data may contain the endpoint information of ECS is FFS and requires SA2 and SA3 coordination.

Editor's Note:
The authorization procedure required to enable communication with the Edge Configuration Server is FFS.
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Figure 8.3.2.3-1: Service provisioning – Request/Response

1.
The Edge Enabler Client sends a service provisioning request to the Edge Configuration Server. The service provisioning request includes the security credentials of the EEC received during EEC authorization procedure and may include the UE identifier such as GPSI, connectivity information, UE location and Application Client profile(s) information.

2.
Upon receiving the request, the Edge Configuration Server performs an authorization check to verify whether the Edge Enabler Client has authorization to perform the operation. The ECS may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.2. The Edge Configuration Server determines the Edge Enabler Servers as follows:

a.
The ECS determines the EES(s) which match the Application Client profile(s), if provided in step 1; and
b.
If the Application Client profile(s) are not provided in step1, then the ECS determines the Application Client profile(s) or Application information related to the UE based on local information (e.g. pre-configured) at the ECS. Further, the ECS determines the EES(s) which match the Application Client profile(s) or Application information; 

The Edge Configuration Server also determines other information that needs to be provisioned, e.g. identification of the Edge Data Network, service area information (for LADN), Edge Enabler Server endpoints.
NOTE:
The details of the local information for the ECS to determine Application Client profile(s) or Application information related to the UE is outside the scope of this document.

As per the ECSP policy, the ECS may reject the service provisioning request if the ECS is unable to determine the Application Client profile(s)/Application information related to the UE either explicitly provided in step 1 or from the local information, in which case the ECS shall respond with a failure cause or the ECS may determine the EES(s) information as allowed by the ECSP policy (e.g. based on UE location).
Editor's Note: Whether the ECS also needs to perform the authorization check on the UE's privileges which may depend on the authentication/authorization framework is FFS.

3.
The Edge Configuration Server responds to the Edge Enabler Client's request with a service provisioning response which includes a list of Edge Data Network configuration information, e.g. identification of the Edge Data Network, service area information (for LADN), and the required information (e.g. URI, IP address) for establishing a connection to the Edge Enabler Server.

If the Edge Data Network configuration information includes an LADN DNN as an identifier for the Edge Data Network, the Edge Enabler Client considers the LADN as the Edge Data Network. Therefore, the service area of Edge Data Network is the LADN Service Area which can be discovered using the UE Registration Procedure. The EEC may cache the service provisioning information (e.g. EES endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the Service provisioning response, then the Edge Enabler Client may cache and reuse the Service provisioning information only for the duration specified by the Lifetime IE, without the need to repeat step 1.

* * * Next Change * * * *

8.3.2.4.2
Subscribe

Figure 8.3.2.4.2-1 illustrates the service provisioning request procedure between the Edge Enabler Client and the Edge Configuration Server.

Pre-conditions:

1.
The Edge Enabler Client has been pre-configured or has discovered the address (e.g. URI) of the Edge Configuration Server. 

2.
The Edge Enabler Client has been authorized to communicate with the Edge Configuration Server. The UE Identifier is either preconfigured or resulted from a successful authorization.
3.
The ECS is configured with ECSP policy for service provisioning.
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Figure 8.3.2.4.2-1: Service provisioning subscription

1.
The Edge Enabler Client sends a service provisioning subscription request to the Edge Configuration Server. The service provisioning subscription request includes the security credentials of the EEC received during EEC authorization procedure and may include the UE identifier such as GPSI, connectivity information, proposed expiration time and Application Client Profile information.

2.
Upon receiving the request, the Edge Configuration Server performs an authorization check to verify whether the Edge Enabler Client has authorization to perform the operation. If required, the ECS may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.2. As per the ECSP policy, the ECS may reject the service provisioning subscription request if the ECS is unable to determine the Application Client profile(s)/Application information related to the UE either explicitly provided in step 1 or from the local information (e.g. preconfigured) at the ECS, in which case the ECS shall respond with a failure cause or the ECS may accept the subscription request as allowed by the ECSP policy. If the request is authorized, the Edge Configuration Server creates and stores the subscription for provisioning.
NOTE:
The details of local information for the ECS to determine Application Client profile(s) or Application information related to the UE is outside the scope of this document.
3.
The Edge Configuration Server responds with a service provisioning subscription response, which includes the subscription identifier and may include the expiration time, indicating when the subscription will automatically expire. To maintain the subscription, the Edge Enabler Client shall send a Service provisioning subscription update request prior to the expiration time. If a Service provisioning subscription update request is not received prior to the expiration time, the Edge Configuration Server shall treat the Edge Enabler Client as implicitly unsubscribed.

8.3.2.4.3
Notify

Figure 8.3.2.4.3-1 illustrates the service provisioning notification procedure between the Edge Enabler Client and the Edge Configuration Server.

Pre-conditions:

1.
The Edge Enabler Client has subscribed with the Edge Configuration Server for the provisioning information as specified in clause 8.3.2.4.2.
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Figure 8.3.2.4.3-1: Service provisioning notification

1.
An event occurs at the Edge Configuration Server that satisfies trigger conditions for updating service provisioning of a subscribed Edge Enabler Client. If UE's location information is not available, the ECS may obtain the UE location by utilizing the capabilities of the 3GPP core network as specified in clause 8.9.2. The Edge Configuration Server determines the Edge Enabler Servers based on UE's location information as follows:

a.The ECS determines the EES(s) which match the Application Client profile(s), if provided during subscription creation as per clause 8.3.2.4.2; and
b.
If the Application Client profile(s) are not provided during subscription creation as per clause 8.3.2.4.2, then firstly the ECS determines the Application Client profile(s) or Application information related to the UE based on the local information at the ECS. Further, the ECS determines the EES(s) which match the Application Client profile(s) or Application information.
NOTE:
The details of the local information for the ECS to determine Application Client profile(s) or Application information related to the UE is outside the scope of this document.
If the ECS is unable to determine the Application Client profile(s)/Application information related to the UE either explicitly provided in subscription request or from the local information, the ECS may not send any notification or the ECS determines the EES(s) information as allowed by the ECSP policy (e.g. based on UE location).

The Edge Configuration Server also determines other information that needs to be provisioned, e.g. identification of the Edge Data Network, service area information (for LADN), Edge Enabler Server endpoints.

2.
The Edge Configuration Server sends a provisioning notification to the Edge Enabler Client with the list of EDN configuration information determined in step 1. 

If the EDN configuration information in the service provisioning notification includes an LADN DNN as an identifier for the EDN, the Edge Enabler Client considers the LADN as the Edge Data Network. Therefore, the service area of Edge Data Network is the LADN Service Area, which can be discovered using the UE Registration Procedure. 

8.3.2.4.4
Subscription update

Figure 8.3.2.4.4-1 illustrates the service provisioning subscription update procedure between the Edge Enabler Client and the Edge Configuration Server.

Pre-conditions:

1.
The Edge Enabler Client has subscribed with the Edge Configuration Server for the provisioning information as specified in clause 8.3.2.4.2.


[image: image4.emf]Edge Enabler Client

Edge 

Configuration Server

1. Service provisioning subscription update request

3. Service provisioning subscription update response

2. Process request


Figure 8.3.2.4.4-1: Service provisioning subscription update

1.
The Edge Enabler Client sends a service provisioning subscription update request to the Edge Configuration Server. The service provisioning subscription update request includes the security credentials of the EEC received during EEC authorization procedure along with the subscription identifier and may include the UE identifier such as GPSI, connectivity information, proposed expiration time for the updated subscription and Application Client profile(s).

2.
Upon receiving the request, the Edge Configuration Server performs an authorization check to verify whether the Edge Enabler Client has authorization to perform the operation. If required, the ECS may utilize the capabilities (e.g. UE location, user information) of the 3GPP core network as specified in clause 8.9.2. As per the ECSP policy, the ECS may reject the service provisioning subscription update request if the EEC in step 1 requests to remove all the Application Client profile(s) and further if the ECS cannot determine the Application Client profile(s) or Application information related to the UE based on the local information at the ECS, in which case the ECS shall respond with a failure cause or the ECS may accept the subscription update request as allowed by the ECSP policy (e.g. based on UE location). If authorized, the Edge Configuration Server updates the stored subscription for provisioning as requested in step 1.
NOTE:
The details of the local information for the ECS to determine Application Client profile(s) or Application information related to the UE is outside the scope of this document.
3.
The Edge Configuration Server responds with a service provisioning subscription update response, which may include the expiration time, indicating when the updated subscription will automatically expire. To maintain the subscription, the Edge Enabler Client shall send a Service provisioning subscription update request prior to the expiration time. If a Service provisioning subscription update request is not received prior to the expiration time, the Edge Configuration Server shall treat the Edge Enabler Client as implicitly unsubscribed.

* * * Next Change * * * *

8.3.3
Information flows

8.3.3.1
Service provisioning request

Table 8.3.3.1-1 describes the information elements for service provisioning request from the Edge Enabler Client to the Edge Configuration Server. 

Table 8.3.3.1-1: Service provisioning request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Application Client Profile(s)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity information
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	UE location 
	O
	The location information of the UE. The UE location is described as clause 7.3.2. 


Editor's Note: It is FFS whether the EEC ID is mandatory or whether the UE ID should be included.

8.3.3.2
Service provisioning response

Table 8.3.3.2-1 describes the information elements for service provisioning response from the Edge Configuration Server to the Edge Enabler Client.
Table 8.3.3.2.-1: Service provisioning response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the service provisioning request was successful.

	> List of EDN configuration information
	M 
	List of Edge Data Networks.

	>> EDN connection information (NOTE 1)
	M 
	Information required by the UE to establish connection with the Edge Data Network.

	>>> DNN/APN
	M
	Data Network Name/Access Point Name

	>>> S-NSSAI
	O
	Network Slice information

	>>> EDN Service Area (NOTE 2)
	O 
	EDN service area information. The service area information is a list of Cell list or List of TA, PLMN IDs

	>>List of Edge Enabler Servers
	M
	List of Edge Enabler Servers of the Edge Data Network.

	>>> EES Endpoint 
	M
	The endpoint address (e.g. URI, IP address) of the EES

	>>> ECSP info
	O
	Information for Edge Computing Service Provider 

	>> Lifetime
	O
	Time duration for which the EDN configuration information is valid and supposed to be cached in the EEC.

	Failure response
	O
	Indicates that the service provisioning request failed.

	> Cause
	O
	Indicates the cause of service provisioning request failure.

	NOTE1:
If the UE is provisioned or pre-configured with URSP rules by the HPLMN, the UE handles the precedence between EDN connection info and URSP rules as defined in 3GPP TS 23.503 [12] clause 6.1.2.2.1. EDN connection info is considered to be part of UE Local Configurations.
NOTE 2:
The EDN service area IE is included only if the EDN is a LADN.


8.3.3.3
Service provisioning subscription request

Table 8.3.3.3-1 describes the information elements for service provisioning subscription request from the Edge Enabler Client to the Edge Configuration Server. 

Table 8.3.3.3-1: Service provisioning subscription request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Application Client profile(s)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity information
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	Proposed expiration time
	O
	Proposed expiration time for the subscription
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