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1. Introduction

This contribution proposes an explicit request from EES to obtain the UE ID from the EEC.

2. Reason for Change

On receiving a request from the EAS, providing UE IP address and seeking UE ID of the UE, the EES can contact the EEC running on the UE using this IP address. Note that, since the EAS is communicating with the AC using this IP address, it is public routable IP address of the UE.
The request initiation from EES to the EEC requires a prior subscription from the EEC to receive such requests; which has been added a precondition.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.0.0.

* * * First Change * * * *

8.6.5
UE Identifier API

8.6.5.1
General

EES exposes UE Identifier API to the EAS in order to provide an identifier uniquely identifying a UE. This API is used by an EAS to obtain the identifier of the UE if the EAS does not have it. This identifier, called Edge UE ID, is used by the EAS to invoke capability APIs specific to UEs over EDGE-3. 

8.6.5.2
Procedures

8.6.5.2.1
General
The following procedures are supported:

-
EAS obtaining the UE identifier; and

-
EES obtaining the UE identifier from the EEC.
8.6.5.2.2
EAS obtaining the UE identifier

Figure 8.6.5.2.2-1 illustrates the interactions between the Edge Enabler Server and the Edge Application Server. 

Pre-conditions:

1.
The Edge Application Server is authorized to discover and to use UE Identifier API provided by the Edge Enabler Server; and
2.
The Edge Application Server has some information about the UE (such as its source IP address) whose identity is to be obtained.
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Figure 8.6.5.2.2-1: UE Identifier API

1.
The Edge Application Server invokes UE Identifier API exposed by the Edge Enabler Server

2.
The Edge Enabler Server uses the received information in the step 1 (e.g. IP address) and obtains the UE identifier.


3.
The Edge Enabler server provides the obtained UE identifier as Edge UE ID to the Edge Application Server. The Edge UE ID is specific to the given Edge Application Server and may be assigned by the EES or the 3GPP Network.


4.
The Edge Application Server uses the Edge UE ID received in step 3 to invoke capability exposure API(s) provided by the Edge Enabler Server over EDGE-3.

The Edge Enabler Server can provide an updated Edge UE ID to the Edge Application Server if the Edge UE ID has changed due to privacy reason (e.g., change of GPSI).

The Edge Enabler Server can also invalidate an Edge UE ID, previously provided to an Edge Application Server, if there is no need to support the Edge UE ID for capability exposure API(s) anymore.

8.6.5.2.3
EES obtaining the UE identifier

8.6.5.2.3.1
From the EEC
Figure 8.6.5.2.3.1-1 illustrates the interactions between the Edge Enabler Server and the Edge Enabler Client in order to obtain the UE identifier. 

Pre-conditions:

1.
The Edge Enabler Server has received the UE IP address from the Edge Application Server as part of the UE Identifier API request; and

2.
The UE’s EEC has subscribed to receive notifications from the EES.
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Figure 8.6.5.2.3.1-1: EES obtaining UE identifier from the EEC
1.
The Edge Enabler Server sends a notification, requesting the UE Identifier, to the EEC resident in the UE whose IP address was received from the Edge Application Server as part of the UE Identifier API request described in clause 8.6.5.2.2. The request includes the EES ID and the EAS ID for which the Edge Enabler Server needs the UE Identifier and may include the purpose of the UE identifier, if received from the EAS.

2.
Upon receiving the request, the Edge Enabler Client verifies that it has user's consent to share the UE ID for the use by the EAS, mentioned in the request from the Edge Enabler Server.
NOTE:
EEC can involve AC to obtain the user consent.
Editor's note:
Whether and how user's consent is obtained to share the UE identifier with a particular EAS is SA3's responsibility.

3.
Upon determining that the Edge Enabler Client has required user consent, it sends a response to the notification, including the EEC identifier and the UE Identifier, to the Edge Enabler Server. The Edge Enabler server stores the obtained UE identifier for further use.
8.6.5.2.3.2
From the Core Network

Editor's note:
How the EES determines the Edge UE ID with the help of CN is FFS and requires SA2 coordination.

8.6.5.3
Information flows

8.6.5.3.1
UE Identifier API request

Table 8.6.5.3.1-1: UE Identifier API request

	Information element
	Status
	Description

	
	
	

	EAS ID
	M
	Identifier of the EAS

	Security Credentials
	M
	Security credentials of the EAS.

	UE IP address
	M
	Source IP address of the UE whose Edge UE ID is required.

	List of reasons
	O
	Purpose(s) for which EAS requires the UE identifier for e.g. to obtain UE location, user plane path management, etc.


8.6.5.3.2
UE Identifier API response

Table 8.6.5.3.2-1: UE Identifier API response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the UE identifier request was successful.

	> Edge UE ID
	M
	Identifier uniquely identifying the UE.

	Failure response
	O
	Indicates that the UE identifier request failed.

	> Cause
	O
	Indicates the cause of UE identifier request failure


8.6.5.3.3
UE Identifier request

Table 8.6.5.3.3-1: UE Identifier request 

	Information element
	Status
	Description

	EES ID
	M
	Identifier of the EES

	EAS ID
	M
	EAS identifier for which the EES requires the UE identifier

	List of reasons
	O
	Purposes for which EAS requires the UE identifier for e.g. to obtain UE location, user plane path management, etc.


8.6.5.3.4
UE Identifier response

Table 8.6.5.3.4-1: UE Identifier response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the UE identifier request was successful.

	> EEC ID
	M
	Identifier of the EEC

	> UE ID
	M
	GPSI (e.g. MSISDN or External Identifier) of the UE.

	Failure response
	O
	Indicates that the UE identifier request failed.

	> Cause
	O
	Indicates the cause of UE identifier request failure


8.6.5.4
APIs

8.6.5.4.1
General

Table 8.6.5.4.1-1 illustrates the APIs for UE Identifier.

Table 8.6.5.4.1-1: UE Identifier API

	Service Name
	Service Operations
	Operation

Semantics
	Consumer(s)

	EDGE3_UE_Identifier API
	Request
	Request/Response
	Edge Application Server


8.6.5.4.2
EDGE3_ UE_identifier_request operation

Service operation name: EDGE3_ UE_identifier_request

Description: The consumer requests identifier of a UE.

Inputs: See clause 8.6.5.3.1.

Outputs: See clause 8.6.5.3.2.
See clause 8.6.5.2.2 for details of usage of this operation.

�Moved to 8.6.5.2.3.1


�Moved from 8.6.5.2.2
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