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1. Introduction
UAV application shall be able to detect, identify and report problematic UAV(s) back to UTM, per stage 1 requirement TS 22.125:
·  “[R-5.1-017] The 3GPP system shall support detection, identification and reporting of problematic UAV(s) and the UAV controller to a UTM. “ 
· [R-5.1-006] The 3GPP system shall support capability to extend UAS data being sent to UTM with the evolution of UTM and its support applications in future. 
Problematic UAV operations may include situations like: 
· UAV does not follow the rules pre-set by USS/UTM due to HW failure or faulty SW
· UAV does not follow the fly path due to weather condition
Situations like the following may be considered violation of UAV flight rules either set by ATC or USS/UTM:
· Altitude mismatch
· Speed mismatch
· Fly path mismatch
· Fly restriction mismatch
· KPI mismatch
There are also situations UAV might be able to report it’s capabilities such as:
· Power setting
· Speed limitation.

This pCR proposes a key issue on detecting, identifying and reporting problematic UAVs
2. Reason for Change
Fullfil requirement from Stage 1 TS 22.125. Specifically, [R-5.1-017] and [R-5.1-006]
3. Conclusions
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.755


* * * First Change * * * *
5.x 	Key issue #X:  Application Server on problematic UAV reporting back to USS/UTM.
UAV application shall be able to monitor and report problematic UAV(s) back to UTM, per stage 1 requirement TS 22.125.
Hence, it is required to study the following:
- 	How to interpret problematic UAV operations.
- 	Whether and how application UE/Server report back to UTM in terms of application layer interface and transfer mechanism.
Editor’s note: reporting mechanism happens after UAV has been authorized.
