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1. Introduction
This pCR proposes to include UE Registration Mode (S1 and/or N1) within the EEC Registration Request and the Service Provisioning Request to support EDGE-2 and EDGE-8 operations, respectively.
2. Reason for Change
An EEC needs to include UE Registration Mode (S1 and/or N1) to support EDGE-2 (EDGE-8) operations of the EES (ECS). It is described in TS 23.501 that in scenarios of interworking between 5GC and EPC, it is expected to associate the UE with SCEF+NEF node(s). Therefore, if interworking between 5GC and EPC is possible for a UE, it is required for the Edge Enabler Server (ECS) to associate the UE (hosting the EEC) with SCEF+NEF node(s) for EDGE-2 (EDGE-8) operations. To support this, the Edge Enabler Client provides UE Registration Mode (S1 and/or N1), so that the Edge Enabler Server (Edge Configuration Server) can select SCEF+NEF node(s) for the EEC based on the received UE Registration Mode (S1 and/or N1). 
When EPC and 5GC are both deployed but interworking is not supported, the Edge Enabler Server and Edge Configuration Server is required to choose either NEF or SCEF because NEF and SCEF nodes can be deployed separately. 
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558.
* * * First Change * * * *

8.4.2.2
Procedure

Pre-conditions:

1.
The Edge Enabler Client is authorized to access the Edge Enabler Server for the purpose of performing registration and has received relevant security credentials 

Editor's Note: The required authentication and authorization procedures required to receive the relevant security credentials is FFS and in scope of SA3.

2.
The Edge Enabler Client has received configuration information from the Edge Configuration Server, including information for accessing the Edge Enabler Server.
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Figure 8.4.2.2-1: Edge Enabler Client registration procedure

1.
The Edge Enabler Client sends Edge Enabler Client registration request to the Edge Enabler Server. The request from the client includes the security credentials received after successful authorization for edge computing services. The request also optionally includes information indicating to the Edge Enabler Server how the Edge Enabler Client expects to use the services of the Edge Enabler Server. 


The Edge Enabler Client registration request indicates if the request is a new registration or a registration update. A registration update may be used to send new or updated Application Client Profile(s) to the Edge Enabler Server.


If the Edge Enabler Client is moving from the purview of a source Edge Enabler Server to this Edge Enabler Server, the request from the Edge Enabler Client may include the identity of the source Edge Enabler Server and an Edge Enabler Client Registration Context ID that was provided by the source Edge Enabler Server. 
The Edge Enabler Client registration request may include UE Registration Mode (S1 and/or N1). The Edge Enabler Server selects the way of interaction with 3GPP network (e.g. selecting either SCEF or NEF) based on the received UE Registration Mode. 
If the UE is registered to both 5GC and EPC in the Dual Registration mode as described in the 3GPP TS 23.501, the Edge Enabler Client indicates the UE Registration Mode as both N1 mode and S1 mode, so that the Edge Enabler Server selects SCEF+NEF node. 
If the UE Registration Mode indicates either N1 mode only or S1 mode only, the Edge Enabler Server selects either NEF or SCEF according to the UE Registration Mode and then interacts with 3GPP network to determine if it is required to be connected to SCEF+NEF node. 
If the UE Registration Mode is not provided, the Edge Enabler Server selects the network exposure function (e.g. NEF, SCEF, or SCEF+NEF, etc.) based on the local configuration.

Editor’s note:
It is FFS what additional information can be retrieved from the Edge Enabler Client or the 3GPP network by an Edge Enabler Server to select the network exposure function.
2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server validates the registration request and verifies the security credentials. The Edge Enabler Server further determines whether the requirements that were indicated in the Application Client Profile(s) can be fulfilled. 

3.
Upon successful validation of the request, if the received Registration request contains a Context ID and a source Edge Enabler Server Identifier, the Edge Enabler Server retrieves the Edge Enabler's Registration Context from the source Edge Enabler Server. Otherwise, this step is skipped.

4.
The Edge Enabler Server sends a successful registration response, which may include a newly assigned Context ID. The Edge Enabler Client stores the new Context ID and uses it if it needs to register with a new Edge Enabler Server later on. The Edge Enabler Server also provides a registration expiration value to indicate when the registration will automatically expire. The Edge Enabler Client must send a registration request with an Update Indication prior to the expiration to maintain the current registration. The Edge Enabler Server will treat the registration expiration as an implicit de-registration. If the Edge Enabler Server is not able to fulfil, or provide, the services that are indicated by Application Client Profile(s), then the Edge Enabler Server will indicate this in the Edge Enabler Client registration response.

* * * First Change * * * *

8.4.2.3
Information flows
8.4.2.3.1
Edge Enabler Client Registration request

Table 8.4.2.3.1-1 describes information elements in the Edge Enabler Client Registration Request from the Edge Enabler Client to the Edge Enabler Server. 

Table 8.4.2.3.1-1: Edge Enabler Client Registration request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	Registration type indication
	M
	Indication for new or updated registration

	UE Identifier
	O
	The identifier of the hosting UE (i.e. GPSI or identity token)

	Security credentials
	O
	Security credentials resulting from a successful authorization for the edge computing service.

	Application Client Profile(s)
	O
	Profiles of Application Clients for which the EEC provides edge enabling services. Application Client Profiles are further described in Table 8.2.2-1. 

	Proposed expiration time
	O
	Proposed expiration time for the registration.

	Context ID
	O
	Identifier of the EEC context obtained from a previous registration. 

	Context ID provider EES ID
	O
	If a Context ID is included, identifier of the EES that provided it.

	EAS Identifiers
	O
	Identifiers of already discovered EAS which can support the services needed by the EEC. 

	UE Registration Mode
	O
	UE Registration Mode (S1 and/or N1).


Editor’s note:
It is FFS whether UE MM CN capability (e.g. capability of mobility between EPC and 5GC) can be also included in the Edge Enabler Client Regstration request. 

* * * Next Change * * * *

8.3.3.1
Provisioning request

Table 8.3.3.1-1 describes the information elements for a Provisioning Request from the Edge Enabler Client to the provisioning server (i.e. Edge Configuration Server). 

Table 8.3.3.1-1: Provisioning request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Application Client ID
	O
	The identifier of Application Clients as described in clause 7.2.5.

	Application Client Profile(s)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	UE Identifier
	M
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity Filter
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	UE Registration Mode
	O
	UE Registration Mode (S1 and/or N1).


Editor's Note: It is FFS whether the EEC ID is mandatory or whether the UE ID should be included.
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