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8.1.5 Functional Alias

Functional alias provides a complementary, role-based user identification scheme which can be used by MC service users for operational purposes in the form of meaningful elements such as the function, the order number or vehicle identifications that can be used within any form of MC service communication. Functional alias takes a form of a URI. The application addressing remains in its form and forms the foundation for the association with the corresponding functional alias. An MC service user can simultaneously activate several functional aliases but only one can be associated to a certain communication.

Each functional alias is subject to the uniqueness principle within an organization and can be shared simultaneously by several MC service users, depending on the assignment. In this case, all assigned MC service users sharing a functional alias can be included in a communication.

An MC service user can simultaneously use different functional aliases from multiple service organizations to allow the MC service user to be reachable by different organizations.

The use of a functional alias always requires an association with the MC service ID. The MC service ID needs to be used to provide the security context for a communication.
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