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1. Introduction
Key Issue 5: “Sharing of location information” is asking for a solution in which location information can be shared with temporary MC service users.

e.
Location information of one MC user at home MC system is shared with an outside 3GPP recipient.

This solution is addressing the problem “… outside 3GPP recipient.” by considering the concept of a temporary MC service user.

3GPP TS 22.280 already describes in clause 5.6 the usage of temporary MC service users with limited permissions: “… If the MCX User is not properly authenticated, he/she is treated as a temporary MCX User with limited permissions. …”, and with the requirement “… [R-6.9-001] The MCX Service shall provide a mechanism for permanent and temporary assignment of IDs and aliases. …” non-MC service users could be granted with privileges to provide location information or request location information.
2. Reason for Change
No solution for this specifically addressed key issue.
3. Conclusions

<empty>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.744 V.1.3.0
* * * First Change * * * *

6.x
Solution x: Location Information of non-MC service users
6.x.1
Description


There is currently no method to include non-MC service users to any part of the communication in one MC trust domain. By design the communication between MC service users has to be protected.

MC service users rely on information received by non-MC service users, e.g. Emergency Call, experts, additional support. These users could provide essential information and in turn need information, e.g. location information, in order to be of assistance in case of an emergency or incident.

The inclusion of non-MC service users and not violating the security aspects of the MC trust domain requires methods, which are not defined yet, e.g. temporary MC service users.
6.x.2
Impacts on existing nodes and functionality


Editor’s Note: The usage of the existing nodes and functionalities together with temporary MC service users is FFS.
6.x.3
Solution Evaluation

Editor's Note: Use this section for evaluation at solution level.
* * * End of Change * * * *

