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\* \* \* First Change \* \* \* \*

##### 10.7.5.2.2 MCPTT immediate private call forwarding

Figure 10.7.5.2.2-1 below illustrates the procedure of immediate call forwarding of MCPTT private calls.

Pre-conditions:

1. MCPTT client 2 is authorized to use call forwarding and has immediate call forwarding enabled with the destination MCPTT client 3.

2. MCPTT client 1 is authorized to make private calls to client 2.

3. The redirection counter is below the limit.



Figure 10.7.5.2.2-1: Call forwarding immediate for private calls

1. The MCPTT client 1 sends an MCPTT private call request towards the MCPTT server.

2. The MCPTT server detects that MCPTT client 2 has immediate call forwarding enabled.

3. The MCPTT server checks that the limit of immediate forwardings is not reached. The MCPTT server increments the redirection counter for immediate forwardings.

4. The MCPTT server sends a MCPTT call forwarding request towards the MCPTT client 1.

NOTE 1: The target MCPTT ID is based on the entry in the user profile for call forwarding immediate.

5. The user at MCPTT client 1 is notified that a call forwarding is in process.

6. MCPTT client 1 sends a MCPTT call forwarding response back to the MCPTT server.

7. MCPTT client 1 sends a MCPTT private call request towards the MCPTT server that includes a call forwarding indication set to true.

8. The MCPTT server verifies that client 1 is authorized to perform the MCPTT private call as a result of the MCPTT private call forwarding request based on the fact that the forwarding indication is present and set to true in the MCPTT private call request.

NOTE 2: For call forwarding the MCPTT server does not check if the initial originating MCPTT user at MCPTT client 1 is authorized to make an MCPTT private call to the final target MCPTT user at MCPTT client 3.

9. The MCPTT server starts a timer with the configured no answer timeout

10. The MCPTT server sends a MCPTT private call request towards the MCPTT client 3.

11. The MCPTT server sends a MCPTT forwarding indication to MCPTT client 1.

12. MCPTT client 3 is alerted. MCPTT client 3 sends an MCPTT ringing to the MCPTT server.

13. The MCPTT server sends an MCPTT ringing to the MCPTT client 1.

14. The MCPTT user at MCPTT client 3 has accepted the call, which causes MCPTT client 3 to send an MCPTT private call response to the MCPTT server.

15. The MCPTT server stops the timer for the no answer timeout.

16. The MCPTT server sends an MCPTT private call response to MCPTT client1 indicating that client3 has accepted the call.

17. The media plane for communication between client 1 and 3 is established.

\* \* \* End of Change \* \* \* \*