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1. Introduction

This contribution is to resolve the following Editor’s Note:

Editor's Note: Whether and how to use an expiration or validity time for ACR to manage the service continuity planning operations is FFS. 

2. Reason for Change

In service continuity planning in clauses 8.8.2.2 to 8.8.2.6, the ACT phase can be performed for an expected future UE location and in the end the Post-ACR Clean up phase is left for the time when the UE actually moves to the future location. 
Note that, before moving to the predicted or expected location, the UE might be even out of the service are of the T-EAS that has received the application context in the ACT in the ACR execustion phase. In clause 8.5.2.2, it is already specified that it is possible to discover a T-EAS for an expected UE location which cannot serve the UE at its current location:

If the UE location and predicted/expected UE locations, provided in the EAS discovery request, are outside the Geographical or Topological Service Area of an EAS, then the EES shall not include that EAS in the discovery response. The discovery response may include EAS(s) that cannot serve the UE at its current location if a predicted/expected UE location was provided in the EAS discovery request. 

It can be seen that ACR for service continuity planning can be benefical by proactively preparing the next T-EAS for the UE even before the UE moves to the service area of that T-EAS. 
The future location is based on a plan or a prediction. However, there are cases or scenarios where the UE might change its plan of movement at some moment. For example, for a UE in a car or a vehicular UE with high velocity it might be beneficial to use the information of prediction of the future path to plan service continuity. However, such a UE might change its route, or might stop spontaneously. When the move does not go according to the plan, the application context will exists in both S-EAS and T-EAS and the ACr procedures falls into an endless wait state, waiting for the UE to moves to a predicted location.

These issues with the service continuity planning can be summarized as: 

· The resources are booked in the T-EAS for an event in the future. The booking cannot be unlimited in time. 

· Resources of the T-EAS are booked based on a prediction. There should be a mechanism to update/correct the prediction.
Considering an expiration time for the booking of the resources can resolve the issue. Since the prediction is for a future location in a future time, an expiration time should be introduced to take account for the future time window in which the prediction is expected to happen. Therefore, it is proposed that in case of ACR for service continuity planning, an ACR expiration time is to be included in the ACR Request message. This ACR expiration time is a piece of information that enables the T-EAS to make more efficient decisions in case of service continuity planning on e.g. whether, for how long, for which UEs, etc. to keep the application context for a UE that is supposed to connect to it in a future.
It is reasonable to assume that the EEC can provide ACR expiration time in the ACR request when needed. In the specification, in service continuity planning the EEC can request ACR for its future location. When EEC is making such a decision based on a prediction, it needs to have an assessment on the time window that this prediction is supposed to happen. EEC’s estimate of the expiration time or how it is obtained is related to the prediction itself and is up to the implementation. However, in an efficient implementation, the expiration time should reflect EEC’s best knowledge plus a safe margin.
3. Proposal

· Delete the EN in clause 8.8.1.1.

· In clause 8.8.4.4, add a new field ACR expiration time in the ACR request, for the case of service continuity planning.

· In clause 8.8.3.4, in ACR launching procudere ACR expiration time is provided to the EAS with the notification.

1st Change
8.8.1.1
High level overview 

When a UE moves to a new location, different EASs can be more suitable for serving the ACs in the UE. Such transitions can result from a non-mobility event also, requiring support from the enabling layer to maintain the continuity of the service.

This clause describes the features that support service continuity for ACs in the UE to minimize service interruption while replacing the S-EAS, with a T-EAS.

Generally, the S-EAS is associated with an application context. To support service continuity, this application context from the S-EAS is transferred to a T-EAS. 

The capabilities for supporting service continuity provided at the Edge Enabler Layer may consider various application layer scenarios in which there may be involvement of AC and one or more EAS(s).

Following intra-EDN, inter-EDN and LADN related scenarios are supported for service continuity:

-
UE mobility, including predictive or expected UE mobility for the following cases:

-
Overload situations in S-EAS or EDN for the following cases:

-
Maintenance aspects such as graceful shutdown of an EAS.

To support the need of ACR, following entity roles are identified:

-
detection entity, detecting or predicting the need of ACR;

-
decision-making entity, deciding that the ACR is required; and

-
execution entity, executing ACR.

A detection entity detects the probable need for ACR by monitoring various aspects, such as UE's location or predicted/expected UE location and indicates to the decision-making entity to determine if the ACR is required. The AC, EEC, EES and EAS can potentially perform the detection role:

A decision-making entity determines that ACR is required and instructs the execution entity to perform ACR.

An execution entity performs ACR as and when instructed by the decision-making entity.

NOTE:
After a decision that another EAS is to serve the UE, the S-EAS can decide if the existing Application Context is transferred to the new EAS. 

The EAS may utilize the following capabilities provided by the EES for supporting service continuity at the application layer:

-
Subscribe to service continuity related events and receive corresponding notifications;

-
Fetch the T-EAS; and

-
ACR from a S-EAS to a T-EAS.

The EES can utilize the following capabilities provided by the ECS for supporting service continuity at the application layer:

-
Fetch the T-EES.

The EEC may determine if the ACR is required by detecting that the UE moved or is predicted or expected to move outside the service area (see clause 7.3.3). The service area can be provided to the EEC by either the ECS during Service Provisioning or EES during EAS Discovery. For the PDU Session of SSC mode 3, if the UE receives PDU Session Modification Command as specified in clause 4.3.5.2 of 3GPP TS 23.502 [3], the EEC may determine that the ACR is required. For IPv6 multi-homed PDU Session of SSC mode 3, the EEC may determine that ACR is required if the UE is notified of the existence and availability of a new IPv6 prefix as specified in clause 4.3.5.3 of 3GPP TS 23.502 [3].

NOTE:
For IPv6 multi-homed PDU Session of SSC mode 3, the EEC can be aware of the notification about the IPv6 prefix configuration due to change of PSA UPF based on the UE implementation.

After successful ACR:

-
The EES is informed of the completion by the EAS; and

-
The EEC is informed of the completion by the EES. 

In general, a number of steps are required in order to perform the ACR procedure. The potential roles of an edge enablement layer in the ACR procedure include: 

-
providing detection events;

-
selecting the T-EAS(s); and

-
supporting the transfer of the Application context from the S-EAS(s) to the T-EAS(s).

If the UE is connected to the 5GC, the EES/EAS acting as AF may utilize AF traffic influence functionality from the 3GPP CN as specified in 3GPP TS 23.502 [3].

A high level overview of ACR is illustrated in Figure 8.8.1.1-1.
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Figure 8.8.1.1-1: High level overview of ACR procedure

Editor's Note:
Any potential change required to the pre-conditions and other steps of the ACR procedures to support service continuity planning is FFS. 

ACR can be performed for service continuity planning, which means that the first three steps of the ACR procedure, detection, decision and execution, are performed for an expected/predicted location of the UE. In such a case the T-EAS is to service the UE when it moves to the expected location.

2nd Change

8.8.3.4
ACR launching procedure

Figure 8.8.3.4-1 illustrates the ACR launching procedure by the EEC. Depending on the ACR action indicated in the ACR request, the procedure is used for either ACR initiation or ACR determination. 

Pre-condition:

1.
The EEC has been authorized to communicate with the EES as specified in clause 8.11. 
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Figure 8.8.3.4-1: ACR launching procedure

1.
The EEC sends an ACR request message to the EES in order to start ACR. The ACR request message includes ACR action to indicate either ACR initiation request or ACR determination request.

An ACR request for ACR initiation:

-
includes an indication of whether the EEC requests the EES to perform EAS notification; and

-
provides information used by EES to perform AF traffic influence as in 3GPP TS 23.501[2].

An ACR request for ACR determination informs the EES that the need for ACR has been detected at EEC.

2.
The EES checks if the EEC is authorized for this operation. If authorized, the EES processes the request and performs the required operations.

If the request in step 1 is for ACR initiation:

-
the EES may use information provided in the request to apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable), as described in 3GPP TS 23.501 [2], clause 5.6.7.1; and

-
if the EAS notification indication is provided in the step 1 request and the EAS has subscribed to receive such notification, the EES shall notify the EAS about the need to start ACR. Furthermore, if the request in step 1 includes an ACR expiration time, the EES includes it in the notification to EAS.
If the request in step 1 is for ACR determination, the EES decides to execute ACR as described in clause 8.8.2.5.

3.
The EES responds to the EEC's request with an ACR response message.

3rd Change

8.8.4.4
ACR request

Table 8.8.4.4-1 describes information elements for the ACR request sent from the EEC either to the S-EES or T-EES. 

Table 8.8.4.4-1: ACR request

	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	UE identifier
	M
	The identifier of the UE (i.e. GPSI).

	ACR action
	M
	Indicates the ACR action (ACR initiation or ACR determination)

	ACR initiation data (NOTE 2)
	O
	ACR initiation IEs to be included in an ACR request message when ACR action indicates it is ACR initiation request.

	> T-EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS.

	> DNAI of the T-EAS
	O
	DNAI information associated with the T-EAS.

	> N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to the T-EAS DNAI.

	> EAS notification indication
	M
	Indicates whether to notify the EAS about the need of ACR.

	> S-EAS endpoint (NOTE 1)
	O
	Endpoint information of the S-EAS

	ACR determination data (NOTE 2)
	O
	ACR determination IEs to be included in an ACR request message when ACR action indicates it is ACR determination request.

	> S-EAS endpoint
	M
	Endpoint information of the S-EAS

	> ACR expiration time
	O
	The time by which the AC is to connect to the T-EAS. (NOTE 3)

	NOTE 1:
This IE shall be present if the EAS notification indication indicates that the EAS needs to be informed.

NOTE 2:
Either ACR initiation or ACR determination shall be included corresponding to the ACR action.
NOTE 3: 
This IE may be provided when the ACR is decided and executed for service continuity planning for a predicted/expected UE location.
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