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1. Introduction
This contribution proposes a solution to KI#4 for spatial mapping, and addresses the following open issues:
1) How to produce or modify a spatial map by the consumer (e.g. UE, VAL server)?
2) How to expose a spatial map to authorized third parties?
2. Reason for Change
This paper provides a solution that complements the spatial mapping service offered by a MNO by enabling a 3rd party to offer a spatial mapping service for spatial locations where the MNO cannot.
TR 23.700-21 solution #8 proposes a solution for managing spatial maps within the mobile metaverse application enablement service of a MNO by providing functionalities for managing (i.e. produce, update, get, subscribe) spatial maps.
This paper proposes a complementary solution when the spatial maps are managed outside of the mobile metaverse application enablement service of the MNO. This enables a spatial map owner to provide spatial computing services (e.g. spatial mapping and spatial localization services) at the VAL layer as a complement to the MNO spatial maps. For example, a factory owner, a mall owner, or a private property owner can offer (e.g., expose) the spatial mapping capability through the MNO service.
In this scenario, the spatial mapping service offered by the MNO enables the discovery of spatial computing services for spatial locations where the MNO does not or cannot.
This solution proposes spatial computing service exposure and discovery procedures to allow authorized consumers to discover and use spatial computing services based on consumer application requirements and capabilitites.
3. Conclusions
NA
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-21 v1.0.0.




* * * First Change * * * *
[bookmark: _Toc167796042][bookmark: _Toc164594161][bookmark: _Toc164595370]7.0	Mapping of solutions to key issues
Table 7.0-1: Mapping of solutions to key issues
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* * * Next Change * * * *
[bookmark: _Toc160736028]7.x	Solution #x: Spatial computing service exposure and discovery
[bookmark: _Toc160736029]7.x.1	Solution description
[bookmark: _Toc160736030]7.x.1.1	General
This solution is for KI#4 and addresses the open issue of how to produce, modify and expose a spatial map.
This solution is presented based on the Mobile Metaverse enablement layer architecture described in clause 6.1 (e.g., option #1); the solution is also applicable if introducing a new SEAL service reusing an existing SEAL service as described in clause 6.3 (e.g., option #3).
In this solution, the term spatial computing service refers to spatial mapping and/or spatial localization services.
In this solution, a VAL server may provide a spatial computing service; the VAL server may expose the spatial computing service via MNO APIs for the purposes of complementing the MNO spatial computing coverage when the MNO does not or cannot produce or maintain a spatial map for a location. For example, a company may provide and maintain spatial maps for their factory and may expose a spatial computing service to users within the factory via the MNO APIs. A user within the factory may discover and use the spatial mapping service for the factory via the MNO APIs.
In this solution, the mobile metaverse service provides capabilities for exposing a spatial computing service and for discovering spatial computing services. Spatial computing services may be discovered based on consumer application requirements and capabilitites, consumer UE capabilities, and computing service requirements and capabilities.
[bookmark: _Toc160736031]7.x.1.2	Exposing a spatial computing service
This procedure allows an authorized VAL server to expose a spatial computing service to authorized consumers.

 
Figure 7.x.1.2-1: Exposing a spatial computing service
1.	A VAL server providing a spatial computing service sends a spatial computing service exposure request to the MMES. The request includes a VAL server identifier, spatial computing service identifier, spatial computing service type, spatial computing service address (e.g., FQDN, URI, IP, endpoint), spatial computing capabilities (e.g., spatial mapping and/or spatial localization capabilities), and spatial map information (e.g., identifier, owner, format, coverage area, accuracy, status, civic address, latest update time, etc.).
2.	Upon receiving the request, the MMES authorizes the exposure request and stores the spatial computing service information.
3.	The MMES sends a spatial computing service exposure response to the spatial computing service indicating success or failure to expose the spatial computing service. In the failure case, a reason may be provided.
7.x.1.3	Discovering a spatial computing service
[bookmark: _Hlk166452026]This procedure allows a consumer application on a UE to discover a spatial computing service according to provided requirements.
Pre-conditions:
1)	A spatial computing service is exposed via the MMES.

 
Figure 7.x.1.3-1: Discovering a spatial computing service
1.	A VAL client requires spatial computing services for a specific location.
2.	The VAL client sends a spatial computing service discovery request to the MMEC to discover available spatial computing services. The request includes discovery filters based on the VAL client requirements (e.g., spatial computing service identifier, location information, etc.).
3.	The MMEC sends a spatial computing service discovery request to the MMES. The request may include information received from the VAL client and additional UE information (e.g., UE identifier, UE location, UE pose, etc.).
4.	Upon receiving the request, the MMES authorizes the discovery request and if the request is authorized determines a spatial computing service based on the information provided in the request (e.g., discovery filters, identifiers, etc.).
NOTE:	The MMES considers the spatial computing service offered by the MNO and the spatial computing service(s) exposed via the MNO to determine a spatial computing service that meets the UE requirements.
The MMES may also obtain location information from the 5GC about the UE by invoking the 3GPP Core Network Location Services exposed by the NEF as described in TS 23.273 [7] and TS 23.502 [9], or by invoking the SEAL Location Management APIs as described in TS 23.434 [8].
5. 	The MMES sends a spatial computing service discovery response to the MMEC. The response may include one or more determined spatial computing service(s) with the associated information (i.e., address, identifier, capabilities, and other information provided at spatial computing services exposure).
6.	The MMEC sends a spatial computing service discovery response to the VAL client and includes information received from the MMES.
7.	The MMEC may interact with NEF (e.g., using the NEF procedures for the AFsessionWithQoS described in clause 5.2.6.9 of 3GPP TS 23.502 [9]) to set QoS for the discovered spatial computing service data flows.
8.	The VAL client on the UE may initiate service session(s) with the discovered spatial computing service(s).
7.x.1.4	Service exposure via CAPIF
The mobile metaverse services can support exposing the spatial computing service offered by the VAL server via CAPIF as specified in 3GPP TS 23.222 [14] by deploying CAPIF core function within the MMES to support publish and discovery of the VAL server service APIs.
NOTE:	The MMES supporting the exposure of the spatial computing service offered by the VAL server using CAPIF is not explicitly depicted in clause 7.x.1.2.
[bookmark: _Toc160736032]7.x.2	Architecture Impacts
Option #1 in clause 6.1 and option #3 in clause 6.3 can be used to realize this solution.
[bookmark: _Toc160736033]7.x.3	Corresponding APIs
[bookmark: _Toc167796069]7.x.3.1	Overview
This clause provides a summary of the corresponding APIs for solution #x.
-	Spatial computing service exposure API (request / response model; API provider: MMES; known consumers: VAL server; corresponding to step 1 and 3 of clause 7.x.1.2).
-	Spatial computing discovery API (request / response model; API provider: MMEC; known consumer: VAL client; corresponding to step 2 and 6 of clause 7.x.1.3).
[bookmark: _Hlk166244626]-	Spatial computing discovery API (request / response model; API provider: MMES; known consumer: MMEC; corresponding to step 3 and 5 of clause 7.x.1.3).
NOTE:	The spatial computing discovery API provided by the MMEC and MMES may be enhanced with the subscribe / notify model in the normative phase.
[bookmark: _Toc167796070]7.x.3.2	Information flows
Table 7.x.3.2-1 shows the request sent by a VAL server to a MMES for exposing a spatial computing service.
Table 7.x.3.2-1: Spatial computing service exposure request
	Information element
	Status
	Description

	Requestor identity
	M
	The identity of the requestor (e.g., VAL server)

	Requestor security credentials
	M
	The security credentials of the requestor.

	Spatial Computing Service list
	M
	The list of Spatial Computing Services (SCS) to be exposed. Each element includes the information described below.

	> SCS Identifier
	M
	The identifier of a spatial computing service

	> SCS Type
	O
	The type of spatial computing service

	> SCS address
	M
	The address to access the spatial computing service  (e.g., FQDN, URI, IP, endpoint)

	> SCS capabilities
	O
	The capabilities offered by a spatial computing service (e.g., spatial mapping, spatial localization capabilities, or both)

	> SCS Spatial Map list
	M
	The list of Spatial Maps (SM) available at the spatial computing service. Each element includes the information described below.

	>> SM identifier
	M
	The identifier of a spatial map.

	>> SM area coverage
	M
	The spatial area coverage of a spatial map.

	>> SM location
	O
	The location of a spatial map (e.g., civic address, etc.).

	>> SM format
	O
	The format of a spatial map.

	>> SM accuracy
	O
	The accuracy of a spatial map.

	>> SM status
	O
	The status of a spatial map.

	>> SM update time
	O
	The time when the spatial map was last updated. 

	>> SM update frequency
	O
	The frequency at which a spatial map is updated.



Table 7.x.3.2-2 shows the response sent by a MMES to a VAL server when exposing a spatial computing service.
Table 7.x.3.2-2: Spatial computing service exposure response
	Information element
	Status
	Description

	Status
	M
	The status for the request (e.g., success or fail), including failure reason if needed.

	Failure cause
	O
	Indicates reason for the failure



Table 7.x.3.2-3 shows the request sent by a MMEC to a MMES for discovering a spatial computing service.
Table 7.x.3.2-3: Spatial computing service discovery request
	Information element
	Status
	Description

	Requestor identity
	M
	The identity of the requestor (e.g., MMEC, UE, VAL client)

	Requestor security credentials
	M
	The security credentials of the requestor.

	Spatial computing service discovery filters
	M
	Set of characteristics to determine spatial computing service(s). The discovery filters are aligned with the information described in “list of Spatial Computing Services” described in table 7.x.3.2-1.



Table 7.x.3.2-4 shows the response sent by a MMES to a MMEC when discovering a spatial computing service.
Table 7.x.3.2-4: Spatial computing service discovery response
	Information element
	Status
	Description

	Status
	M
	The status for the request (e.g., success or fail), including failure reason if needed.

	Spatial computing services list
	O
	The list of spatial computing services determined based on the discovery filters. Each element includes information as described in “list of Spatial Computing Services” described in table 7.x.3.2-1.

	Failure cause
	O
	Indicates reason for the failure



[bookmark: _Toc160736034]7.x.4	Solution evaluation
This solution is for KI#4 and addresses the open issue of how to produce, modify and expose a spatial map. 
This solution can be realized according to architectures described in clause 6.1 or clause 6.3.
This solution proposes that the mobile metaverse service provides capabilities for exposing a spatial computing service provided by a VAL server for complementing the MNO spatial coverage and proposes that the mobile metaverse service provides capabilities for discovering spatial computing services offered by the MNO and/or VAL server(s) according to a consumer application requirements.
* * * End of Changes * * * *
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