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1. Introduction
Requirements captured in the Release 19 TRs aim to provide logical links at multiple levels: between the service-level stage 1 requirements already captured by SA1, the usecases discussed in SA1 and SA6, the key issues and the solutions detailed in the TR. 
Avatar and asset management requirments are needed in Tr 23.700-21 for this purpose.
2. Reason for Change
The following (in blue) are avatar and asset management service requirements from TS 22.156. This contribution provides TR requirements aiming to clarify the basis on which the SA6 work is to be completed.
 In addition to the TS 22.156 text, the proposals in this contribution are based upon discussions on the LS thread including S6-242016, S6-242243, S6-242734.
[R-5.2.3-001] Subject to operator policy, regulatory requirements, and user consent, the 5G system shall be able to provide functionality to store digital assets associated with a user, and to remove such digital assets associated with a user.
[R-5.2.3-002] Subject to operator policy, regulatory requirements, and user consent, the 5G system shall provide a means to allow a user to securely access and update their digital assets.
[R-5.2.3-003] Subject to operator policy and user consent, the 5G system shall be able to allow an authorized third party to retrieve the digital asset(s) associated with a user, e.g., when the user accesses a specific application.
NOTE 1: 	When a user accesses an immersive mobile metaverse service, the authorized third party (service provider) could obtain relevant digital assets of a user associated with that service.
[R-5.2.3-004] The 5G system (including IMS) shall support at least one common avatar format to enable interoperability with multiple immersive mobile metaverse services.
[R-5.2.3-005] The 5G system shall be able to associate a stored digital asset with one or more User Identities.
[R-5.2.3-006] Subject to operator policy, regulatory requirements and user consent, the 5G system shall support a mechanism for users to define conditions (e.g., based on user location information) to restrict the access to, and management of, stored digital assets associated with User Identity.
[R-5.2.3-007] The 5G system shall support mechanisms to request specific formats of stored digital assets associated with a user by an authorized mobile metaverse service.
NOTE 2: 	The main use case considered during development of this requirement was that stored digital assets such as avatar representation can be provided at different levels of graphical accuracy.

[R-7.2.3-001] Subject to operator policy, regulatory requirements, and user consent, the 5G system shall be able to authorize the avatar to be used in mobile metaverse services. 
[R-7.2.3-002] Subject to operator policy, regulatory requirements, and user consent, the 5G system shall provide time-bound authorization for specified subscribers to use an avatar in mobile metaverse services. 
[R-7.2.3-003] Subject to operator policy, regulatory requirements, and user consent, the 5G system shall be able to identify the subscriber who has the right to use an avatar in mobile metaverse services.
[R-7.2.3-004] Subject to operator policy, regulatory requirements and user consent, the 5G system shall provide a means to temporarily authorize a third party to use a subscriber's digital representation and access specific multimedia communication services on behalf of the subscriber, including not by means of a UE, with restrictive conditions e.g., authorized list of parties.
[R-7.2.4-001] Subject to operator policy, regulatory requirements and user consent, the 5G system shall provide secure means to authorize the use of digital assets associated with a user (e.g., digital assets belonging to a third- party customer). 
[R-7.2.4-002] The 5G system shall provide mechanisms to certify the authenticity of digital assets associated with a user.

3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-21
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[AR-5.x-1] Subject to operator policy, regulatory requirements and user consent, the metaverse enablement service shall provide digital asset management mechanisms as follows:
a. to create, update, get/discover digital assets securely.
b. to manage associations between digital assets and user or subscriber identifiers.
c. to allow an authorized third party to retrieve or manage digital asset(s) associated with a user.
d. to differentiate and manage multiple types of digital assets, e.g. avatars, tokens, licenses.
e. to manage sets of digital assets jointly as digital wallets.
[AR-5.x-2]	The metaverse enablement service shall provide mechanisms to create, update, get/discover avatars as digital assets.
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