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1. Introduction
An Editor’s Note in clause 4.3 is linked to SA2 user identification work. This contribution proposes changing that EN based on the latest SA2 specifications
2. Reason for Change
The following (in italics) are excerpts from the conclusion sections of TR 23.700-32:
8.1	Key Issue #1: Identifying the Human User of a Subscription
The following bullets are the interim conclusion principles for KI#1:
Editor’s note: 	The above conclusion principles are only tentatively agreed.
· The User Identifier format is NAI.
· The User Identity Profile may contain:
· one or more User Identifiers;
· a list of linked subscriptions.

Key Issue #3: Exposure of User Identity Profile Information
The following conclusion principles are agreed for key issue #3:
· User consent aspects about any potential exposure of user identity information (including verification result) should be checked by SA WG3.
· User identifier verification result can be exposed by a NEF API to an authorized AF.
· This is to enable a service, where a 3rd party AF can trust a user accessing its services using the User Identifier based on the verification result (i.e. success or failure) obtained from MNO.
NOTE:	How an AF is authorized to receive information about user identity will be addressed by SA WG3.
Editor's note:	The above conclusion principles are only tentatively agreed.
Editor's note:	Exposure of other content of user identity profile will be justified with relevant use cases or service requirements once the contents of user identity profile is finalised.
3. Proposal
For this release, it is proposed to re-use the SA2 concept of user identity profile in SA6, with the SA6 metavese enablers acting as authorized AFs. In turn, the user identity profile provides the link to 3GPP subscriptions, as indicated in the latest SA2 work conclusions (albeit not final). Linking avatar profiles to 3GPP-defined user profiles can then enable linking to 3GPP subscriptions. Linking avatar profiles to non-3GPP (e.g. application-specific) user information, including subscriptions, is to be further addressed in the SA6 work.
It is proposed to agree the following changes to 3GPP TR 23.700-21


* * * First Change * * * *
[bookmark: _Toc164594113][bookmark: _Toc167795989][bookmark: _Toc164594114][bookmark: _Toc167795990]4.3 	Key issue #3: Avatar and digital asset support
4.3.1	Description
In addition to new 5GS performance requirements, support for Metaverse services have introduced new use cases and requirements related to optimal support for multi-user, highly performant applications. These use cases led to new CN functionality supporting richer digital representations of physical entities (e.g. user profiles in SA2, XR scene in SA4)  
As defined in 3GPP TS 22.156 [2], avatars are digital representations of users interacting with the metaverse and with other users. The application enabler layer can enable creation, discovery, and management of avatar profiles for users to offload applications and enable Core Network functionality across services and verticals. The application layer can enable such functionality in a similar manner for avatars as well as for other digital assets. 
Considering different application-level profiles of the user, some digital assets can be access/used together. The application enabler layer can support managing such multiple digital assets together.
NOTE 1: The work in SA6 focuses on providing enablement service to application specific Avatar profile and if available, can leverage the work done in SA2 (i.e. user profiles) and SA4.

Editor's Note: How application specific Avatar profile can be linked to user subscription is FFS and depends on SA2 work.
Therefore, solutions addressing this key issue may also leverage work from SA2 and SA4 on user profiles and digital assets. 
The following use cases can be considered for study of value-added features:
-	A user provides configuration (or preferences) indicating which metaverse application services can access the avatar information when the user performs transition between metaverse services, to make sure that consistency and continuity of their digital representation is maintained.
-	SA6 can maintain a list of applications allowed to use the avatar (similar to allowed MNO list for federation in EDGEAPP)
-    SA6 can maintain the associations between Avatar profile and user profiles, including (SA2-defined) user profiles including 3GPP subscription information, and non-3GPP or application-level user information.
-	A User creates multiple avatars and indicates his/her preferences such as: use of specific avatars based on location,  use of audio-only service only when experiencing low bandwidth.
-	SA6 can maintain user’s choices and: provide avatar information to different application servers based on the location of the user, reject requests for avatar-based communication in poor network conditions, etc.
-	A user creates over time multiple digital assets. In addition to configuring individual parameters and preferences for each asset or asset type separately, he/she also provides configuration/ preferences for managing the digital assets to be accessed together for specific applications, which requires identifying common information and/or metadata for multiple digital assets.


* * * End Changes * * * *

