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1. Introduction
This paper is proposed to clarify the terminology on spatial anchor used in spatial anchor create phase and spatial anchor discovery phase.
2. Reason for Change
For the spatial anchor create procedure, the enabler server can store the spatial anchor information (an association between location and service access information), and create or udpate the spatial anchor map (the spatial anchor list within the service area or within the spatial map).
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-21 v1.0.0.


* * * First Change * * * *
[bookmark: _Toc167795979][bookmark: _Toc164594103]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Avatar profile: It is avatar specific configuration and parameters (e.g. allowed locations) applicable to one or more application(s). The avatar profile may be associated with one or more VAL user(s).
Application-Digital Asset Container Management: An entity that securely manages the application related digital assets (e.g. avatars).
Digital Asset Identifier: In the context of this TR, digital asset identifier is used to uniquely identify a digital asset across different mobile metaverse services. 
Processed sensor data: data for the Spatial mapping service to estimate the number of objects, type of the object, position, direction and speed of the object, etc.
Spatial map information: information to be included and managed for a Spatial map.
Spatial anchor map:  the spatial anchor list within the service area or within the spatial map.
For the purposes of the present document, the following terms given in 3GPP TS 22.156 [2] apply:
Avatar
Digital asset
Digital wallet
Spatial anchor
* * * Next Change * * * *
[bookmark: _Toc167796057][bookmark: _Toc164594173]7.2.3.1	Creating spatial anchor
Consider a supermarket example, where a user with a headset discovers  multiple spatial anchor(s). Some spatial anchor providers can mark their spatial anchors visibility level as discoverable for all users during creation process. During the discovery process, the user also discovers spatial anchors provided by different spatial anchor metaverse providers (e.g. spatial anchors like emergency exit SA, medical SA etc.) which are marked as universal.
Figure 7.2.3.1-1 depicts the procedure for creating association of spatial anchor with location for metaverse applications. The service is provided by SEAL LM server and consumed by VAL server or SEAL LM client. 


Figure 7.2.3.1-1: Create spatial anchor
1)	The VAL server (or SEAL LM client) sends a request message to the SEAL LM server to create association of the spatial anchor with the location. The request includes VAL server identity, position of the anchor and application service identifier, security credentials, spatial anchor service area. The request may include service information of the product to associate it with the spatial anchor, access control rules defining which entities are permitted to discover and access the spatial anchor, and customer premise information (e.g. a residence, office or shop). The request also includes spatial anchor discoverable visibility levels like universal to facilitate shared spatial anchor discovery. The universal discoverable visibility level defines the spatial anchor is discoverable for any user.
Editor's Note: Terminologies will be reconsidered and the further usage of visibility level is FFS.
2)	The SEAL LM server authorizes VAL server (or SEAL LM client). If the requestor is authorized, then the SEAL LM server creates the association between spatial anchor and the location, and stores the information as received in the request message. The server creates identity for the spatial anchor and create/update the spatial achor map. The SEAL LM server sends the response back to the VAL server (or SEAL LM client) including identity for the spatial anchor for a successful case.
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