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1. Introduction
[bookmark: _GoBack]This pCR proposes to resolve EN for solution #5.
2. Reason for Change
EN related to alignment with SA2 defined base avatar is removed and added a NOTE indicating that such alignment will be considered in normative work.
Further, in SA6#61 meeting, SA6 discussed different terms related to metaverse and digital avatar. It was captured in LS reply in S6-242734 as follows. 
“Further, SA6 assumes that - User identity, Digital identity (of a user) and digital identifier (of a digital asset) are different terms per metaverse service provider. 
· User’s identity identifies user. 
· Digital identifier (of the digital asset) uniquely identifies the digital asset of the user. Each digital asset will have a digital identifier to uniquely identify the asset. For example, an Avatar is one of the digital assets associated with the user. So, digital asset identifier is the Avatar ID for an Avatar.
· In some case, an asset can be only associated with a user (e.g. passport of a user) as a digital identity and such asset will have digital asset identifier.
· Each digital asset will be owned by a single user (1:1)”
Based on this discussion, it is requried to remove EN related to inclusion of user identity in avatar profile.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-21 (v1.0.0).


* * * First Change * * * *
[bookmark: _Toc164594193][bookmark: _Toc167796079]7.5.3	Procedures
[bookmark: _Toc164594194][bookmark: _Toc167796080]7.5.3.1	Create application specific avatar profile
The procedure for creating avatar profile is illustrated in figure 7.5.3.1-1. The configuration management server exposes the API for the consumer to create the avatar profile(s). The application specific avatar profile(s) may be created based on user’s request via configuration management client or based on request from the VAL server. 
The application specific avatar profile(s) may be create for a single user or it can be used by multiple users. For application specific avatar profile(s) which can be used by multiple users, the users can use the avatar at a same time simultaneously or one at a time depending on the application requirement. The configuration management server stores the avatar and its related properties and configuration.
In this study, User identity, Digital identity (of a user) and digital identifier (of a digital asset) are different terms per metaverse service provider. 
a)	User’s identity identifies user. 
b)	Digital identifier (of the digital asset) uniquely identifies the digital asset of the user. Each digital asset will have a digital identifier to uniquely identify the asset. For example, an Avatar is one of the digital assets associated with the user. So, digital asset identifier is the Avatar ID for an Avatar.
-	In some case, an asset can be only associated with a user (e.g. passport of a user) as a digital identity and such asset will have digital asset identifier.
Pre-conditions:
-	The VAL UE has the secure access to the configuration management server.


Figure 7.5.3.1-1: Creating application specific avatar profile
1.	The configuration management client sends a create avatar profile request to the configuration management server for creating avatar profile. The request includes required security credentials and other parameters to create avatar profile. The security credentials includes security token. The request may include allowed user list, current status (in use or not), current position, allowed application list, allowed locations, associated digital wallets, associated digital accessories, one or more predictive model, creation time, expiry time till when the avatar profile is valid, history information like at which locations avatar is used, which applications used the avatar profile, time of the use, etc.
Table 7.5.3.1-1: Create avatar profile request
	Information element
	Status
	Description

	Requestor Id
	M
	Identify of the requestor (VAL UE or VAL server).

	Security parameters
	M
	Security parameters for authentication and authorization.

	Application specific avatar profile
	M
	Application specific avatar profile

	> user ID
	M
	Identity of the user for which the profile is created

	> allowed user list
	O
	List of users allowed to use this avatar

	> current status
	O
	Current status (in use or not) of the profile

	> allowed locations
	O
	List of locations where this avatar profile is allowed to use

	>> current location
	O
	Current location where the profile is being used

	> allowed application list
	O
	List of application IDs which are allowed to use this avatar profile

	> associated accessories
	O
	List of accessories (e.g. Hat, watch, shoes) which are purchased for this avatar profile

	> list of predictive models (NOTE 1)
	O
	List of one or more predictive model for the user, in order to predict user’s behaviour.

	> expiry time
	O
	Time till when this avatar profile is valid

	> History information
	O
	Usage history for this avatar profile

	>> list of locations
	O
	List of locations where the avatar profile is used.

	>> time of use
	O
	Time information when the avatar profile is used

	>> list of applications
	O
	List of the application IDs which used this avatar profile.

	NOTE 1:	This IE is only applicable if the avatar profile is not shared.



NOTE 1:	Alignment of the application specific avatar profile and SA2 defined base avatar information will be considered during normative work.
Editor's Note: Associating the application specific avatar profile with SA2 defined avatar information is FFS.
Editor's Note: It is FFS whether the user ID IE is to be included as part of the Avatar Profile or is a separate digital asset associated with the avatar.
2.	The configuration management server authenticate and authorizes the user. If user is allowed to perform the operation then the configuration management server creates the resource to store the avatar profile. The configuration management server stores the profile as received in the request.
3.	The configuration management server sends create avatar profile response to the configuration management client. In case of success, the response also includes the identity of the avatar profile.
* * * End of Change * * * *
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