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1. Introduction
This pCR clears the specification by removed template clauses, adjusting bullet numbers as per drafting rules and removing EN related to deployment models.
2. Reason for Change
It is required to remove template clauses which were added as guidance to create KI or solution. Also, some of the clauses starts with bullet 0, it is required to start with bullet number 1 – as per the drafting rules. EN related to deployment model is also removed.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-21 (v1.0.0).


* * * First Change * * * *
[bookmark: _Toc167796010]4.x	Key issue #x: <Title>
[bookmark: _Toc164594132][bookmark: _Toc167796011]4.x.1	Description
Editor's Note:	This clause will describe the key issue.
[bookmark: _Toc164594133][bookmark: _Toc167796012]4.x.2	Open issues
Editor's Note:	This clause will provide the list of open issue(s).

* * * Next Change * * * *
[bookmark: _Toc167796037]6.x	Option #x: <title>
[bookmark: _Toc14352758][bookmark: _Toc19026785][bookmark: _Toc19034186][bookmark: _Toc19036376][bookmark: _Toc19037374][bookmark: _Toc25612632][bookmark: _Toc25613335][bookmark: _Toc25613599][bookmark: _Toc27647556][bookmark: _Toc164594157][bookmark: _Toc167796038]6.x.1	Application enablement architecture
Editor's Note:	This clause will illustrate the high level architecture and possible architecture enhancements for supporting metaverse services.
[bookmark: _Toc164594158][bookmark: _Toc167796039]6.x.2	Functional Elements
Editor's Note:	The functional elements corresponding to the architecture will be presented in this clause.
[bookmark: _Toc164594159][bookmark: _Toc167796040]6.x.3	Reference Points
Editor's Note:	The reference points corresponding to the architecture will be presented in this clause.

* * * Next Change * * * *
[bookmark: _Toc164594165][bookmark: _Toc167796046]7.1.1.2	Procedure
Pre-conditions:
1)	Spatial anchors have been provisioned in the mobile metaverse enabler server
2)	A VAL client (e.g., an AR application) needs to display enriched localized content to a user




Figure 7.1.1.2-1: Spatial anchor discovery procedure
10.	A metaverse VAL client discover s spatial anchors. The VAL client performs spatial anchor discovery using the mobile metaverse enabler client (MMEC) of the UE. The VAL client provides spatial anchor discovery requirements to the MMEC to discover spatial anchors of interest. The discovery requirements include a VAL client identifier, a VAL client type, information on location(s) of interest, and information on service(s) of interest (e.g., service type, service provider identifier, time of day when service is requested, etc.) for the service associated with spatial anchors, and indication to enable persistent search.
NOTE 1: The requirements for spatial anchor discovery may be further defined in the normative phase.
21.	The MMEC sends a spatial anchor discovery request to the mobile metaverse enabler server (MMES). The request includes information elements defined in Table 7.1.3-1. 
32.	Upon receiving the request, the MMES validates if the requestor is authorized to discover spatial anchors. If the requestor is authorized, the MMES uses the information included the spatial anchor discovery request to determine spatial anchors to include in the discovery response.
If spatial anchor discovery filters are provided in the request, the MMES determines any spatial anchors matching the discovery filters. For each determined spatial anchor, the MMES checks whether the requestor is authorized to discover the spatial anchor based on the identity and location of the requestor and the access controls and service area characteristics of the spatial anchor. To determine a location of interest to the requestor, the MMES may use location information in the request, if available, or obtain location information by invoking the 3GPP Core Network Location Services exposed by the NEF as described in 3GPP TS 23.273 [7] and 3GPP TS 23.502 [9], or by invoking the SEAL Location Management APIs as described in 3GPP TS 23.434 [8]. Additionally, the MMES may obtain and consider data analytics, such as UE mobility prediction, during spatial anchor determination. The MMES may obtain data analytics by invoking NEF APIs as described in 3GPP TS 23.288 [10] and 3GPP TS 23.502 [9].
43.	The MMES sends a spatial anchor discovery response to the MMEC. If the MMES has successfully determined spatial anchors, the response may include a success indication, a list of the determined spatial anchors as defined in Table 7.1.3-2. If the MMES has not determined any spatial anchor, the response may include a failure indication and a cause of failure. The response also includes the recommended list of spatial anchors in the discovery response based on the discovery filter information and stored spatial anchor information. 
NOTE 2:	The logic to generate the recommended list of spatial anchor is out of scope and implementation-specific.
54.	Upon receiving the discovery response, if the response indicates success, the MMEC may store the received spatial anchor information in a spatial anchor cache. The MMEC evaluates the validity conditions of discovered spatial anchors. 
65.	The MMEC provides the valid spatial anchor information to the VAL client(s) based on VAL client requirement(s). Upon receiving valid spatial anchor information, the VAL client can access the service(s) associated with each spatial anchor.
NOTE 3:	This procedure may be adapted to allow a VAL server to discover spatial anchor(s).

* * * Next Change * * * *
7.6.1	Solution description
The following clauses specify procedures and information flows for Key Issue #3 for support of avatars, as a type of digital asset managed using Metaverse Digital Representation Block (MDRB).
MDRB is an information block containing one or more related digital assets, information about the associated users and about the associated metaverse services. MDRB also includes MMEL policies and parameters for the handling of the set of digital representations stored and managed together as part of MDRB.
NOTE 1:	How to choose or assign the digital assets to be managed together as part of an MDRB is not in scope of this solution.
NOTE 2:	In the normative phase, MDRB may be implemented as the information block used by A-DACM (solution #7) for management of digital assets, e.g. MDRB can be renamed as DAC, and MMES can implement A-DACM or have access to an external A-DACM.
Preconditions:
10.	Digital representations are available at the VAL application layer.



Figure 7.6.1.1: MDRB support request procedure
Procedural steps:
1.	The VAL server sends a request to the corresponding MMES to enable MDRB support for the metaverse application functionality related to the digital representation created. The message(s) include information about the digital representation(s) to be supported, e.g. avatar.
NOTE 1:	In the normative phase, the step 1 request can map to one or more requests, e.g. create /update /delete. 
[bookmark: _Hlk164375489]2.	The MMES determines applicable MMEL parameters for the handling of the digital representation. The MMEL support information and parameters are associated with MDRB.
NOTE 2:	The MDRB stores information necessary for accessing and management of the associated digital assets and their exposure to/from the VAL application layer. This information is provided by the VAL layer or is derived based on the VAL layer request and policies. 
	Based on the information received from the VAL layer and on local policies, the MMES optionally determines to send one or more requests to the underlying 3GPP Network to determine information available in the 3GPP network for the MDRB. 
NOTE 3:	The information available in the 3GPP network to be included as part of MDRB is to be determined in the normative phase and aligned with specifications from SA2, SA3 and SA4.
NOTE 4:	Depending on the architectural option chosen, this step relies on one of the following options: MMES can implement A-DACM or access an external A-DACM (e.g. as new or existing SEAL entity).. 
3.	The MMES generates response and sends the message to the VAL Server. 

* * * Next Change * * * *
7.10.1	Solution description
The following clauses specify procedures and information flows for Key Issue #3 and Key Issue #5 for QoS control for avatars as digital assets.
Preconditions:
10.	A digital asset (e.g. avatar representation) has been created (e.g. as element in MDRB) and MMEL policies have been associated.
NOTE 1:	This solution is described using terminology from clause 6.1 with the architecture option 1 and examples related to frameworks introduced by other solutions but can be adapted to other architectural options.


[bookmark: _GoBack]Figure 7.10.1-1: Overall Procedure
0.	A VAL server  and/or VAL client  triggers the creation of a digital asset synchronization session creation request to a MMESor MMEC to establish end-to-end connections for the coordinated exchange of digital asset information with required session information (e.g. QoS) between VAL client(s) and VAL server(s) for the purpose of synchronization. The request contains information pertaining to the digital asset synchronization session requirements, e.g. VAL client and VAL server endpoint information and required QoS for each end-to-end connection of the digital asset synchronization session.
NOTE 2: Alternatively, the same VAL layer request targets the SEALDD layer, and the SEALDD layer resolves the digital asset synchronization session parameters by querying MMEL. In this alternative, digital asset synchronization session policies and information are assumed to be available to both SEALDD layer and MMEL and the flow continues with step 4.
1.	The MMEC and/or MMES determine applicable digital asset synchronization session policies. This is done, in addition to the information already available in the policies established at precondition, on the session requirements provided in step 1. 
2.	The MMES interacts with the SEALDD server to determine and configure additional communication requirements, e.g.  MMES sends SEALDD connection establishment requests to SEALDD server. 
3.	Based on interactions from the previous steps, the SEALDD layer creates or updates SEALDD flows to support the digital asset synchronization session based on the requirements provided.
4.	Once SEALDD flows have been established for the digital asset synchronization, MMECs and MMES begin exchanging application traffic (via the SEALDD flows) as required by the application for the purpose of digital asset synchronization.
5.	For each SEALDD flow configured with MMEL support, state information may be maintained by MMES and/or MMEC. The collected state and corresponding measurements performed are based on the configured policies or management requests.
6.	MMEL state and/or monitoring information may be used to enable notifications to be sent to the VAL layer and enable adaptive functionality in the VAL layer.
7.	When the digital asset synchronization session is no longer needed, the VAL client or server sends a request to MMEC or MMES to tear down the digital asset synchronization session and associated SEALDD flow.

* * * Next Change * * * *
[bookmark: _Toc167796127]7.x	Solution #x: <title>
[bookmark: _Toc464463366]Editor's Note:	Provide a suitable title for the solution.
[bookmark: _Toc475064960][bookmark: _Toc478400631][bookmark: _Toc7485786][bookmark: _Toc78314760][bookmark: _Toc164594220][bookmark: _Toc167796128]7.x.1	Solution description
Editor's Note:	This clause will describe the solution. Each solution should clearly describe which of the key issues it covers and how.
This solution maps to KI# a [and KI# b]. This solution …
[bookmark: _Toc164594221][bookmark: _Toc167796129]7.x.2	Architecture Impacts
Editor's Note:	This clause provides the architecture impacts (if any) of the solution.
[bookmark: _Toc164594222][bookmark: _Toc167796130]7.x.3	Corresponding APIs
Editor's Note:	This clause provides the corresponding APIs for supporting the solution.
[bookmark: _Toc532993748][bookmark: _Toc78314761][bookmark: _Toc164594223][bookmark: _Toc167796131]7.x.4	Solution evaluation
Editor's Note:	This clause provides an evaluation of the solution addressing KI#x. 

* * * Next Change * * * *
[bookmark: _Toc164594225][bookmark: _Toc167796133][bookmark: _Toc82472216][bookmark: _Toc82473761][bookmark: _Toc82473823]8.1	General
Editor's Note:	This clause will provide a general description of the deployment scenarios.
[bookmark: _Toc167796134][bookmark: _Toc164594226]This clause describes different deployment models to provide metaverse services to the end user.
8.2	Deployment model #12: Deployment of enabler for Metaverse Services as SEAL server(s)
Figure 8.2-1 illustrates deployment of the metaverse services as SEAL server(s) in a single PLMN operator domain and the VAL server(s) in the VAL service provider domain.


Figure 8.2.1-1: metaverse services as SEAL server(s)
The SEAL server(s) can be one or more SEAL services, providing enablement services to the metaverse application servers. The SEAL-S interface provides multiple service APIs towards Metaverse application server.
* * * End of Change * * * *
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