	
[bookmark: _GoBack]3GPP TSG-SA WG6 Meeting #62	S6a240062
E-meeting, 10th Jul-18st Jul 2024	


Source:	China Mobile
Title:	Pseudo-CR Enhance Architecture Option#2 to support permission control of digital assets
Spec:	3GPP TR 23.700-21
Agenda item:	8.4
Document for:	Approval
Contact:	Jingwen Liu (liujingwen@chinamobile.com), Yue Liu (liuyueyjy@chinamobile.com)

1. Introduction
This contribution proposes a enhancement of architecture option#2.
[bookmark: OLE_LINK1]CAPIF specified in 3GPP TS 23.222[23222] provides Resource owner-aware Northbound API Access(RNAA) to control access to the owner’s resource. The Enhancement of RNAA is also studying by SA6 in Rel-19 FS_CAPIF_Ph3. Currently CAPIF focuses on the management of service API and cannot fulfill the requirements permission control of digital asset. So this contribution proposes an enhanced architecture to support permission control of digital asset.
2. Reason for Change
In order to solve KI#9, a functionality added in the architecture is called Digital Asset Permission Management(DAPM) function which exposes the APIs to the Vertical Application Layer.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-21 v0.4.1.


* * * First Change * * * *
[bookmark: _Toc160735986][bookmark: _Toc148430533]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Digital Asset Permission Management: An entity that provides authorization service for consumers or vertical applications to operate digital assets, manages the permissions, and controls the operation of the digital assets.

[bookmark: _Toc160735987]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc160735988][bookmark: OLE_LINK5]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

DAPM	Digital Asset Permission Management




* * * Next Change * * * *
[bookmark: _Toc167796027][bookmark: _Toc164594148][bookmark: _Toc160736022]6.2	Option #2: A-DACM aArchitecture to support Metaverse services
[bookmark: _Toc164594149][bookmark: _Toc167796028]6.2.1	Application enablement architecture
Figure 6.2.1-1 illustrates the A-DACMa possible architecture to support Metaverse services.



Figure 6.2.1-1: A-DACM architecture to support Metaverse services
Figure 6.2.1-1: Architecture to support Metaverse services
The SEAL architecture includes a A-DACM function  which supports the VAL layer. The A-DACM function interacts with the VAL server(s) over the SEAL-S reference point. The A-DACM function may utilize the 5GC services over N33 reference point. 
DAPM function provides functionality to the VAL server(s) over the PM-V reference point. DAMP function communicates with A-DACM function over CM-PM reference point. The DAPM function communicate with the DAPM client over the PM-C reference point.
Editor's Note1: How VAL client(s) access the services of A-DACM function is FFS.
Editor's Note2: Whether DAPM is a SEAL functionality is FFS.
Figure 6.2.1-2 illustrates the service-based SEAL architecture to support Metaverse services.


Figure 6.2.1-2: Service-based SEAL architecture to support Metaverse services
The A-DACM function exposes the APIs over the Sdacm interface to the VAL layer. The VAL functions (VAL servers) consume the services by interacting on the Sdacm interface of the A-DACM function. The CAPIF can be used by VAL functions to discover the services of the A-DACM function.
NOTE:	The A-DACM function can be realized as a new SEAL service or part of existing SEAL service.
[bookmark: _Toc164594150][bookmark: _Toc167796029]6.2.2	Functional Elements
[bookmark: _Toc167796030][bookmark: _Toc164594151]6.2.2.1	A-DACM function
The A-DACM function expose the services/APIs to the VAL layer services over Sdacm interface for the following avatar management capabilities:
-	Avatar profile creation;
-	Avatar upload;
-	Avatar linking to user/subscriber;
-	Avatar download;
-	Avatar update/modification;
-	Avatar delete;
6.2.2.2	DAPM function
The DAPM function provides the services to VAL layer for the permission management of mutiple operation rights of digital assets. The main capabilities as following:
-	Create, update, record, check,  delete the operation permission information of digital asset, the information includes digital assets identity, authorized operation, time limit;
-	Authorize mutiple operation rights of digital asset to user, the operation includes access, update/modification, delete etc;
-	Digital asset owner information storage and inquire the owner for authorization;
-	Permissions validation;
6.2.2.3	DAPM client
DAPM Client provides client service of digital asset permission management.
6.2.3	Reference Points
[bookmark: _Toc167796032][bookmark: _Toc164594153]6.2.3.1	SEAL-S
This reference point supports the interactions between VAL server(s) and A-DACM function. The VAL server consumes the avatar management services supported by the A-DACM function as specified in clause 6.2.2.1.
6.2.3.2	PM-V
PM-V reference point enables interactions between VAL server(s) and DAPM function. The VAL server consumes the services supported by the DAPM function as specified in clause 6.2.2.1.
6.2.3.3	CM-PM
CM-PM  reference point enables interactions between DAPM function and A-DACM function. 
6.2.3.4	PM-C
PM-C reference point enables interactions between DAPM function and DAPM client. 

[bookmark: _Toc167796033][bookmark: _Toc164594154]6.2.4	Service-based interface
[bookmark: _Toc164594155][bookmark: _Toc167796034]6.2.4.1	Sdacm
This interface supports the interactions between VAL function (VAL servers) and A-DACM function. The VAL function consumes the avatar management services supported by the A-DACM function as specified in clause 6.2.2.1.

* * * End of Change * * * *


oleObject3.bin
�

VAL Function
(VAL servers)


A-DACM Function
(SEAL)


Sdacm


Other SEAL servers



image3.emf
VAL Function

(VAL servers)

A-DACM Function

(SEAL)

Sdacm

Other SEAL 

servers


oleObject1.bin
�

SEAL


VAL


DAPM function


VAL server(s)


PM-V


A-DACM function


DAPM client


PM-C


CM-PM


SEAL-S


5GC


N33


VAL client(s)



image1.emf
SEAL

VAL

DAPM function

VAL server(s)

PM-V

A-DACM function

DAPM client

PM-C

CM-PM

SEAL-S

5GC

N33

VAL client(s)


oleObject2.bin
�

SEAL


VAL


VAL client(s)


A-DACM function
(SEAL)


VAL server(s)


SEAL-S


5GC


N33



image2.emf
SEAL

VAL

VAL client(s)

A-DACM function

(SEAL)

VAL server(s)

SEAL-S

5GC

N33


