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1. Introduction
This pCR is proposed to introduce a new solution to the key issue: API discovery and API address resolving
2. Reason for Change
This pCR is proposed to modify the existing service API discovery to make it fit the service API search before the application is programmed.
It also introduce a new procedure which the CCF provides a new CCF API – obtain the apiRoot, so the Application acting as the API invoker, firstly invokes this CCF API to obtain the apiRoot to get the full URL of the service API.
3. Conclusions
4. Proposal
It is proposed to agree the following changes to 3GPP TR  23.700-22 0.3.0.

[bookmark: _Toc168041401]6.1	Mapping of solutions to key issues
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* * * Next Change * * * *
[bookmark: _Toc24736][bookmark: _Toc18900][bookmark: _Toc146875942][bookmark: _Toc168041397]6.x	Solution #X: Split of the API discovery
[bookmark: _Toc168041398]6.x.1	Description
The solution is to address the key issue #x - Split of the API discovery.
The enhancements to the existing service API discovery in TS 23.222, the Query information IE in the service API discover request should be updated that UE IP addres, interfaces are not applicable and should be removed. In the service API discover response, the interface details (e.g. IP address, port number, URI) is not applicable and should be removed. 
The detailed modifications to the 8.7	Discover service APIs is shown as below (marked as bold style)
[bookmark: _Toc162277677]8.7.2	Information flows
[bookmark: _Toc162277678][bookmark: _Toc477419270][bookmark: _Toc460616850][bookmark: _Toc460615989]8.7.2.1	Service API discover request
Table 8.7.2.1-1 describes the information flow service API discover request from the API invoker to the CAPIF core function.
Table 8.7.2.1-1: Service API discover request
	Information element
	Status
	Description

	API invoker identity information
	M
	Identity information of the API invoker discovering service APIs 

	Query information
	M
	Criteria for discovering matching service APIs (e.g. service API type, Serving Area Information (optional), preferred AEF location (optional), required API provider name (optional), UE IP address (optional), interfaces, protocols, Service KPIs (optional), and Network Slice Info (optional)).
(see NOTE)

	NOTE:	It should be possible to discover all the service APIs.



[bookmark: _Toc162277679]8.7.2.2	Service API discover response
Table 8.7.2.2-1 describes the information flow service API discover response from the CAPIF core function to the API invoker.
Table 8.7.2.2-1: Service API discover response
	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of the discovery of the service API information

	Service API information
(see NOTE 2)
	O 
(see NOTE 1)
	List of service APIs corresponding to the request, including API description such as service API name, service API type, Serving Area Information (optional), interface details (e.g. IP address, port number, URI), default apiRoot, protocols, version, data format, Service KPIs (optional), and Network Slice Info (optional), API usage instructions.

	CAPIF core function identity information
	O
(see NOTE 1)
	Indicates the CAPIF core function serving the service API category provided in the query criteria

	NOTE 1:	The service API information or the CAPIF core function identity information or both shall be present if the Result information element indicates that the service API discover operation is successful. Otherwise both shall not be present. 
NOTE 2:	If topology hiding is enabled for the service API, the interface details shall be the interface details of AEF acting as service communication entry point for the service API.



[bookmark: _Toc162277680]8.7.3	Procedure
Figure 8.7.3-1 illustrates the procedure of discovering service APIs.
The service API discovery mechanism is supported by the CAPIF core function.
Pre-conditions:
1.	The API invoker is onboarded and has received an API invoker identity.
2.	The CAPIF core function is configured with a discovery policy information (e.g. to restrict discovery to category of APIs) for API invoker(s).


Figure 8.7.3-1: Discover service APIs
1.	The API invoker sends a service API discover request to the CAPIF core function. It includes the API invoker identity, and may include query information.
2.	Upon receiving the service API discover request, the CAPIF core function verifies the identity of the API invoker (via authentication). The CAPIF core function retrieves the stored service API(s) information from the CAPIF core function (API registry) as per the query information in the service API discover request. Further, the CAPIF core function applies the discovery policy and performs filtering of service APIs information retrieved from the CAPIF core function.
3.	The CAPIF core function sends a service API discover response to the API invoker with the list of service API information for which the API invoker has the required authorization.
After the service API information is retrieved, the service API may be further programmed into the application  per the API usage instructions.

The figure 5.7.1-1 illustrates the procedure for obtaining the apiRoot, the apiRoot is related to the AEF entry point, AEF within the same MNO operator, or from different MNO operators.
1. The API invoker is the running application.
2. No default apiRoot is available at the API invoker.



Figure 5.7.1-1: service API apiRoot discover

1.	The API invoker (i.e., the running application) sends a service API apiRoot request to the CAPIF core function. It includes the UE information (e.g., UE identity) or the target service area targeted by the service API invocation.
2.	Upon receiving the service API apiRoot request, the CAPIF core function verifies the identity of the API invoker (via authentication). The CAPIF core function determines the apiRoot as per the UE information, or the target service area in the service API apiRoot request.
3.	The CAPIF core function sends a service API apiRoot response to the API invoker with apiRoot information to create the full service API URL for further service APi invocation.
[bookmark: _Toc168041434]6.x.2	Architecture Impacts
The existing CAPIF architecture as specified in 3GPP TS 23.222 [2], is used.
[bookmark: _Toc168041435]6.x.3	Corresponding APIs
This solution impacts the CAPIF_Discover_Service_API as specified in clause 10.5 of 3GPP TS 23.222 [2]. Also, a new CAPIF_Service_API_apiRoot_resolve API is needed.
[bookmark: _Toc168041436]6.x.4	Solution evaluation
[bookmark: startOfAnnexes]This solution addresses split the exsiting service API discovery into two separate service API to accommodate to the different phases in application provider business and ecosystem.
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