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1. Introduction
This pCR is proposed to introduce a new KI of differentiating API invokers, i.e., API invoker being application run on the UE or the AS,  and application management function being the API invoker.
2. Reason for Change
There are several kinds of CCF APIs and service APIs can be invoked by the external parties as indicated in Figure 6.5-1: Usage of CAPIF in different phases of an Application in 23.946 v0.5.0 clause 6.5. 


For those CCF APIs and service APIs, the comsumer of those APIs are different as shown below. (For the CCF APIs, only those APIs related to the API invoker is shown)
	NO
	API
	Consumer
	Remark

	1
	CAPIF_Discover_Service_API
	Application developer
	Application developer use such API to search the APIs and its instructions.

	3
	CAPIF_Events_API
	Application developer, application
	Application developer subscribes events: SERVICE_API_AVAILABLE, SERVICE_API_UNAVAILABLE or SERVICE_API_UPDATE;
API_INVOKER_ONBOARDED or API_INVOKER_OFFBOARDED or API_INVOKER_UPDATED;
application subscribes: ACCESS_CONTROL_POLICY_UPDATE;
SERVICE_API_INVOCATION_SUCCESS or SERVICE_API_INVOCATION_FAILURE
The above events are defined in TS 29.222.

	4
	CAPIF_API_invoker_management API
	Application developer
	Onboard/offboard API Invoker 

	5
	CAPIF_Security API 
	application
	Application utlizes this CCF API to negotiate the security of CAPIF-2/2e.


 
Currently, the definition of API invoker, functional model and the procedure indicate the single API invoker has both the CAPIF-1/1e and CAPIF-2/2e, the procedure may cause misunderstandings that the above CCF APIs and service APIs are always invoked by the same function entity, It is necessary to differentiate API invoker per type as their purpose/intention to invoke the CCF APIs or service APIs are totally different.  

3. Conclusions
4. Proposal
It is proposed to agree the following changes to 3GPP TR  23.700-22 0.3.0.


* * * First Change * * * *
[bookmark: _Toc24736][bookmark: _Toc18900][bookmark: _Toc146875942][bookmark: _Toc168041397]5.7	Key issue #X: Split of API discovery
[bookmark: _Toc168041398]5.7.1	Description
There are several kinds of CCF APIs and service APIs can be invoked by the external parties as indicated in Figure 6.5-1: Usage of CAPIF in different phases of an Application in 23.946 v0.5.0 clause 6.5. 


For those CCF APIs and service APIs, the comsumer of those APIs are different as shown below. (For the CCF APIs, only those APIs related to the API invoker is shown)
	NO
	API
	Consumer
	Remark

	1
	CAPIF_Discover_Service_API
	Application developer
	Application developer use such API to search the APIs and its instructions.

	3
	CAPIF_Events_API
	Application developer, application
	Application developer subscribes events: SERVICE_API_AVAILABLE, SERVICE_API_UNAVAILABLE or SERVICE_API_UPDATE;
API_INVOKER_ONBOARDED or API_INVOKER_OFFBOARDED or API_INVOKER_UPDATED;
application subscribes: ACCESS_CONTROL_POLICY_UPDATE;
SERVICE_API_INVOCATION_SUCCESS or SERVICE_API_INVOCATION_FAILURE
The above events are defined in TS 29.222.

	4
	CAPIF_API_invoker_management API
	Application developer
	Onboard/offboard API Invoker 

	5
	CAPIF_Security API 
	Application developer;
Application
	Application utlizes this CCF API to negotiate the security of CAPIF-2/2e.

	6
	Service API
	Application
	During the application is running, service API may be invoked.


 
Currently, the definition of API invoker, functional model and the procedure indicate the single API invoker has both the CAPIF-1/1e and CAPIF-2/2e, the procedure may cause misunderstandings that the above CCF APIs and service APIs are always invoked by the same function entity, It is necessary to differentiate API invoker per type as their purpose/intention to invoke the CCF APIs or service APIs are totally different.  

[bookmark: _Toc168041399]5.7.2	Open issues
This key issue includes the following aspects:
-	how to differentiate various types of API invoker.
-	How to enhance the definition, functional model and procedures to reflect different API invokers and the relationship among different API invokers.
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