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1. Introduction
This contribution add corresponding APIs for solution #9.
2. Reason for Change
Solution #9 define avatar discovery procedure, but no corresponding APIs.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-21. 
* * * First Change * * * *

7.9
Solution #9: Avatar discovery procedure
7.9.1
Solution description

This solution maps to KI#3 and KI#5. The solution provides a mechanism for discovering avatars.

Pre-conditions:

1)
The VAL client has associated user or avatar profile information for an avatar which is authorized to discover.
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Figure 7.9.1-1: Avatar discovery procedure

1.
A VAL client triggers MMEC to search for a digital avatar based on available user and/or avatar profile information.
2.
The MMEC sends an avatar discovery request to a MMES and includes the discovery criteria, e.g. avatar-associated user and/or profile parameters. For example, the request includes (corresponding to Table 7.6.3-1): "Asset type" = avatar, "Metaverse service user information" = information for the user associated with the avatar. Alternatively, the request includes (corresponding to Table 7.6.3-1): "Asset type" = avatar, "Asset type-specific profile" = criteria corresponding to Table 7.5.3.1-1. 
 The MMEC also includes in the request VAL user and/or MMEC identifiers.
3.
The MMES checks that avatar discovery is authorized, based on VAL user and/or MMEC identifiers. If authorized, the MMES searches an internal repository for an MDRB/avatar profile that is associated with the discovery criteria. If found, the MMES uses VAL user and/or MMEC identifiers to check that the requester is found in the "allowed user list" of the discovered avatar. The MMES can also check the current status and location of the avatar.

4.
For an authorized discovery, the MMES send a response with a status of the request, the digital avatar identifier, the current status and location of the digital avatar, and the metaverse service provider identifier.

5.
The MMEC provides the information returned in step 4 to the VAL client.

7.9.2
Architecture Impacts
Editor's Note:
This clause provides the architecture impacts (if any) of the solution.
7.9.3
Corresponding APIs

Table 7.9.3-1 shows the request sent by a MMEC to a MMES for the discovery of avatar. 
Table 7.9.3-1: Avatar discovery request
	Information element
	Status
	Description

	Requestor identity
	M
	The identity of the requestor (e.g., MMEC, UE, VAL server)

	Requestor security credentials
	M
	The security credentials of the requestor.

	Avatar discovery filters
	O
	Set of characteristics to determine matching avatar (e.g., location, VAL client type, Asset type, Owner user, Allowed user, Digital avatar profile).


Table 7.9.3-2 shows the response sent by the MetaApp server to the requester for a avatar discovery request. 
Table 7.9.3-2: Avatar discovery response
	Information element
	Status
	Description

	Status
	M
	The status for the request (e.g., success or fail), including failure reason if needed.

	Discovered avatar List
	O
	List of discovered avatar(s). Each element includes the information described below

	> Digital Asset Identifier
	M
	Identifier of the digital avatar.

	> Digital avatar profile
	M
	Profile of the digital avatar, refer to Table 7.5.3.1-1.

	> VAL server endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) of the service(s) associated with the digital avatar.

	> VAL server information
	O
	Information about the service offered by the VAL server (e.g., service description, service name, etc.).

	> Metaverse service provider identifier
	O
	Service provider for the Metaverse services


7.9.4
Solution evaluation

Editor's Note:
This clause provides an evaluation of the solution addressing KI#x. 
