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1. Introduction
This contribution add note for digital asset identifier.
2. Reason for Change
S6-242734 mention that digital asset identifier is the Avatar ID for an Avatar.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-21. 
* * * First Change * * * *

7.7
Solution #7: Digital avatar support by A-DACM

7.7.1
Solution description

7.7.1.1
General

This solution maps to KI#3. This solution is based on A-DACM function to support the following avatar management services offered to VAL layer (VAL server):

-
Avatar profile creation;

-
Avatar upload;

-
Avatar linking to user/subscriber;

-
Avatar download;
-
Avatar update/modification;

-
Avatar delete;

Editor's Note: How VAL client(s) can consume these services is FFS.

7.7.1.2
Avatar profile creation

Figure 7.7.1.2-1 illustrates the high level flow for avatar profile creation procedure.
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Figure 7.7.1.2-1: Procedure for Avatar profile creation

1.
VAL server sends the Create Avatar Profile Request to A-DACM function with the details such as Avatar ID (optional), Avatar properties (e.g. name), Avatar usage policies (e.g. how to use the avatars).
NOTE:
The avatar ID is the digital asset identifier for an Avatar.
2.
The A-DACM function checks the authorization of the VAL server to perform the operation. If successful, then A-DACM function stores the avatar profile.

3.
The A-DACM function sends a Create Avatar Profile Response to the VAL server indicating success or failure of the operation. 

7.7.1.3
Avatar profile upload

Figure 7.7.1.3-1 illustrates the high level flow for avatar upload procedure.

Pre-conditions:

1.
Avatar ID is available as per the procedure in clause 7.7.1.2
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Figure 7.7.1.3-1: Procedure for Avatar upload

1.
The VAL server sends the Upload Avatar Request to the A-DACM function with the Avatar ID and Avatar object/media information.
NOTE:
The avatar ID is the digital asset identifier for an Avatar.
2.
The A-DACM function checks the authorization of the VAL server to perform the operation. If successful, the A-DACM function performs the storage of avatar object/media information else the storage of the avatar object/media information.

3.
The A-DACM function sends a Upload Avatar Response to VAL server indicating success or failure of the operation.

7.7.1.4
Avatar linking to user/subscriber

Figure 7.7.1.4-1 illustrates the high level flow for avatar linking to user/subscriber procedure.
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Figure 7.7.1.4-1: Procedure for Avatar linking to user/subscriber

1.
The VAL server sends a Link Avatar Request to the A-DACM function with Avatar ID and GPSI/External identifier of the UE.
NOTE:
The avatar ID is the digital asset identifier for an Avatar.
2.
The A-DACM function checks the authorization of the VAL server to perform the operation. If successful, the A-DACM function checks for the authorization (e.g. user consent) of the subscriber (as per step 1) for linking the avatar with the user/subscriber. If authorized, the A-DACM function links the Avatar ID with the subscriber/user information and stores the related information. 

3.
The A-DACM function sends a Link Avatar Response to the VAL server indicating success or failure of the operation.

7.7.1.5
Avatar download

Figure 7.x.1.5-1 illustrates the high level flow for avatar download procedure.
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Figure 7.7.1.5-1: Procedure for Avatar download

1.
The VAL server sends a Download Avatar Request to the A-DACM function with the Avatar ID, GPSI/External ID of the UE, Filter/Adaptation information (e.g. VAL information, media adaptations).
NOTE:
The avatar ID is the digital asset identifier for an Avatar.
2.
The A-DACM function checks the authorization of the VAL server to perform the operation. If successful, the A-DACM function performs the media adaptation as per the additional filters/adaptation information in the request on the avatar object/media. The adapted avatar media/object is used in the further response to the VAL server.
3.
The A-DACM function sends a response to the VAL server indicating success or failure of the operation. If success, the avatar object/media is included in the response.

7.7.2
Architecture Impacts

The solution utilizes the architecture specified in clause 6.2, Option #2.
7.7.3
Corresponding APIs
Editor's Note:
This clause provides the corresponding APIs for supporting the solution.

7.7.4
Solution evaluation

This clause provides an evaluation of the solution addressing KI#3. The A-DACM function can support the avatar management services towards the VAL layer. 

NOTE:
The security mechanisms for this solution is the responsibility of SA3.
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