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	First change


5.3.1.2
Flow Based Bearer Charging

IP-CAN bearer charging allows the P-GW to collect charging information related to data volumes sent to and received by the UE/MS, categorised by the QoS applied to the IP-CAN bearer. FBC is supported by the P-GW by the integrated PCEF. When the PCEF is present, the normal IP-CAN bearer charging is enhanced by the capability to categorise the service data flows within IP-CAN bearer data traffic by rating group or combination of the rating group and service id. I.e., while there is only one uplink an one downlink data volume count per IP-CAN bearer in IP-CAN bearer charging, FBC may provide one count per each rating group or combination of the rating group and service id. The level of the reporting is defined per PCC rule. Details of this functionality are specified in TS 23.203 [72] and TS 32.240 [1].

NOTE: The P-GW can only include one QoS Information occurrence per service data container. This implies if an operator wishes to be able to separate usage according to QCI and ARP within their billing system they will need to ensure that services having different QCI and ARP do not have the same:

-
rating group in cases where rating reporting is used;

-
rating group/service id where rating group/service id reporting is used.

Extended packet inspection can be done in the PCEF with pre-defined PCC rules. The PCEF also have the possibility to output service specific information related to the packet inspection in the online charging information. The PCEF may also include AF Correlation Information when provided by the PCRF with a dynamic PCC rule.
According to TS 23.203 [72], FBC shall support different charging models per PCC rule. These charging models may be based on volume and/or time and on number of events matching a specific service data flow template in PCC rule. In general the charging of a service data flow shall be linked to the IP-CAN bearer under which the service data flow has been activated.  In online charging the PCEF shall request the reservation of units  prior to service delivery. 
The following chargeable events are defined for FBC when online charging is activated:

· Network request for IP-CAN bearer activation before the Initiate IP-CAN bearer Activation message is sent. Associated with the network requested dedicated IP-CAN bearer activation procedure, as defined in TS 23.203 [72] and 23.060 [201], upon encountering this event, a CCR initial, indicating the request for activation of dedicated IP-CAN bearer is sent toward the OCS.

· Start of IP-CAN bearer. Upon encountering this event, a CCR initial, indicating the start of the IP-CAN bearer, is sent towards the OCS to authorize the IP-CAN bearer. For network requested dedicated IP-CAN bearer activation, this event triggers a CCR update, when the PCEF receives an Update PDP Context Request message with the RAN Procedures Ready flag. PCEF may request quota later when service usage is started.

· Start of service data flow. In case valid quota does not exist a CCR update is generated to request quota. When event based charging applies, the first occurrence of an event matching a service data flow template in PCC rule shall be considered as the start of a service.
· Termination of service data flow. If reporting is per rating group and this is the last service data flow utilizing that specific rating group or if reporting is per combination of the rating group and service id and this is the last service data flow utilizing that specific rating group and service id, the required counters are updated. Termination of the service data flow itself does not trigger CCR update.

· End of IP-CAN bearer. Upon encountering this event, a CCR termination, indicating the end of the IP-CAN bearer, is sent towards the OCS together with the final counts.

· Ro specific chargeable events (e.g. threshold reached, QHT expires, quota exhaustion, validity time reached, forced re-authorization). Corresponding counts for the rating group(s) are closed and CCR update is triggered according the rules defined in TS 32.299 [50].

· Change of charging condition: E.g. QoS change, user location change, user CSG information change. When this event is encountered and the corresponding re-authorization trigger is armed, all current counts are captured and sent towards the OCS with a CCR update.

· Tariff time change. When this event is encountered, all current counts are captured and a new counts are started. The counts are sent to the OCS in next CCR.
Management intervention may also force trigger a chargeable event.

PCC rules can be activated, deactivated and modified any time during the IP-CAN bearer lifetime. PCC rule activation, deactivation and modification are not chargeable events. However these PCC rule changes may lead to ‘start of service data flow’ and ‘termination of service data flow’ chargeable events.
	Second change


6.1.3
FBC IP CAN bearer charging data in P-GW (PGW-CDR)

If FBC is enabled and the collection of CDR data is enabled then the P-GW data specified in the following table shall be available for each IP CAN bearer. 

Table 6.1.3: P-GW IP CAN bearer data (PGW-CDR)

	Field
	Category
	Description

	Record Type 
	M
	P-GW IP CAN bearer record.

	Served IMSI
	C
	IMSI of the served party, if available.

	IMSI Unauthenticated Flag
	OC
	This field indicates the provided served IMSI is not authenticated (emergency bearer service situation).

	Served IMEISV
	OC
	IMEISV of the ME, if available. It is used for identifying the user in case Served IMSI is not present during emergency bearer service.

	Served 3GPP2 MEID
	OC
	MEID of the served party’s terminal equipment for 3GPP2 access. 

	Served MN NAI
	OC
	Mobile Node Identifier in NAI format (based on IMSI), if available.

	P-GW Address used
	M
	The control plane IP address of the P-GW used.

	P-GW Address IPv6
	OC
	The control plane IPv6 address, in case of IPv4v6 dual stack, of the P-GW.

	Charging ID
	M
	IP CAN bearer Charging identifier used to identify this IP CAN bearer in different records created by PCNs

	PDN Connection Charging Id
	OM
	This field holds the Charging Id of the EPS default bearer to identify different records belonging to same PDN connection. This field is present in GTP case only.

	Serving node Address 
	M
	List of SGSN/S-GW control plane IP addresses, or the ePDG address used during this record.

	Serving node IPv6 Address
	OC
	List of SGSN/S-G List of SGSN/S-GW control plane IPv6 addresses, or the ePDG IPv4 address, in case of IPv4v6 dual stack, used during this record

	Serving node Type
	M
	List of serving node types in control plane. The serving node types listed here map to the serving node addresses listed in the field "Serving node Address" in sequence.

	PGW PLMN Identifier
	Oc
	PLMN identifier (MCC MNC) of the PGW.

	Access Point Name Network Identifier
	OM
	The logical name of the connected access point to the external packet data network (network identifier part of APN).

	PDP/PDN Type
	OM
	PDP/PDN type, i.e. IPv4, IPv6, IPv4v6 , or PDP type PPP, or IHOSS:OSP.

	Served PDP/PDN Address
	OC
	IP address allocated for the PDP context / PDN connection, i.e. IPv4 when PDP/PDN Type is IPv4 address or IPv6 prefix when PDP/PDN Type is IPv6 or IPv4v6. This parameter shall be present except when both the PDP type is PPP and dynamic IP CAN bearer address assignment is used.

	Served PDP/PDN Address prefix length
	OC
	PDP/PDN Address prefix length of an IPv6 typed Served PDP Address. The field needs not available for prefix length of 64 bits.

	Served PDP/PDN Address extension
	OC
	This field holds IPv4 address of the served IMSI, if available, when PDP/PDN type is IPv4v6.

	Dynamic Address Flag
	OC
	Indicates whether served PDP/PDN address is dynamic, which is allocated during IP CAN bearer activation, initial attach (E-UTRAN or over S2x) and UE requested PDN connectivity. This field is missing if IPv4 address is static when PDN Type is IPv4, or if IPv6 address is static when PDN Type is IPv6 or IPv4v6.

	Dynamic Address Flag extension
	OC
	Indicates whether served IPv4 PDP/PDN address is dynamic, which is allocated during IP CAN bearer activation, initial attach (E-UTRAN or over S2x) and UE requested PDN connectivity with PDP/PDN type IPv4v6. This field is missing if IPv4 address is static.

	List of Service Data 
	OM
	A list of changes in charging conditions for all service data flows within this IP CAN bearer categorized per rating group or per combination of the rating group and service id. Each change is time stamped. Charging conditions are used to categorize traffic volumes, elapsed time and number of events, such as per tariff period. Initial and subsequently changed QoS and corresponding data values are also listed.

Online charging information (PS Furnish Charging Information) may be added per each service data flow container in case it is sent by the OCS.

The PCEF may also include AF Correlation Information when provided by the PCRF with a dynamic PCC rule.

Failure-Handling: This field shall be present in case P-GW triggers the Failure-Handling procedure. It shall indicate the Failure Handling scenario and the instant the Failure Action is triggered (see annex B). Scenarios: Continue/New Session; Continue/Ongoing Session; Retry&Terminate/Ongoing Session; Terminate/Ongoing Session.

	Record Opening Time
	M
	Time stamp when IP CAN bearer is activated in this P-GW or record opening time on subsequent partial records.

	MS Time Zone 
	OC
	This field contains the MS Time Zone the MS is currently located as defined in TS 29.060 [203], if available.

	Duration
	M
	Duration of this record in the P-GW.

	Cause for Record Closing 
	M
	The reason for the release of record from this P-GW.

	Diagnostics
	OM
	A more detailed reason for the release of the connection.

	Record Sequence Number
	C
	Partial record sequence number, only present in case of partial records.

	Node ID
	OM
	Name of the recording entity.

	Record Extensions
	OC
	A set of network operator/manufacturer specific extensions to the record. Conditioned upon the existence of an extension.

	Local Record Sequence Number
	OM
	Consecutive record number created by this node. The number is allocated sequentially including all CDR types.

	APN Selection Mode
	OM
	An index indicating how the APN was selected.

	Served MSISDN
	OM
	The primary MSISDN of the subscriber.

	User Location Information
	OC
	This field contains the User Location Information of the MS as defined in TS 29.060 [203] for GPRS case, and in TS 29.274 [210] for EPC case, if available.

	User CSG information
	OC
	This field contains the User CSG Information of the UE, if available, including CSG ID, access mode and CSG membership indication.

	3GPP2 User Location information
	OC
	This field contains the User Location Information of the MS as defined in TS 29.212 [71] for 3GPP2 access, if available.

	Charging Characteristics
	M
	The Charging Characteristics applied to the IP CAN bearer.

	Charging Characteristics Selection Mode
	OM
	Holds information about how Charging Characteristics were selected.

	IMS Signalling Context
	OC
	Included if the IP CAN bearer IM-CN Subsystem Signalling Flag is set, see [201] is used for IMS signalling.

	
	
	

	Serving node PLMN Identifier
	OM
	This fields holds the PLMN Identifier (MCC and MNC) serving the UE during this record , as received in the “Serving Network” IE over S5/S8 or retrieved from the RAI received over Gn/Gp.

	PS Furnish Charging Information
	OC
	Online charging session specific information

	CAMEL Information 
	OC
	Set of CAMEL information related to IP CAN bearer, if available. This field applies only for GPRS. 

	RAT Type
	OC
	This field indicates the Radio Access Technology (RAT) type currently used by the Mobile Station as defined in TS 29.061 [205], when available.

	Start Time
	OC
	This field holds the time when User IP-CAN session starts, available in the CDR for the first bearer in an IP-CAN session. 

	Stop Time
	OC
	This field holds the time when User IP-CAN session is terminated, available in the CDR for the last bearer in an IP-CAN session. 

	Low Priority Indicator
	OC
	This field indicates if this IP-CAN session has a low priority, i.e. for Machine Type Communication.


	Third change


6.3.1.1
PS charging information assignment for Service Information

The components in the Service Information that are use for PS charging can be found in Table 6.3.1.1. 

Table 6.3.1.1 : Service Information used for PS Charging

	Field
	Category
	Description

	Service Information
	OM
	This is a structured field and holds the 3GPP specific parameter as defined in TS 32.299 [50]. 

	Subscription-Id
	OC 
	This field contains the identification of the user (e.g IMSI, MSISDN, NAI).

	
PS Information
	OM
	This is a structured field and holds the PS specific parameters. The details are defined in subclause 6.3.1.2.

	
IMS Information
	OM
	This is a structured field and holds IMS specific parameters. The complete structure is defined in TS 32.260 [20].

	
	
	

	

Node Functionality
	OM
	This field contains the function of the EPC node (SGW, PGW)

	NOTE : When Node Functionality is set to "HSGW" the HSGW Access specific charging information are  provided as part of the PS Information




	Fourth change


6.3.2
Detailed Message Format for offline charging

The following chapter specifies per Operation Type the charging data that are sent by S-GW and P-GW.

The Operation Types are listed in the following order: S (start)/I (interim)/S (stop)/E (event). Therefore, when all Operation Types are possible it is marked as SISE. If only some Operation Types are allowed for a node, only the appropriate letters are used (i.e. SIS or E) as indicated in the table heading. The omission of an Operation Type for a particular field is marked with "-" (i.e. SI-E). Also, when an entire field is not allowed in a node the entire cell is marked as "-".

Table 6.3.2.1 illustrates the basic structure of the supported fields in the Accounting Request message for PS offline charging.

Table 6.3.2.1 : Supported fields in Accounting Request Message
	Field
	Node Type
	S-GW
	P-GW

	Supported Operation Types
	S/I/S/E
	S/I/S/E

	Session-Id
	SIS-
	SIS-

	Origin-Host
	SIS-
	SIS-

	Origin-Realm
	SIS-
	SIS-

	 Destination-Realm
	SIS-
	SIS-

	Accounting-Record-Type
	SIS-
	SIS-

	Accounting-Record-Number
	SIS-
	SIS-

	Acct-Application-Id
	SIS-
	SIS-

	User -Name
	SIS-
	SIS-

	Destination-Host
	SIS-
	SIS-

	Acct-Interim-Interval
	SIS-
	SIS-

	Origin-State-Id
	SIS-
	SIS-

	Event-Timestamp
	SIS-
	SIS-

	Proxy-Info
	SIS-
	SIS-

	Route-Record
	SIS-
	SIS-

	Service-Context-Id
	SIS-
	SIS-

	Service Information with PS and IMS Information

	Subscription-Id
	SIS-
	SIS-

	IMSI Unauthenticated Flag
	SIS-
	SIS-

	Node Functionality
	SIS-
	SIS-

	Charging Id
	SIS-
	SIS-

	Node Id
	SIS-
	SIS-

	PDN Connection Charging Id
	SIS-
	SIS-

	PDP/PDN Type
	SIS-
	SIS-

	PDP/PDN Address
	SIS-
	SIS-

	PDP/PDN Address prefix length
	SIS-
	SIS-

	Dynamic Address Flag
	SIS-
	SIS-

	Dynamic Address Flag Extension
	SIS-
	SIS-

	Negotiated QoS Profile
	-
	-

	Serving Node Address
	SIS-
	SIS-

	Serving Node Type
	SIS-
	SIS-

	SGW Change
	S---
	-

	P-GW Address
	SIS-
	SIS-

	SGW Address
	SIS-
	-

	CG Address
	-
	-

	IMSI MCC MNC
	SIS-
	SIS-

	PGW MCC MNC
	SIS-
	SIS-

	NSAPI
	-
	SIS-

	Called Station Id 
	SIS-
	SIS-

	Session Stop Indicator
	-
	--S-

	Selection Mode
	SIS-
	SIS-

	Charging Characteristics
	SIS-
	SIS-

	Charging Characteristics Selection Mode
	SIS-
	SIS-

	Serving Node MCC MNC
	SIS-
	SIS-

	MS Time Zone
	SIS-
	SIS-

	Charging Rule Base Name
	-
	SIS-

	User Location Info
	SIS-
	SIS-

	User CSG Information
	SIS-
	SIS-

	3GPP2 User Location Info
	SIS-
	SIS-

	RAT Type
	SIS-
	SIS-

	Furnish Charging Information
	-
	SIS-

	Offline Charging
	-
	-

	QoS Information 
	SIS-
	SIS-

	Traffic data volumes
	-IS-
	-

	Service data container
	-
	-IS-

	User-Equipment-Info 
	-
	-

	Terminal-Information
	S---
	S---

	Start time
	S---
	S---

	Stop time
	--S-
	--S-

	Change Condition
	-IS-
	-IS-

	Diagnostics
	--S-
	--S-

	
	
	

	Low Priority Indicator
	S---
	S---


Table 6.3.2.2 illustrates the basic structure of the supported fields in the Accounting Answer message for PS offline charging.

Table 6.3.2.2 : Supported fields in Accounting Answer Message

	Field
	Node Type
	S-GW
	P-GW

	
	Supported Operation Types
	S/I/S/E
	S/I/S/E

	Session-Id
	SIS-
	SIS-

	Origin-Host
	SIS-
	SIS-

	Origin-Realm
	SIS-
	SIS-

	Accounting-Record-Type
	SIS-
	SIS-

	Accounting-Record-Number
	SIS-
	SIS-

	Acct-Application-Id
	SIS-
	SIS-

	User -Name
	SIS-
	SIS-

	Acct-Interim-Interval
	SIS-
	SIS-

	Origin-State-Id
	SIS-
	SIS-

	Event-Timestamp
	SIS-
	SIS-

	Proxy-Info
	SIS-
	SIS-

	Route-Record
	SIS-
	SIS-


	Fifth change


6.3.3
Detailed Message Format for online charging

The following table specifies per Operation type the charging data that are sent P-GW network element for:

The Operation types are listed in the following order: I (initial)/U (update)/T (terminate)/E (event). Therefore, when all Operation types are possible it is marked as IUTE. If only some Operation types are allowed for a node, only the appropriate letters are used (i.e. IUT or E) as indicated in the table heading. The omission of an Operation type for a particular field is marked with "-" (i.e. IU-E). Also, when an entire filed is not allowed in a node the entire cell is marked as "-".

Note that not for all structured fields the individual field members are listed in the table. Detailed descriptions of the fields are provided in TS 32.299 [50].

Table 6.3.3.1 illustrates the basic structure of the supported fields in the Debit and Reserve Units Request for PS online charging.

Table 6.3.3.1: Supported fields in Debit and Reserve Units Request Message

	Field
	Node Type
	P-GW

	Supported Operation Types
	I/U/T/E

	Session Identifier
	IUT-

	Originator Host
	IUT-

	Originator Domain
	IUT-

	Destination Domain
	IUT-

	Operation Identifier
	IUT-

	Operation Token
	IUT-

	Operation Type
	IUT-

	Operation Number
	IUT-

	Destination Host
	IUT-

	User Name
	IUT-

	Origination State
	IUT-

	Origination Timestamp
	IUT-

	Subscriber Identifier
	IUT-

	Termination Cause
	--T-

	Requested Action
	IUT-

	Multiple Operation
	IU--

	Multiple Unit Operation
	IU--

	Subscriber Equipment Number
	IUT-

	Route Information
	IUT-

	Service Information
	IUT-

	Service Information with PS Information

	Charging Id
	IUT-

	Node Id
	IUT-

	PDN Connection Charging Id
	IUT-

	PDP/PDN Type
	IUT-

	PDP/PDN Address
	IUT-

	PDP/PDN Address prefix length
	IUT-

	Dynamic Address Flag
	IUT-

	Dynamic Address Flag Extension
	IUT-

	QoS Information
	IUT-

	Serving Node Address
	IUT-

	Serving Node Type
	IUT-

	SGW Change
	-

	P-GW Address
	IUT-

	CG Address
	IUT-

	IMSI MCC MNC
	IUT-

	IMSI Unauthenticated Flag
	IUT-

	PGW MCC MNC
	IUT-

	NSAPI
	IUT-

	Called Station Id 
	IUT-

	Session Stop Indicator
	--T-

	Selection Mode
	IUT-

	Charging Characteristics
	IUT-

	Charging Characteristics Selection Mode
	IUT-

	Serving Node MCC MNC
	IUT-

	MS Time Zone
	IUT-

	Charging Rule Base Name
	IUT-

	User Location Info
	IUT-

	User CSG Information
	IUT-

	3GPP2 User Location Info
	IUT-

	RAT Type
	IUT-

	Furnish Charging Information
	-

	Offline Charging
	IUT-

	PDP Context Type
	IUT-

	Traffic data volumes
	-

	Service data container
	-

	User-Equipment-Info 
	-

	Terminal-Information
	-

	Start time
	-

	Stop time
	-

	Change Condition
	-

	Diagnostics
	IUT-

	
	


Table 6.3.3.2 illustrates the basic structure of the supported fields in the Debit and Reserve Units Response for PS online charging.

Table 6.3.3.2: Supported fields in Debit and Reserve Units Response Message

	Field
	Node Type
	P-GW

	
	Supported Operation Types
	I/U/T/E

	Session Identifier
	IUT-

	Operation Result
	IUT-

	Originator Host
	IUT-

	Originator Domain
	IUT-

	Operation Identifier
	IUT-

	Operation Type
	IUT-

	Operation Number
	IUT-

	Operation Failover
	IUT-

	Multiple Unit Operation
	IUT-

	Operation Failure Action
	IUT-

	Redirection Host
	IUT-

	Redirection Host Usage
	IUT-

	Redirection Cache Time
	IUT-

	Route Information
	IUT-

	Failed parameter
	IUT-

	Service Information
	IUT-

	Service Information with PS Information
	

	Furnish Charging Information
	IUT-

	Offline Charging
	I----


	End of changes


