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1. Overall Description:

Based on SA5#92 Charging SWG discussion related to the inter-PLMN Gy Reference Point for the support of Online Charging interface in the roaming Local Breakout scenario of TS 23.203 PCC architecture, 3GPP SA5 requested guidance from 3GPP SA3 on the particular security aspect.  

In their reply, 3GPP SA3 confirmed that within the PCC architecture, Network Domain Security (NDS)/IP Network Layer security specified in TS 33.210 is appropriate for securing interconnection between two Operators (i.e. different security Domains) for Diameter signalling (through use of IPsec Security Gateways (SEG)).

Based on this reply from 3GPP SA3, 3GPP SA5 would like GSMA IREG PACKET to address Gy Reference Point security through use of 3GPP TS 33.210 security mechanism as part of recommendation for inter-PMN Diameter signalling for LTE Roaming into their GSMA PRD IR.88 "LTE Roaming Guidelines" specification, in a similar scheme as for S9, S6a and S6d Reference Points.
2. Actions:

To GSMA IREG PACKET group: 
ACTION: 3GPP SA5 kindly asks GSMA IREG PACKET to take the above information into account. 
3. Date of Next SA5 Meetings:
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