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1
Decision/action requested

It is proposed that the below changes are approved against 32.299 v1.2.0.
This revision includes changes and comments arising from the SA5#38bis review of this contribution.
2
References

[1] TS 23.125 Overall High Level Functionality and Architecture Impacts of Flow Based Charging, Stage 2, release 6

[2] DIAMETER Credit Control, draft-ietf-aaa-diameter-cc-05.txt, work in progress
[3] S5-054334 and S5-044431, Nortel contributions on Diameter Credit Control for Flow Based Charging and GPRS

3
Rationale

· The working assumption is to use Diameter Credit Control for Flow Based Charging (online case)
· SA5 needs to study how Diameter Credit Control fulfils the existing requirement in 23.125 and further 3GPP needs that SA5 may identify
· Any 3GPP specifics need to be identified so that they can be specified
The Nokia contribution S5-044224 provides some text for this, so the changes are shown in conjunction with those in order to make for easier progress.

Rationale for some of the specific changes below as well as in Nortel document S5-044431:

· Make reference to Gy to make sure the reader can link this to 23.125; Ro as an interface may be interpreted as IMS only so refer to it as a reference point

· Note that a minimum value for the Validity-Time may be needed, otherwise if the OCS sets a very small value such as 1 second, this will have adverse impacts on the network
· Corrections based on IETF DCC [2]:

· RSU is mandatory as it must be present in a Multiple-Services-Credit-Control to request new units for that coupon. It may be empty since knowledge of the units is unlikely at the GGSN but it may contain units for other DCC clients.

· In the 3GPP model costs, credits, balances etc. are typically dealt with at the DCC server and not at the client, so we propose to remove usage of cost-information (already noted hypothetical as “possibly” in the current text). For the same reason, the CC Money is not typically used by the Network Element.
· The contents of CCR/CCA are aligned with those of the messages in the latest IETF DCC

· Service-parameter-info is made optional since the contents of this AVP has not been defined by IETF

· Check-balance-result and direct-debiting-failure-handling are clarified as used for Immediate Event Charging

· Propose mapping of PDP and Diameter session states to enable simple and guaranteed correlation between each of the session applications as well as ensuring application inter-operability by remaining compliant to the Diameter Credit Control application specification IETF DCC [2].
4
Proposed Changes to 32.299
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

a)
The 3GPP charging specifications

(…)

[55]
TS 23.125 Overall High Level Functionality and Architecture Impacts of Flow Based Charging, Stage 2, release 6
 [56]-[69]
Void.

(…)

4.1.3 Diameter Online Charging Requirements

Diameter Online Charging Requirements for Flow Based Charging can be derived from 23.125 [55]. Additional requirements may be added in this section.
6.1
Online Specific Credit Control Application Requirements

The usage and values of Validity-Time AVP and the timer "Tcc" are under the sole control of the credit control server (OCS) and determined by operator configuration of the OCS.
Editor's note: There may be a need to define a minimum acceptable value for the Validity-Time AVP.
The online client (e.g. a GGSN or another type of TPF in a non GPRS case or an AS, MRFC) implements the state machine described in [402] for "CLIENT, EVENT BASED" and/or "CLIENT, SESSION BASED". I.e. when the client applies IEC it uses the "CLIENT, EVENT BASED" state machine, and when the client applies ECUR it uses the "CLIENT, SESSION BASED" state machine for the first, intermediate and final interrogations.

The OCS implements the state machine described in [402] for the "SERVER, SESSION AND EVENT BASED" in order to support Immediate Event Charging and Event Charging with Unit Reservation.

4.2
Implementation of offline and online charging

The present document defines a 3GPP Diameter charging application, which utilizes the Diameter Base Protocol (RFC 3588 [401]). Separate applications are used for online and offline charging. The generic description of the protocol is provided in the subclauses below while the portions of the protocol application associated with offline and online charging are described in clauses 5 and 6, respectively.

The charging architecture implementing Diameter adheres to the structure where all communications for offline charging purposes between the network entities and the core network charging function are carried out on the Diameter 'Rf' reference point. Subsequently, all communications between the network entities and the online charging system utilize the Diameter 'Ro' reference point. The above-mentioned interfaces are defined in 3GPP TS 32.240 [1]. Note that the Gy reference point defined in 3GPP TS 23.125 [55] is defined in this specification under clause 6.
AGREED TO STRIKE THE FIRST PARAGRAPH AND THE ANY USE OF DIAMETER AND PROVIDE IT AS CANDIDATE FOR INCLUSION IN THE ARCHITECTURAL CONSIDERATIONS IN NEW CLAUSE 4 WHICH IDENTIFIES THE APPLICATIONS AND ASSOCIATED TSs ADDRESSING THE DIFFERENT ASPECTS OF 32.240. 

6.2
Diameter Description on the Ro  Reference Point
REJECTED SINCE THE APPLICATION OF DIAMETER IS VIEWED AS PROVIDING A INTERFACE SOLUTION 
6.2.2.3
Session Charging with Unit Reservation 

Figure 6.3 shows the transactions that are required on the 'Ro' reference point in order to perform the SCUR .
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Figure 6.3: SCUR for session based credit control 

Step 1.
The network element receives a session initiation. The session initiation may be done either by the user or the other network element.
Step 2.
In order to perform Reserve Units operation for a number of units (monetary or non-monetary units), the network element sends a Credit-Control-Request (CCR) with CC-Request-Type AVP set to INITIAL_REQUEST to the OCS. The network element shall include Requested-Service-Unit (RSU) AVP in the request message.
Step 3.
If the service cost information is not received by the OCS, the OCS determines the price of the desired service according to the service specific information received by issuing a rating request to the Rating Function. If the cost of the service is included in the request, the OCS directly reserves the specified monetary amount. If the credit balance is sufficient, the OCS reserves the corresponding amount from the users account.
The OCS can grant credit resources in anticipation of expected usage by the subscriber, thus reducing the need to perform additional signalling between the Network Element and the OCS.
REDUCE TEXT TO MINIMUM AS PART OF A GENERAL PHILOSOPHY OF HAVING THIN DESCRIPTIONS OF EACH STEP. 
Step 4.
Once the reservation has been made, the OCS returns Credit-Control-Answer (CCA) message with CC-Request-Type set to INITIAL_REQUEST to the network element in order to authorize the service execution (Granted-Service-Unit is included in the Credit-Control-Answer message).  The OSC may return the Validity-Time (VT) AVP with value field set to a non-zero value.

NO AGREEMENT ON REMOVAL; MORE RATIONALE NEEDED, E.G., RELATIONSHIP TO ADVICE OF CHARGE.
Step 5.
Content/service delivery starts and the reserved units are concurrently controlled.

NEW STEP AGREED
Step 6
The session is terminated at the Network Element.
Step 7.
The network element sends CCR with CC-Request-Type AVP set to TERMINATION_REQUEST to terminate the active credit control session and report the used units.

Step 8.
The OCS deducts the amount used from the account. Unused reserved units are released, if applicable.

Step 9.
The OCS acknowledges the reception of the CCR message by sending CCA message with CC-Request-Type AVP indicating TERMINATION_REQUEST.
As shown in figure 6.3, the Diameter Credit Control session is created upon the successful credit control authorization for the session e.g. PDP context. The credit control session remains active in both the client and server until the session/PDP context is terminated (e.g. receipt or sending of a delete PDP context message). As such, the (PDP context) session equates to a Diameter Credit Control session.
Even though the Diameter credit control session spans the same time as a session/PDP context/RADIUS Accounting session, individual resource quota sessions and states are maintained independently within the Diameter credit control session, for each service data flow.
In 23.125, the category of the traffic which is used by the OCS to determine the appropriate rating is called a charging key. This is the Rating-Group-Id AVP as per [402]. Each quota allocated to a Diameter CC session has a unique Rating-Group-Id value.
A single subscriber login session may create and terminate multiple PDP contexts (primary and secondary) within a single user login session. Each of these PDP contexts are uniquely identified to the associated subscriber session by the combination of the user identity and PDP context identity information as described in 3GPP TS 29.060 and 3GPP TS 29.061. For example, the OCS knows the user identity from user name and/or IP address/IMSI/MSISDN. Individual PDP contexts within the user session can be identified by a Diameter sub-session id. In this way, the OCS always knows the PDP contexts associated to each user login session and so the overall “user login session” state. This allows, for example, the OCS to re-authorise or terminate individual credit control sessions or all of the credit control sessions belonging to a user login session.
Editor's note: For consistency, the actual mechanism to identify the PDP context needs to be specified and used across Gx and Gy, so this needs to be discussed/confirmed with CN3.
THE ABOVE TEXT SHOULD BE CONSIDERED AS A CANDIDATE FOR INCLUSION IN THE MID-TIER TSs.
6.2.3.2 
Support of Tariff Switch

ADAPT 32.225, CLAUSE 6.1.2.2.1.2 FOR USE HERE

When a tariff time switch is reached, all the active user sessions shall report their session usage up to the switch and receive new usage resources for the new tariff period.
In order to avoid the need for mass simultaneous quota refresh, the traffic usage can be split into resource usage before a tariff switch and resources used after a tariff switch. The OCS provides dual usage quotas to the Network Element when a tariff change is approaching and likely to be crossed. This enables the server to allocate resources based upon the subscriber’s account balance, service usage and tariff time while minimizing the impact of subscriber credit fragmentation and Diameter control signalling.
To be able to have each resource to specify a tariff change time independently of other quotas, the Tariff-Time-Change AVP is used to determine the tariff switch time as described by [402].


· 
· 

6.2.3.3 
Support of Re-authorisation

Mid Diameter CC session re-authorisations of multiple active resource quotas can be achieved using a single Diameter Credit Control Request/Answer message sequence.
The OCS may also re-authorise multiple active resource quotas by using a single Diameter Re-Auth-Request/Answer message sequence.

New quota allocations received by the Network Element override any remaining held quota resources after accounting for any resource usage while the re-authorisation was in progress.

NEED TO DETERMINE IF DCC TEXT PROVIDES THE SOLUTION.
6.2.3.4 
Event triggers

There are a number of mid-session service events (Trigger events), which could affect the rating of the current service usage, e.g. end user QoS changes or location updates. When allocating resources, the OCS can instruct the Network Element to re-authorize the quota upon a number of different session related events. In these cases a spontaneous credit re-authorization may be sent to the OCS including information related to the service event even if all the granted service units have not been used.
Multiple Trigger AVPs may be associated to a single quota allocation.

The OCS instructs the Network Element to monitor for such events by using a Trigger AVP.

Editor's note: This Trigger AVP has not been defined yet in [402] however such functionality is required by [55]. 
The non GPRS triggers are:

1. Re-authorisation threshold trigger: The Re-Auth-Threshold value is the usage threshold level of the quota e.g. a percentage of the quota allocation.

2. Idle Quota trigger AVP: idle threshold time of the quota in seconds, i.e. the number of seconds since traffic using the quota was last received by the Network Element. Once the quota has been unused for this period of time, the Network Element shall return the quota to the OCS.

3. Usage-Time-Trigger AVP: The usage-Timeout value is the discrete traffic threshold time of the quota in seconds. That is, the number of seconds since traffic using the quota was last received by the Network Element. If the quota is unused for this period of time, the decrementing of the quota time allocation is halted until new traffic is received for the quota. The quota is not returned to the OCS when this trigger is hit. This is the critical difference with the Idle-Quota-Trigger AVP. 

This trigger is only valid for Time based quota allocation and is ignored if received for quota types where no Time unit usage is provided.

The wireless specific triggers are:

1. SGSN IP Address.

2. End User Negotiated QoS Information.
3. End User Location Information.
4. Radio Access Technology.
The online default SOLUTION should be to mimic the offline behaviour and this should be described in the mid-tier TSs and other functionality is FFS and needs justification.
6.2.3.5 
Support of Termination action

The termination action is sent over the Ro reference point. This includes re-directing packets corresponding to a terminated service data flow to an application server. This allows the Network Element to redirect user originated requests to a top-up server so that network access can be re-instated.

This functionality is achieved with the OCS returning a "REDIRECT" and redirect-to URL in the Final-Units-Action AVP of the Multiple-Services-Credit-Control AVP in place of the requested quota.

Upon receiving this result code, the Network Element shall apply the redirection. The URL should be categorized so that the End-User’s ability to reach it is guaranteed.
APPLICABLE TO GPRS AND WLAN AND SHOULD BE DISCUSSED IN 32.251 AND 32.252 AND 32.253 IF NECESSARY 
6.2.3.6 
Support of Credit pooling

This is described in 23.125 [55] and can be provided by Diameter Credit Control in [402]. It allows for credit to be pooled for multiple (one or more) charging rules applied at the Network Element (Traffic Plane Function in 23.125). A pool of credit applying to a single charging rule is equivalent to an individual credit limit for that charging rule.

THE USE OF CREDIT POOLING FOR FBC IS A CANDIDATE FOR 32.253. ITS USE MAY ALSO BE DISCUSSED IN OTHER MID-TIER TSs.
6.3.1
Summary of Online Charging Message Formats

The Diameter credit control application [402] specifies an approach based on a series of "interrogations":

· Initial interrogation.

· Zero, one or more interim interrogations.

· Final interrogation.

In addition to a series of interrogations, also a one time event (interrogation) can be used e.g. in the case when service execution is always successful.

All of these interrogations use Credit-Control-Request and Credit-Control-Answer messages defined in the Diameter Credit Control Application [402] specification. The Credit-Control-Request for the "interim interrogation" and "final interrogation" reports the actual number of "units" that were used, from what was previously reserved. This determines the actual amount debited from the subscriber's account.

Table 6.1 describes the use of these messages for online charging.

Table 6.1: Online Charging Messages Reference Table

	Command-Name
	Source
	Destination
	Abbreviation

	Credit-Control-Request
	Network Element
	OCS
	CCR

	Credit-Control-Answer
	OCS
	Network Element
	CCA

	Re-Auth-Request
	OCS
	Network Element
	RAR

	Re-Auth-Answer
	Network Element
	OCS
	RAA

	Capabilities-Exchange-Request
	Network Element/OCS
	Network Element/OCS
	CER

	Capabilities Exchange Answer
	Network Element/OCS
	Network Element/OCS
	CEA

	Device-Watchdog-Request
	Network Element/OCS
	Network Element/OCS
	DWR

	Device-Watchdog-Answer
	Network Element/OCS
	Network Element/OCS
	DWA


CER/CEA and DWR/DWA are generic Diameter capabilities for capabilities exchange and transport failure detection.
NEED TO DETERMINE THE SCOPE OF THE FUNCTIONALITY OF THESE MESSAGES; IF THEY CAN BE ADAPTED FOR APLLICATION USE THEN WE WILL NEED TO REFERENCE THEM.
6.3.1.1
Structure for the Credit Control Message Formats

The following is the basic structure shared by all online charging messages. This is based directly on the format of the messages defined in the Diameter Credit Control Application specification [402].

Those Diameter Credit Control AVPs that are used for online charging are marked "Yes" in tables below. Those Diameter AVPs that are not used for online charging are marked "No" in tables 6.2 to 6.3. This implies that their content can (Yes) or can not (no) be used by the OCS for charging purposes.

The following symbols are used in the tables:

· <AVP> indicates a mandatory AVP with a fixed position in the message.

· {AVP} indicates a mandatory AVP in the message.

· [AVP] indicates an optional AVP in the message.

· *AVP indicates that multiple occurrences of an AVP is possible.

Where the AVPs’ are marked as ‘Yes’, they are then mandatory, if marked ‘No’, they are not used, if marked ‘Optional’, then their use is subject to their inclusion in the relevant domain specific charging TS, if marked ‘Conditional’, then its use is subject to condition specified in this TS, if marked as ‘Out of Scope’ (OoS), then, the decision on its use is defined from the specification it has been derived from and is not subject to judgement within this TS.

6.3.1.1.1
Credit-Control-Request Message

Table 6.2 illustrates the basic structure of a Diameter Credit Control Credit-Control-Request message as used for online charging.

Table 6.2: Credit-Control-Request (CCR) Message Contents for Online Charging
	

	AVP
	Used in Online CCR

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	Diameter Credit Control Application AVPs 

	

	<Diameter Header: 272, REQ, PXY>
	yes

	<Session-Id>
	yes

	{Origin-Host}
	yes

	{Origin-Realm}
	yes

	{Destination-Realm }
	yes

	{Auth-Application-Id}
	Yes

	{CC-Request-Type}
	Yes

	{CC-Request-Number}
	Yes

	[Destination-Host]
	Yes

	[User-Name]
	Yes

	{CC-Subsession-Id}
	Yes

	[Acct-Multi-Session-Id]
	No

	[Origin-State-Id]
	yes

	[Event-Timestamp]
	yes

	[Subscription-Id]
	Yes 

	[Service-Identifier]
	No

	[Termination-Cause]
	No

	
	

	
	

	[Requested-Service-Unit]
	yes 

	
[CC-Time]
	Optional

	
[CC-Money]
	Optional

	

{Unit-Value}
	Optional

	


{Value-Digits}
	Optional

	


[Exponent]
	Optional

	

[Currency-Code]
	Optional

	
[CC-Total-Octets]
	Optional

	
[CC-Input-Octets]
	Optional

	
[CC-Output-Octets]
	Optional

	
[CC-Service-Specific-Units]
	Optional

	
*[AVP]
	Optional

	[Requested-Action]
	yes 

	*[Used-Service-Unit]
	yes 

	
[Tariff-Change-Usage]
	yes

	
[CC-Time]
	yes

	
[CC-Money]
	yes

	

{Unit-Value}
	yes

	


{Value-Digits}
	yes

	


[Exponent]
	yes

	

[Currency-Code]
	yes

	
[CC-Total-Octets]
	yes

	
[CC-Input-Octets]
	yes

	
[CC-Output-Octets]
	yes

	
[CC-Service-Specific-Units]
	yes

	
*[AVP]
	yes

	
	

	
	

	
	

	
	

	
	

	[Multiple-Services-Indicator]
	Yes

	*[Multiple-Services-Credit Control]
	Yes

	
[Granted-Service-Unit]
	No

	
[Requested-Service-Unit]
	Yes

	

[CC-Time]
	Optional

	

[CC-Money]
	Optional

	


{Unit-Value}
	Optional

	



{Value-Digits}
	Optional

	



[Exponent]
	Optional

	


[Currency-Code]
	Optional

	

[CC-Total-Octets]
	Optional

	

[CC-Input-Octets]
	Optional

	

[CC-Output-Octets]
	Optional

	

[CC-Service-Specific-Units]
	Optional

	

*[AVP]
	Optional

	
*[Used-Service-Unit]
	Yes

	

[Tariff-Change-Usage]
	yes

	

[CC-Time]
	yes

	

[CC-Money]
	Optional

	


{Unit-Value}
	Optional

	



{Value-Digits}
	Optional

	



[Exponent]
	Optional

	


[Currency-Code]
	Optional

	

[CC-Total-Octets]
	yes

	

[CC-Input-Octets]
	yes

	

[CC-Output-Octets]
	yes

	

[CC-Service-Specific-Units]
	yes

	

*[AVP]
	yes

	
[Tariff-Change-Usage]
	No

	
*[Service-Identifier]
	Yes

	
[Rating-Group]
	Yes

	
*[G-S-U-Pool-Reference]
	No

	
[Validity-Time]
	No

	
[Result-Code]
	No

	
[Final-Unit-Indication]
	No

	
*[AVP]
	Yes

	*[Service-Parameter-Info]
	Optional 

	
[Service-Parameter-Type]
	Optional

	
[Service-Parameter-Value]
	Optional

	[CC-Correlation-Id]
	No

	[User-Equipment-Info]
	Yes

	
{User-Equipment-Info-Type}
	yes

	
{User-Equipment-Info-Value}
	yes

	
	

	
	

	
	

	
	

	* [Proxy-Info]
	Yes

	* [Route-Record]
	Yes

	*[AVP]
	No

	
	

	3GPP Diameter Credit Control Application AVPs

	Trigger AVP
	Yes

	3GPP Diameter accounting AVPs

	[Event-Type]
	yes

	[Role-of-node]
	yes

	[User-Session-ID]
	yes

	[Calling-Party-Address]
	Yes

	[Called-Party-Address]
	yes

	[Time-stamps]
	Yes

	*[Application-Server]
	No

	
Application Servers Involved
	No

	
Application Provided Called Parties
	No

	*[Application-provided-Called-Party-Address]
	Yes

	*[Inter-Operator-Identifier] 
	yes

	
originating IOI
	yes

	
terminating IOI
	yes

	[IMS-Charging-Identifier]
	Yes

	*[SDP-Session-Description]
	Yes

	*[SDP-Media-Component]
	Yes

	
SIP Request Timestamp
	yes

	
SIP Response Timestamp
	yes

	
SDP Media Components
	yes

	

SDP Media Name
	yes

	

SDP Media Description
	yes

	

GPRS Charging ID
	yes

	
Media Initiator flag
	yes

	
Authorised QoS
	yes

	[GGSN-Address]
	Yes

	[Served-Party-IP-Address]
	No 

	[Authorized QoS]
	No 

	[Server-Capabilities]
	No

	[Trunk-Group-ID]
	No 

	[Bearer-Service]
	No 

	[Service-Id]
	Yes

	[UUS-Data]
	yes

	
Content-Type
	yes

	
Content-Disposition
	yes

	
Content-Length
	yes

	
Originator
	yes

	[Cause]
	Yes


SERVICE-SPECIFIC AVPs SHOULD BE GROUPED AND SPECIFIED IN THE CORRESPONDING MID-TEIR TSs. IF A TRIGGER AVP IS DEEMED NECESSARY FOR FBC, IT SHOULD BE SPECIFIED IN 32.253.
6.3.1.1.2
Credit-Control-Answer Message

Table 6.3 illustrates the basic structure of a Diameter Credit Control Credit-Control-Answer message as used for online charging. This message is always used by the OCS as specified below, independent of the receiving network element and the CCR record type that is being replied to.

Table 6.3: Credit Control Answer (CCA) Message Contents for Online Charging

	

	AVP
	Used in online CCA

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	Diameter Credit Control AVPs

	<Diameter Header: 272, PXY>
	yes

	<Session-Id>
	yes

	{Result-Code}
	yes

	{Origin-Host}
	yes

	{Origin-Realm}
	yes

	{Auth-Application-Id}
	Yes

	{CC-Request-Type}
	Yes

	{CC-Request-Number}
	Yes

	[User-Name]
	Yes

	[CC-Subsession-Id]
	Yes

	[CC-Session Failover]
	No

	[Acct-Multi-Session-Id]
	no

	[Origin-State-Id]
	yes

	[Event-Timestamp]
	yes

	*[Subscription-Id]
	yes

	[Granted-Service-Unit]
	yes

	
[Tariff-Time-Change]
	yes

	
[CC-Time]
	yes

	
[CC-Money]
	yes

	

{Unit-Value}
	yes

	


{Value-Digits}
	yes

	


[Exponent]
	yes

	

[Currency-Code]
	yes

	
[CC-Total-Octets]
	yes

	
[CC-Input-Octets]
	yes

	
[CC-Output-Octets]
	yes

	
[CC-Service-Specific-Units]
	yes

	
*[AVP]
	yes

	
	

	*[Multiple-Services-Credit-Control]
	yes

	
[Granted-Service-Unit]
	Yes

	

[Tariff-Time-Change]
	yes

	

[CC-Time]
	yes

	

[CC-Money]
	yes

	


{Unit-Value}
	yes

	



{Value-Digits}
	yes

	



[Exponent]
	yes

	


[Currency-Code]
	yes

	

[CC-Total-Octets]
	yes

	

[CC-Input-Octets]
	yes

	

[CC-Output-Octets]
	yes

	

[CC-Service-Specific-Units]
	yes

	

*[AVP]
	yes

	
[Requested-Service-Unit]
	No

	
*[Used-Service-Unit]
	No

	
[Tariff-Change-Usage]
	Yes

	
*[Service-Identifier]
	Yes

	
[Rating-Group]
	Yes

	
*[G-S-U-Pool-Reference]
	Yes

	

{G-S-U-Pool-Identifier}
	Yes

	

{CC-Unit-Type}
	Yes

	

{Unit-Value}
	Yes

	[Cost-Information]
	No

	
	

	
	

	
	

	
	

	
	

	[Final-Unit-Indication]
	yes

	
{Final-Unit-Action}
	yes

	
*[Restriction-Filter-Rule]
	yes

	
*[Filter-Id]
	yes

	
[Redirect-Server]
	yes

	[Check-Balance-Result]
	Conditional (for IEC)

	[Credit-Control-Failure-Handling]
	yes

	[Direct-Debiting-Failure-Handling]
	Conditional (for IEC)

	[Validity-Time]
	yes

	*[Redirect-Host]
	No

	[Redirect-Host-Usage]
	No

	[Redirect-Max-Cache-Time]
	No

	*[Proxy-Info]
	Yes

	
{ Proxy-Host }
	Yes

	
{ Proxy-State }
	Yes

	*[Route-Record]
	Yes

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
*[AVP]
	Yes


6.3.1.1.3
Re-Auth-Request Message

Table 6.4 illustrates the basic structure of a Diameter Credit Control Re-Auth-Request message as used for online charging.
Table 6.4: Re-Auth-Request (RAR) Message Contents for Online Charging

Editor's note: To be filled in.
6.3.1.1.4
Re-Auth-Answer Message

Table 6.5 illustrates the basic structure of a Diameter Credit Control Re-Auth-Answer message as used for online charging.
Table 6.5: Re-Auth-Answer (RAA) Message Contents for Online Charging

Editor's note: To be filled in.
6.3.1.1.5
Capabilities-Exchange-Request Message

Table 6.6 illustrates the basic structure of a Diameter Credit Control Capabilities-Exchange-Request message as used for online charging.

Table 6.6: Capabilities-Exchange-Request (CER) Message Contents for Online Charging

Editor's note: To be filled in.
6.3.1.1.6
Capabilities-Exchange-Answer Message

Table 6.7 illustrates the basic structure of a Diameter Credit Control Capabilities-Exchange-Answer message as used for online charging.

Table 6.7: Capabilities-Exchange-Answer (CEA) Message Contents for Online Charging

Editor's note: To be filled in.
6.3.1.1.7
Device-Watchdog-Request Message

Table 6.8 illustrates the basic structure of a Diameter Credit Control Device-Watchdog-Request message as used for online charging.
Table 6.8: Device-Watchdog-Request (DWR) Message Contents for Online Charging

Editor's note: To be filled in.
6.3.1.1.8
Device-Watchdog-Answer Message

Table 6.9 illustrates the basic structure of a Diameter Credit Control Device-Watchdog-Answer message as used for online charging.

Table 6.9: Device-Watchdog-Answer (DWA) Message Contents for Online Charging

Editor's note: To be filled in.
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