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1 Introduction

The Open Systems Architecture was conceived  to allow independent development of applications and services (by for instance VASPs), making use of network functionality through open and standardized interfaces. (API)

Such applications see the network functionality offered to them as a set of Service Capability Features (SCFs) in the OSA API. These SCFs provide access to a standardized set of network capabilities on which the application developers can rely when designing their applications.
In the process of defining these SCFs, some assumptions concerning the need for service and network management related data were made and these have been included in the SCF definitions.

In the same timeframe, SA5 has decided to define a number of IRPs, also making assumptions concerning what management-related data a network operator needs at the NE-OS interfaces.

 Obviously there is a relationship between these two sets of assumptions. Equally obviously there is need to verify that are no significant mismatches.

2 Proposed objectives

To allow, but not force a functional seperation between network operator and VASP

IRPs defined by SA5 should work equally well if OSA is or is not supported in the architecture, this means:

Data needed by the network operator OSs that can only be collected by the service provider (and is not otherwise available to the network operator) in an OSA environment should be included in the API specifications.

If additional data is needed to allow support of the OSA API, this data should be included in the IRP specifications.

An additional IRP between the application- and the network-side Oss (IRP-new) is not excluded, but should not duplicate the data already defined in the OSA API.

3 Proposed working method 

In the VASP to PLMN direction

Identify management-related data in the OSA API. The charging and framework SCFs appear to be the most likely targets.

For all such data, examine its proposed use. Examine whether it needs to be transferred to the OS. Examine whether such transfer is possible/provided in an existing IRP. Resolve conflicts if any, including possible extensions/modifications to existing IRPs

In the PLMN to VASP direction

Identify data specifically needed by and from a service provider in an OSA environment. Verify if this is covered by existing OSA functionality. Resolve conflicts if any, including extensions/modifications to existing SCFs.
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