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# 1 Overall description

3GPP SA5 thanks GSMA OPG for your LS on publication of GSMA OPG and OPAG documents, among which a new version of several documents and a new document for User-Network Interface APIs.

3GPP SA5 has observed that "Management of network slice lifecycle via SouthBound Interface – Operation and Maintenance (SBI-OAM)" has been introduced as a new SouthBound Interface in GSMA PRD OPG.02 Operator Platform Telco Edge Requirements version 4.0 for operation and management.

3GPP SA5 is responsible for the specification of any management services or management functions within 3GPP and there is an ongoing 3GPP SA5 study on network slice capability exposure which allows the network operators to expose operation and management APIs to third party such as Application Provider in GSMA OPG.02.

Since the SBI-OAM is newly introduced in OPG.02 v4.0, 3GPP SA5 assumes that GSMA OPG will continue to enhance the SBI-OAM in later versions of OPG.02 and would like to collaborate with GSMA OPG on such network management capability exposure topic.

# 2 Actions

**To GSMA OPG**

**Action**: 3GPP SA5 kindly requests GSMA OPG to take the above information into consideration and provide feedback if needed.

# 3 Dates of next TSG SA WG 5 meetings

SA5#149 22 - 26 May 2023 Berlin (Germany)

SA5#150 21 - 25 August 2023 Goteborg (Sweden)