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Decision/action requested

Discussion on reference architectures vs clear definition of IOC NetworkSlice.
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Rationale

3.1
Background

SA5 introduced the service-based management architecture (SBMA) to offer the use of the standardized management interfaces by any management system that regards it useful; No matter whether the management function is implemented as part of a network element, element management system, network management, or any other management layer. I.e. the applicability of a specific management service is not defined by specific reference points (“IRP”) anymore, but by the benefits that a standardized interface might offer irrespective of the position of a specifically implemented “box” in a specific tool chain.

The SBMA offers to distribute the functionality of management functions based on the needs of a specific implementation and situation, and to select the interfaces based on the functional split between the management functions in a tool chain. This is in strong contrast to a reference architecture, where the interfaces between the “reference boxes” are defining the level of abstraction and thus the internal functions of any implementation of these “reference boxes”.

As such, a reference architecture like proposed by TR 28.824 is not compatible with the idea of a service based (management) architecture.

In context of network management exposuer it’s worth to discuss the positioning and scope of SA5 with respect to other SDO.

3.2
Observations
It is acknowledged that the freedom of implementation offered by a service-based architecture is causing uncertainty, since the specifications are defining only the interfaces of the management services. This uncertainty is even increased by the availability of other service-based management interfaces offered by other SDO like TMF. 

The corresponding descriptions of the management interfaces, especially these of SA5, are in a very condensed way and do not hint to any guideline or best practice when and how to use a specific MnS, or how a composition of multiple MnS might be used to solve complex problems. In contrast, TMF has an active developer forum to discuss the application of the various services to solve specific problems.

The main cause of uncertainty is the question of which interface to use in which situation, to implement which interface at which management tool, at which layer of the management pyramid (e.g. ITU-T M.3020).

If the interfaces have a well-defined non-overlapping scope, then the definition of a reference architecture does not provide any value since the interfaces by themselves are defining when to use which interface.

In case of overlapping scope of interfaces, a reference architecture prescribes which tools have to use which interfaces. This gives some clarity by the definition of an artificial demarcation between tools belonging to different “interface domains”, like “SA5 domain” vs. “TMF domain”. The drawback of such reference architecture is the fact, that the position of a tool in the architecture defines the interfaces, and as consequence its internal business logic. I.e. interfaces are defining the functional split, but not the functional split defines the interfaces.

However, defining a normative reference architecture does not solve the problem that different standards have overlapping scope, i.e. are targeting similar problems while the definitions of the standards remain unclear, with the consequence, that it remains unclear which interface to use for which purpose.

Initially, SA5 targeted the management of the functional aspects of the network elements and network functions comprising a mobile network, while TMF has the focus on services, products, and customers, and to a certain extent also network elements from IP and transport -clear separation of concerns, no overlap.

With introduction of the object NetworkSlice (including ServiceProfile) and corresponding allocate operations SA5 introduced a concept that lacks clarity, such that it might cause a semantical overlap with the interfaces for services, products, and customers as of TMF. According to our observation several interpretations for the IOC NetworkSlice do exist:

· NetworkSlice represents a “business object”, where each tenant is assigned an individual instance. I.e. one instance of NetworkSlice represents a kind of a contract which is not shared between tenants.

· Problem: So far the interfaces of SA5 have no definition of “tenant” or “customer”. Most probably tools using interfaces of SA5 had no need to know about “tenant” or “customer” so far.

· NetworkSlice represents a kind of collection of “services”, where each ServiceProfile represents a “service”.

· Problem: So far the interfaces of SA5 have no definition of “service”. Most probably the tools using interfaces of SA5 had no need to know about “services” so far. 

· TS 28.530 is not precise since “service” has not been well-defined in context of SA5.

· NetworkSlice represents a “slice”, whatever a slice is.

· Problem: No clear definition.

· NetworkSlice represents one slice in the network defined by one S-NSSAI, while ServiceProfile defines the properties of one (or multiple) PDU session associated to this S-NSSAI.

· Problem: According to TS 23.501 a S-NSSAI is defined in one PLMN only. However, NetworkSlice contains many ServiceProfiles, each containing a list of PLMNinfo, each consisting of S-NSSAI and PLMN-Id. As consequence one instance of NetworkSlice represents multiple slices as of TS 23.501.

The first two interpretations are in overlap with the interfaces of TMF, while the interfaces of SA5 are far from capable to replace the definitions of TMF in the area of service management and customer management.

The fourth interpretation does not overlap with TMF, yet is in conflict with the network as defined by 3GPP TS 23.501.

3.3
Recommendations
3.3.1
More precise definition of IOC NetworkSlice
An updated definition of IOC NetworkSlice in TS 28.541 that maps precisely to network management of a network according to TS 23.501 would lead to an interface that per se defines its scope and obsoletes a normative reference architecture to establish an artificial demarcation:
One instance of the IOC NetworkSlice represents a set of network slices. Each slice in the set of slices is identified according to TS23.501 by S-NSSAI and PLMN-Id as given by the pLMNInfo of the ServiceProfiles contained by the instance of NetworkSlice.

The DataType ServiceProfile represents the definition of PDU session with corresponding QoS flows. This PDU session shall be available in the PLMNs given by PLMNInfo and shall be associated to the slices given by PLMN-Id and S-NSSAI given by PLMNInfo. In any case, one instance of NetworkSlice shall list one S-NSSAI per one PLMN only.

In case the management system manages one PLMN only, all ServiceProfiles contained in one instance of NetworkSlice shall list the same, one PLMNInfo. I.e. all ServiceProfiles contained in one instance of NetworkSlice define PDU sessions that are associated to the same unique combination of PLMN-Id and S-NSSAI. Adding an additional ServiceProfile to an existing NetworkSlice means that the network given by the PLMN-ID shall be able to handle PDU sessions with the requested QoS in context of the given S-NSSAI.

In case the management system manages multiple PLMNs, e.g. the management system manages a shared network, one instance of NetworkSlice might represent slices (S-NSSAI) for each of the managed PLMNs. In case the ServiceProfiles of one instance of NetworkSlice refer to multiple PLMNs, the specified type of PDU sessions shall be available according to PLMNInfo in all listed PLMNs and be associated to the corresponding S-NSSAI. In any case, one instance of NetworkSlice shall list one S-NSSAI per one PLMN only.

3.3.2
Enhance specifications by non-normative descriptions as examples

Although a normative reference architecture is not compatible with SBMA, it is highly recommended to enhance the normative definitions by non-normative descriptions to give examples and best practices on how to apply SA5-defined standards in order to proliferate them to a wide use and to prevent from re-inventing.

To this end the “Study on Enhancement of service-based management architecture” (FS_eSBMA, 910031), “Additional NRM features phase 2” (AdNRM_ph2, 950031), or “Network slice provisioning enhancement” (eNETSLICE_PRO, 940033) might be used to enhance the description of how certain management services might be used in some examples.

E.g.: eNETSLICE_PRO might describe which data (objects and parameters) might be exchanged on the interfaces between the management tools of different layers of an exemplified, realistic tool chain.

4
Detailed proposal

The group is asked to endorse the recommendations in clause 3.3.
