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1
Overall description
SA5 thanks SA6 for the liaison and would like to inform SA6 that SA5 has discussed different types of interface for network slice capability exposure and will define the interface between OSS/SML and OSS/NML. The interface will perform the exposure of:
- create a network slice / network slice subnet,

- retrieve information concerning a network slice / network slice subnet,

- update a network slice / network slice subnet,

- delete a network slice / network slice subnet,

- collect PM and FM date concerning a network slice / network slice subnet;




SA5 is currently discussing network slice management capability exposure, SA6 is same as other consumer of SA5 exposure capability. 
SA5 has specified a use case where a NSC can consume exposed management service from NSP directly via OSS. In such use case, the SA5 management capability can be exposed via MnS producer for external consumer and controlled by SA5 access control mechanism. Whether the MnS producer for external consumer can expose MnS to external customer directly or via an dedicated management function for exposure governance is still under discussion.

In conclusion, SA5 may need to investigate the interface from NSP to NSC based on the use case where exposure happens without going through BSS. SA6 can consider whether the interface mentioned above can meet your requirements.
2
Actions
To 3GPP SA6 

ACTION: 

· Please take the above information into consideration
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Dates of next TSG SA WG 5 meetings
SA5#141e
17 - 26 January 2022
Electronic meeting
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Electronic meeting

