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### 6.1.X Advance testing and monitoring assisted SLS assurance

The goal of this use case is to ensure SLS through advance testing and monitoring using test terminals. Through real-time monitoring the key performance data related to SLS goals, the MnS producer can analyse network fault and performance degradation in time.

Test terminals can be deployed at each test point in the network system to perform test tasks and collect performance data. The MnS producer can configure the test terminals according to the SLS requirements. The MnS producer is aware of the requirements of SLA to be tested, translates E2E SLS goal and configures the threshold(s) of SLA requirements for the test terminals (such as the latency threshold, the throughput threshold, and the jitter threshold). The test terminals continuously monitor the network according to the configured threshold(s) of SLA requirements. When a certain threshold is crossed, an SLS performance alarm is reported. The threshold can be set, modified, deleted, and inquired according to different service status to achieve the effectiveness of monitoring.

MnS producer collects reports from test terminals to perform root cause analysis and find the cause for SLS breach, and propose activities, mitigation or suggestions to solve the problem. The new task can be verified in the network through the simulation test before MnS producer executes the new task to avoid the potential risks in advance.

|  |
| --- |
| In conclusion, the management control loop consists of the steps Monitoring, Analysis, Decision and Execution. When the MnS producer receives SLS goals, "Execution"configures the threshold(s) of SLA requirements for the test terminals. "Monitoring" collects performance alarm reports provided from test terminals. "Analysis" performs root cause analysis and finds the cause for SLS breach. "Decision"decides the potential solutions which are executed through provisioned services by "Execution". "Execution" may also perform reconfiguration of the test terminal threshold to monitor the network. **end of changes** |