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Decision/action requested

The group is asked to discuss and agree on the proposal.
2
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Rationale

In the last meeting, some characteristics, applicability and NRM aspects of assurance policy for assurance closed control loop (ACCL) are discussed [5]. In this contribution the attributes of AssurancePolicy are further discussed based on the progress from the email discussion and rapporteur call 20210422, especially on the following aspects.
In clause 9.3.1.2 in TS 28.311 [3], a generic policy IOC is defined as follows, it could be referenced and redefined for AssurancePolicy for eCOSLA [1, 2], the properties of policyType and policyContent needs to be redefined.
	Attribute name
	Support Qualifier
	isReadble
	isWriteble
	isInvariant
	isNotifyable

	policyId
	M
	T
	F
	T
	T

	policyPriority
	M
	T
	T
	 F
	T

	policyStatus
	M
	T
	T
	 F
	T

	policyType
	M
	T
	T
	 F
	T

	policyContent
	M
	T
	T
	 F
	T


In clause 9.5.1 in TS 28.311 [3], the definitions and legal values are defined in the following table.
	Attribute Name
	Definition
	Legal Values

	policyId
	It identifies the Policy instance (and distinguishes it from all other existing and stopped Policy instances of the PolicyManagementIRP Agent).
	Any identifier. Value type is string.

	policyPriority
	It specifies the priority of Policy
	Its value should be one of the following:

Low,

Medium,

High

	policyStatus
	It specifies the status of Policy. If a policy is activated, and then its status is active. If it is deactivated ,then its status is deactivated
	Its value should be one of the following: 

Activated, 

Deactivated

	policyType
	It identifies a name of one policy type
	Its value is network operator specific. Value type is string.

	policyContent
	It identifies the content of a network policy
	Its value is network operator specific. Value type is string.


In TS 28.556, general NRM of policy management will be defined, the scope covers virtualizeds part and non-virtualizeds part for 5G. For eCOSLA, only the attributes specific to eCOSLA and some attributes that may override the policy IOC in TS 28.556 will be defined.
Proposal 1: It is proposed to introduce AssurancePolicy IOC for ACCL,general attributes should reference to TS 28.556, and eCOSLA specific attributes could be defined in TS 28.536. . 













· 

· 




	
	

	








PolicyContent
According to discussions in [5], some examples of the PolicyContent are described. A common framework could be a general definition of “event”, “condition” and the corresponding “action”. The “action” would be performed by the managedObject of the ACCL. 
The PolicyContent may be defined as the following:
PolicyContent <<dataType>>
	Attribute name
	Support Qualifier
	isReadable
	isWritable
	isInvariant
	isNotifyable

	event
	
	
	
	
	

	condition
	O
	T
	T
	F
	T

	action
	O
	T
	T
	F
	T

	
	
	
	
	
	


An example of assurance policy is ACCL state change, e.g. ACCLpolicy to support for example ACCLstate change triggered by and Event and condition in the network.

	
	
	






	
	

	






	
	
	







Proposal 2: The policyContent could be defined as event, condition and action for some selected scenarios, the property of event, condition and action could be defined as<<dataType>> for now, and the actual definitions could be gradually added or improved with the introduction of new capabilities or use cases.
4
Detailed proposal

In this contribution, the following proposals are made:

Proposal 1: It is proposed to introduce AssurancePolicy IOC for ACCL, , general attributes should reference to TS 28.556, and eCOSLA specific attributes could be defined in TS 28.536. 

Proposal 2: The policyContent could be defined as event, condition and action for some selected scenarios, the property of event condition and action could be defined as <<dataType>> for now, and the actual definitions could be gradually added or improved with the introduction of new capabilities or use cases.
