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[bookmark: _Toc67662269][bookmark: _Toc58512752][bookmark: _Toc51593027][bookmark: _Toc43290117][bookmark: _Toc43213056]4.1.2.3	Class definitions
[bookmark: _Toc67662270][bookmark: _Toc58512753][bookmark: _Toc51593028][bookmark: _Toc43290118][bookmark: _Toc43213057]4.1.2.3.1	AssuranceClosedControlLoop
[bookmark: _Toc43213058]4.1.2.3.1.1	Definition
This IOC class represents the information for controlling and monitoring an assurance closed control loop, an assurance closed control loop monitors and adjusts the resources associated with a NetworkSlice or NetworkSliceSubnet in order to meet the objectives described by one or more assurance goals. It can be name-contained by SubNetwork or ManagedElement.
To express the assurance closed control loop requirements, the MnS consumer needs to request MnS producer to create an AssuranceClosedControlLoop on the MnS producer. The MnS producer may trigger the creation of the AssuranceClosedControlLoop as well, for example, when an instance of NetworkSlice or NetworkSliceSubnet is created, the MnS producer may create an instance of AssuranceClosedControlLoop associated to the instance of NetworkSlice or NetworkSliceSubnet to assure the target described in ServiceProfile or SliceProfile. For ultimate deletion of assurance closed control loop, the MnS consumer needs to request the MnS producer to delete the AssuranceClosedControlLoop to free up resources on the MnS producer. MnS producer also can trigger to delete AssuranceClosedControlLoop to free up resources by itself.
For temporary deactivation of assurance closed control loop, the MnS consumer can manipulate the value of the administrative state attribute to “LOCKED”.  The MnS producer may disable assurance closed control loop as well, for example in confliction situations. This situation is indicated by the MnS producer with setting the operational state attribute to “disabled”. When closed control loop is enabled by the MnS producer the operational state is set again to “enabled”. For activation of assurance closed control loop, the MnS consumer can manipulate the value of the administrative state attribute to “UNLOCKED”.
An AssuranceClosedControlLoop can name-contain multiple instances of AssuranceGoal which represents the assurance goal and corresponding observed or predicted goal fulfilment information (see clause 4.1.2.3.2).
The attribute “controlLoopLifeCyclePhase” is used to The capabilities include:
-	state management of an AssuranceClosedControlLoop
-	to keep track of the lifecycle of an AssuranceClosedControlLoop
A consumer can check the effectiveness of the assuranceClosedControlLoop by consulting the performance measurements [12] and KPI’s [13] associated with the target and comparing values of the targets with the values of the characteristics related attributes reported by the performance assurance service.
[bookmark: _Toc43213059]4.1.2.3.1.2	Attributes
The AssuranceClosedControlLoop IOC includes attributes inherited from Top IOC (defined TS 28.622[5]) and the following attributes:
	Attribute name
	Support Qualifier
	isReadable
	isWritable
	isInvariant
	isNotifyable

	operationalState
	M
	T
	F
	F
	T

	administrativeState
	M
	T
	T
	F
	T

	controlLoopLifeCyclePhase
	M
	T
	T
	F
	T


[bookmark: _Toc43213060]
4.1.2.3.1.3	Constraints
No constraints have been defined for this document. 
[bookmark: _Toc43213061]4.1.2.3.1.4	Notifications
The common notifications defined in clause 4.1.2.5 are valid for this IOC, without exceptions or additions.
[bookmark: _Toc67662271][bookmark: _Toc58512754][bookmark: _Toc51593029][bookmark: _Toc43290119][bookmark: _Toc43213062]4.1.2.3.2	AssuranceGoal
[bookmark: _Toc43213063]4.1.2.3.2.1	Definition
This class represents assurance goal and corresponding observed or predicted goal fulfilment information. 
To 	express a new assurance goal for the assurance closed control loop, the MnS consumer needs to request the MnS producer to create an instance of AssuranceGoal. MnS producer can also trigger the creation of an instance of AssuranceGoal. For example, when a new instance NetworkSLice or NetworkSliceSubnet is created on the MnS producer and the corresponding SLS needs to be assured, a new instance of  AssuranceGoal needs to be created and associated to the new instance NetworkSLice or NetworkSliceSubnet by configuring the attribute “networkSliceRef” or “networkSliceSubnetRef” and corresponding attribute “serviceProfileId” and “sliceProfileId“. 
The attribute “assuranceTargetList” defines a list of assurance targets (the subset of attributes (typically characteristics attributes) from an SLS, i.e. a ServiceProfile or a SliceProfile, that are subject to assurance requirements.) that should be assured by the AssuranceClosedControlLoop. The attribute “assuranceTargetList” is configured by MnS producer based on the specified ServiceProfile or SliceProfile.
To obtain the observed predicted status of the the goal fulfilment information, the MnS consumer can query the attribute “AssuranceGoalStatusObserved” and “AssuranceGoalStatusPredicted”from MnS producer. The attribute “AssuranceGoalStatusObserved” and “AssuranceGoalStatusPredicted” is configured by MnS producer at the end of an observation period. The observation period is assigned by MnS consumer through requsting the MnS producer to set attribute “observationTime”. 
 A single instance of AssuranceGoal represents a list of assurance targets. The assurance goal includes information about the time a goal should be observed and the status of the the goal fulfilment
NOTE: Multiple instances of AssuranceGoal can be created for a single instance of A NetworkSlice or NetworkSliceSubnet can support multiple instances of AssuranceGoal.  
[bookmark: _Toc43213064]4.1.2.3.2.2	Attributes 
The AssuranceGoal IOC includes attributes inherited from Top IOC (defined TS 28.622[5]) and the following attributes:
	Attribute name
	Support Qualifier
	isReadable
	isWritable
	isInvariant
	isNotifyable

	assuranceTargetList
	M
	T
	F
	F
	T

	sliceProfileId
	CM
	T
	T
	F
	T

	serviceProfileId
	CM
	T
	T
	F
	T

	observationTime
	M
	T
	T
	F
	T

	AssuranceGoalStatusObserved
	O
	T
	F
	F
	T

	AssuranceGoalStatusPredicted
	O
	T
	F
	F
	T

	Attributes related to role
	
	
	
	
	

	networkSliceRef
	CM
	T
	T
	F
	T

	networkSliceSubnetRef
	CM
	T
	T
	F
	T


.
[bookmark: _Toc43213065]4.1.2.3.2.3	Attribute constraints
	Name
	Definition

	sliceProfileId
	Condition: the AssuranceGoal applies to a NetworkSliceSubNet

	serviceProfileId
	Condition: the AssuranceGoal applies to a NetworkSlice

	networkSliceSubnetRef
	Condition: the AssuranceGoal applies to a NetworkSliceSubNet

	networkSliceRef
	Condition: the AssuranceGoal applies to a NetworkSlice



[bookmark: _Toc43213066]4.1.2.3.2.4	Notifications
The common notifications defined in subclause 4.1.2.5 are valid for this IOC, without exceptions or additions.
[bookmark: _Toc51593030][bookmark: _Toc43290120][bookmark: _Toc43213067][bookmark: _Toc67662272][bookmark: _Toc58512755]4.1.2.3.3	Void
[bookmark: _Toc51593031][bookmark: _Toc43290121][bookmark: _Toc43213072][bookmark: _Toc67662273][bookmark: _Toc58512756]4.1.2.3.4	Void
[bookmark: _Toc67662274][bookmark: _Toc58512757]4.1.2.3.5	AssuranceTarget <<dataType>>
4.1.2.3.5.1	Definition
This data type represents a single attribute name-value-pair of which one or more are included in an AssuranceGoal. 
4.1.2.3.5.2	Attributes
	Attribute name
	Support Qualifier
	isReadable
	isWritable
	isInvariant
	isNotifyable

	assuranceTargetName
	M
	T
	F
	F
	T

	assuranceTargetValue
	M
	T
	F
	F
	T



4.1.2.3.5.3	Attribute constraints
No constraints have been defined for this document.
4.1.2.3.5.4	Notifications
The common notifications defined in clause 4.1.2.5 are valid for the <<IOC>> using this <<dataType>> as one of its attributes, shall be applicable.




	End of Change




