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1
Decision/action requested

The group is asked to approve the proposal.
2
References

[1]
3GPP TR 28.811 v0.4.0: “Management and orchestration; Network Slice Management Enhancement”

3
Rationale

This contribution adds conclusions and recommendations.

Editor’s notes are removed in the case that the issues are addressed in the conclusions and recommendations.

4
Detailed proposal

This contribution proposes to make the following changes in [1].

	1st change


5.1.2
Identified problems

No technical issues have been identified, but there is no guidance for a NOP on the management capabilities that should be exposed to allow different management levels for a network slice.


	2nd change


5.4.2
Identified problems

When allocating a network slice, it is not possible to specify in ServiceProfile that the network slice should contain EAS and EES, and that the network slice should support a particular edge application service.

NRM for Edge Configuration Server should include S-NSSAI for the edge application service.

	3rd change


8
Conclusions and recommendations

8.1 
Conclusions

The following issues are identified in this study

· Depending on agreements between Network Operators, one Network Operator may expose management capabilities to the other Network Operator. This issue is in the scope of Work Item FS_NSCE.

· The NetworkSlice IOC defined in 28.541 [2] should be updated to support outbound/inbound roaming.

· The Network Resource Model defined in 28.541 [2] should be updated to support granular isolation requirements on the network slice.

· The Network Resource Model defined in 28.541 [2] should be updated to support grouping of network slices with same isolation requirements and security level.

· NRM for Edge Configuration Server should include S-NSSAI for the edge application service. This issue is in the scope of Work Item FS_Eedge_Mgt.
· Pending agreement on S5-213368 The NetworkSlice IOC defined in 28.541 [2] should be updated to support service-level edge protection requirements.

· Pending agreement on S5-213369 The NetworkSlice IOC defined in 28.541 [2] should be updated to support Network Slice Specific Authentication and Authorization (NSSAA) requirements.

· Pending agreement on S5-213428 Use cases and requirements in 28.530 [4] should be updated to add missing descriptions on the interaction between two network operators.
8.2 
Recommendations

The potential requirements in clause 6 are endorsed.

The possible solutions in clause 7 are endorsed.

The improvements to the Network Resource Model (as described in clause 7) are not currently in the scope of any existing Work Item. It is proposed that the scope of existing Work Item adNRM should be extended to add the following issues

· Network slice support for outbound/inbound roaming

· Improved isolation for a network slice

· Grouping of network slices
· Pending agreement on S5-213368 Support for service-level edge protection requirements
· Pending agreement on S5-213369 Support for Network Slice Specific Authentication and Authorization (NSSAA) requirements
Pending agreement on S5-213428 Improvements to use cases and requirements may be considered as part of Work Item TEI17 to clarify the interaction between two network operators.
	End of changes


