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Decision/action requested

The group is asked to discuss and agree on the proposal.
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Rationale

In this contribution, some characteristics, applicability and NRM aspects of assurance policy for assurance closed control loop (ACCL) are discussed.
3.1 Characteristics and NRM aspects of assurance policy
In some scenarios, the MnS consumer may need to configure policies for the management of an ACCL. For example, to set conditions and the corresponding actions for which the ACCL could be expected. 
Assurance goal is modelled as subset of the attributes in ServiceProfile or SliceProfile in TS 28.536 [2]. ACCL MnS producer may provide policy as additional input for imperative goals. Policies may also be configured for constraints or conditions for expected actions of an ACCL. There may be internal policies to implement ACCL which may not need to be standardized. 

There are policies which allow interactions between the ACCL MnS consumer and producer, and policies which are internal implementations of the ACCL MnS producer. Not all of the policy types need to be defined for ACCL and how to define them can be for further study. According to existing use cases and requirements, it may be possible to define serveral policy types for ACCL. Some examples may be like the following:
-
Policy type related to ACCL Goal fulfilment;
-
Policy type related to ACCL governance;

-
Policy type related to ACCL coordination;

-
Policy type related to ACCL operation;
There are some requirements and use cases related to ACCL policies in TS 28.535 [1], as described in the following:

Assuance goal fulfilment:

In clause 6.2
Requirements
REQ-CSA-CON-01 The 3GPP management system shall have the capability to take actions for a set of communication services serving certain group of UEs based on the target SLS.
This requirement could be handled as policies related to ACCL goal fulfilment.
A simple policy content for this type may contain goal fulfilment Condition and goal fulfilment Action, An example could be like the following formula:

Policy 1: if Condition “latency > latency_threshold” then do Action “action_example”;


	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


ACCL governance:

In clause 6.1.7 Trigger based Assurance Closed Control Loop (ACCL) state change
The 3GPP management system shall therefore provide the ability to configure conditions and associate them with the state transition of an ACCL……When the threshold crossing notification is received the MnS producer it executes the associated state transition (enable/disable) of the ACCL.
In clause 6.2
Requirements
REQ-CSA-CON-17 The 3GPP management system shall allow an authorized consumer to set a condition to enable/disable an ACCL.

This use case and requirement could be handled as policy for ACCL governance.
A simple policy content for this type may contain governance Condition and governance Action, An example could be like the following formula:

Policy 2: if Condition “condition input from authorized consumer” then do Action “enable/disable ACCL1”


	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


ACCL coordination:

In clause 6.1.6 Limiting the actions of an assurance closed loop:
There may be cases in which two or more assurance closed loops can execute the same or related set of actions on a managed entity……
The 3GPP management system shall therefore provide the ability to limit action capabilities (possible configurations of an MoI attributes) that an assurance closed loop can take, this can be for example via operational policy configurations.
In clause 6.2
Requirements
REQ-CSA-CON-16 The 3GPP management system shall have the capability to allow its authorized consumer to limit the set of action capabilities executable by an assurance closed loop.

This use case and requirement could be handled as policy for ACCL coordination.
A simple policy content for this type may contain coordination Condition and coordination Action, An example could be like the following formula:

Policy 3: if Condition “a ManagedEntity M has performed action X in 50ms for ACCL1” then do Action “hold execution of action X by ManagedEntity M for ACCL2”


	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


ACCL operation:

In clause 5.1.4 Use case for interaction with core network for service assurance:
REQ-CSA_RR-CON-01 The 3GPP management system shall be able to configure the 5GC functions to make them report of a potential service load increase beyond a certain threshold so that the 3GPP management system can do scaling up of resources in time without impacting the SLA.

This requirement could be handled as policy for ACCL operation.
A simple policy content for this type may contain operation Condition and operation Action, An example could be like the following formula:

Policy 4: if Condition “nfLoad > 90%” then do Action “resource scale up XXX”


	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


These use cases and requirements describe some potential scenarios to set some constraints or conditions which may trigger certain actions that an ACCL should take.  The ACCL MnS consumers could configured such policies for different kinds of ACCL operations. 
Some existing requirements and use cases may be classified into one of the above policy types, or new policy types need to be defined for them. There may be other means of policy type definitions. It could be left for futher study.

The intention to classify different types of conditions and actions according to ACCL scenarios or purposes is mainly for flexibility and future extention.

Observation 1: Only certain types of policy may be related to assurance goal.
In TS 28.311 [3], policy IOC is defined as follows:

	Attribute name
	Support Qualifier
	isReadble
	isWriteble
	isInvariant
	isNotifyable

	policyId
	M
	T
	F
	T
	T

	policyPriority
	M
	T
	T
	 F
	T

	policyStatus
	M
	T
	T
	 F
	T

	policyType
	M
	T
	T
	 F
	T

	policyContent
	M
	T
	T
	 F
	T


In TS 28.311 [3], the attributes are defined as follows:

	Attribute Name
	Definition
	Legal Values

	policyId
	It identifies the Policy instance (and distinguishes it from all other existing and stopped Policy instances of the PolicyManagementIRP Agent).
	Any identifier. Value type is string.

	policyPriority
	It specifies the priority of Policy
	Its value should be one of the following:

Low,

Medium,

High

	policyStatus
	It specifies the status of Policy. If a policy is activated, and then its status is active. If it is deactivated ,then its status is deactivated
	Its value should be one of the following: 

Activated, 

Deactivated

	policyType
	It identifies a name of one policy type
	Its value is network operator specific. Value type is string.

	policyContent
	It identifies the content of a network policy
	Its value is network operator specific. Value type is string.


For ACCL, we may define the AssurancePolicy IOC with reference to the above definitions. For the purpose of flexibility and future extention, it is proposed to define policyContent as IOC.
Proposal 1: It is proposed to introduce AssurancePolicy IOC for ACCL, some of its attributes are policyId <<string>>, policyPriority<<ENUM>>, policyStatus<<ENUM>>, policyType <<ENUM>>, and policyContent<<IOC>>. Additional attributes and allowed values could be FFS currently.
3.2 UML diagram

There may be only some of the policy types related to assurance goal, while other policy types may be irrelevant.
Currently, we may model AssurancePolicy and AssuranceGoal mapping relation as 0..1 to *, as depicted in Figure 1.
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Figure 1: Assurance management NRM fragment
Proposal 2: Modeling AssurancePolicy and AssuranceGoal mapping relation as 0..1 to * until the relations become clearer and adding an Editor’s NOTE to clarify that it will be revisited.
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Detailed proposal

In this contribution, the following observation and proposals are made:

Observation 1: Only certain types of policy may be related to assurance goal.
Proposal 1: It is proposed to introduce AssurancePolicy IOC for ACCL, some of its attributes are policyId <<string>>, policyPriority<<ENUM>>, policyStatus<<ENUM>>, policyType <<ENUM>>, and policyContent<<IOC>>. Additional attributes and allowed values could be FFS currently.
Proposal 2: Modeling AssurancePolicy and AssuranceGoal mapping relation as 0..1 to *  until the relations become clearer and adding an Editor’s NOTE to clarify that it will be revisited.
It is proposed to introduce AssurancePolicy in TS 28.535 [1] and TS 28.536 [2]. Detail proposals are included in the following 2 draftCRs:

S5-212121 Rel-17 Input to draftCR TS 28.536 Add assurance policy for closed control loop

S5-212123 Rel-17 Input to draftCR TS 28.535 Configure policies for closed control loop
