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6.5.1
1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

[1] 
3GPP TR 28.809 “Study on enhancement of management data analytics”.

3
Rationale

This contribution provide solution for the existing use case of “Jitter Analysis”

4
Detailed proposal

6.3.7
Jitter analysis

6.3.7.1
Use case

In addition to E2E latency, some new network services have extra new demands for SLA parameters. In extreme business scenarios such a V2X and telemedicine, network jitter also needs to be satisfied. Jitter assurance with high certainty becomes a new dimension of end-to-end delay-sensitive service quality.
The analysis of jitter does not cover the entire network, but the analysis should consider the whole process of data frame and also the definition of different network layers. It could be impacted by the configuration of clock synchronization, traffic forwarding, bandwidth reservation and latency etc. In some circumstances, it will also be affected by the external environment, which can only be resolved non-automatically.
The performance measurements and measurements related to data forwarding mechanisms can be used by the MDAS producer to generate a jitter analysis report. For example, in some network node, one particular data flow can have bandwidth competition with normal data flow which causes high network jitter. The MDAS will first analyse the bandwidth resource and provide bandwidth reservation modification so that it can satisfy network performance requirement of this particular data flow. Jitter is also related to E2E latency parameter, the jitter analysis will then need to be cross-domain, e.g. RAN domain, core network domain transport network domain. The jitter analysis from the multiple domains may be combined to calculate the end-to-end jitter, which can be checked against end-to-end SLA requirements. The jitter analysis will reference the E2E analysis result to support SLS assurance. In case of excessive end-to-end jitter, the jitter analysis from each domain may be used to identify the likely source of problems.

6.3.7.2
Potential requirements

REQ-JITTER_ASS-CON-1: MDAS producer shall have the capability to provide analytics report describing the jitter problem.

REQ-JITTER_ASS-CON-2: The analytics report describing the jitter problem should include the following information:

-
The identifier of the jitter issue;

-
Indication of jitter issue type;

-
The start time and end time of the jitter issue;

-
The geographical area and location where the jitter issue exists;

-
 Root cause of the jitter issue;

-
The objects affected by the jitter issue;

-
The severity level of the jitter issue;
-      The concrete parameters of jitter value;
-
The recommended actions to solve the jitter issue.

6.3.7.3
Possible Solutions

 The solution requires MDAS producer to collect various data and provide jitter analytics report. To support jitter assurance in order to satisfy the customer’s requirements, the MDAS producer is required to provide the analytics report as defined in 6.3.7.3.5. This procedure may be triggered by the request or periodically

6.3.7.3.1 
Data required

The management data required to analyze the jitter are defined as the following table. 

	Input data
	Data type
	Description

	S-NSSAI
	Service data
	“S-NSSAI” as defined in clause 5.15.2, TS 23.501 [13]. MDAS may derive network topology information according to S-NSSAI

	Performance measurement
	Measurement data
	Packet delay: “packet delay” measurement as defined in clause 5.1.1.1, clause 5.1.3.3, TS 28.552 [8];

Round-trip GTP Data Packet Delay: “Round-trip GTP Data Packet Delay” as defined in clause 5.4.1.9, TS 28.552 [8];

GTP packets delay in UPF: “GTP packets delay in UPF” as defined in clause 5.4.5, TS 28.552 [8];

Round-trip GTP Data Packet Delay on N9 interface: “Round-trip GTP Data Packet Delay on N9 interface” as defined in clause 5.4.4.1, TS 28.552 [8];

Throughput at N3 interface: Upstream/Downstream GTP data throughput at N3 interface, see clause 6.3.4 and clause 6.3.5 of TS 28.554 [7];

End-to-end Latency of 5G Network: “End-to-end Latency of 5G Network” as defined in clause 6.3.1, TS 28.554 [7];

Throughput for network slice instance: Upstream/Downstream throughput for network and Network Slice Instance, see clause 6.3.2 and clause 6.3.3 of TS 28.554 [7];

	QoE Data
	Measurement data
	The details information of QoE data required by this case is FFS.


Note: The above parameters may not be the complete list.
6.3.7.3.2 Analytics report

The jitter analytics report contains the following information

	Jitter Analyics Report
	Attribute Name
	Description

	
	Jitter Identifier
	Identification of the jitter issue.

	
	Jitter Issue Type
	Indication of jitter issue type, e.g.RAN jitter issue, CN jitter issue.

	
	Start Time
	The start time of the jitter issue.

	
	End Time
	The end time of the jitter issue.

	
	Location Information
	The geographical area and location where the jitter issue exists.

	
	Root cause
	Root cause of the jitter issue.

	
	Affected objects
	The MOIs of cells, subnetwork or network slices affected by the jitter

	
	Severity level
	The severity level (e.g., critical, medium, not important) of the jitter issue.

	
	Jitter Value
	The average network latency with delay variation range

	
	Recommended actions
	The recommended actions to solve the jitter issue.


Editor’s Note: Quantification of severity levels is FFS.
