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[bookmark: _Toc19711662][bookmark: _Toc26952447]5.4.11		Exposure of network slice management data for network slice as a service case
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To expose network slice management data to a Communication Service Provider (CSP) consuming Network Slice as a Service (NSaaS) based on mutual agreement (e.g. for providing Communication Service to tenant).
	

	Actors and Roles
	[bookmark: _GoBack]A Communication Service Provider (CSP) provides limited management data to a Communication Service Customer (CSC) (e.g. tenant might take the role of CSC end user)
	

	Telecom resources
	3GPP management system

	

	Assumptions
	Network slice management data of NSI can be exposed to the CSP consuming NSaaS according to the pre-defined agreements. 
	

	Pre-conditions
	1. NSaaS level exposure has been agreed upon and the CSP offering the NSaaS is aware of it.
2. An NSI used for NSaaS is created.
	

	Begins when 
	The CSP consuming NSaaS wants to get the management data of the network slice instance.
	

	Step 1 (M)
	The CSP consuming NSaaS sends requests to the 3GPP management system for the exposure management data of network slice instance.
	

	Step 2 (M)
	The 3GPP management system provides the CSP consuming NSaaS of exposed management data for the NSaaS scenario.
	

	Ends when
	The network slice management data is provided.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The CSP consuming NSaaS is aware of the management data of the network slice instance.
	

	Traceability
	REQ-3GPPMS-CON-27
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