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Document Summary:
This contribution requests the following updates to the 3G Fault Management document:

1. Clarification of state management support.

2. Clarification on the configuration of alarm severities.

3. Clarifications on the mapping of network element state notifications to the Itf-N interface.

4. Changes to the filtering of clearing alarms.
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2. PROPOSALS

This document proposes a number of suggested updates to TS 32.111-1 Fault Management [1].

2.1 State Management

Support for state management is mentioned but not actually provided in the Release 1999 set of documents (see references [1], [2], [3], [5], [6], [7], [9] and [10]). In particular, none of the managed objects in reference [9] have state attributes. While Lucent Technologies strongly agrees that state management needs to be an integral part of any Fault Management solution set, we believe that state management must clearly be labeled as a future capability. 

Lucent Technologies recommends the following statement be added to reference [1] at the end of clause 4.2:
State management is not part of Release 1999, therefore the requirements related to the state management functionality are not valid for Release 1999.

2.2 Configuration Of Alarms

Clause 4.1.8 of reference [1] states the following:

It shall be possible to configure the alarm actions, thresholds and severities by means of commands, according to the following requirements:

· the operator shall be able to configure any threshold that determines the declaration or clearing of a fault. If a series of thresholds are defined to generate alarms of various severities, then for each alarm severity the threshold values shall be configurable individually.

· it shall be possible to modify the severity of alarms defined in the system, e.g. from major to critical. This capability should be implemented on the manager, however, in case it is implemented on the NE, the alarms forwarded by the NE to the OS and the alarms displayed on the local MMI must have the same severity.

The NE shall confirm such alarm configuration commands and shall notify the results to the requesting system operator.

Support for the severity configuration of alarms is mentioned but not actually provided in the Release 1999 set of documents (in particular, reference [2]). Alarm Severity Assignment Profile [18] or analogous functionality is not defined. While Lucent Technologies strongly agrees that severity configuration of alarms needs to be an integral part of any Fault Management solution set, we believe that severity configuration of alarms must clearly be labeled as a future capability.

Lucent Technologies recommends the following statement be added to reference [1] at the end of clause 4.1.8:

The configuration of alarm severities is not part of Release 1999, therefore the requirements related to the configuration of alarm severities functionality are not valid for Release 1999.

2.3 State Mapping

Clause 5.2.1 of reference [1] states the following:

If a mediation application function is needed, it works according to the following principles:

· Every alarm notification generated by a functional object in a subordinate entity is mapped to an alarm report of the corresponding ("equivalent") functional object at the Itf-N. If the functional object generating the original alarm notification has not a direct corresponding object at the Itf-N, the mediation functions maps the alarm to the next superior functional object in accordance with the containment tree of the Itf-N.

· Every state change notification generated by a functional object in a subordinate entity is mapped to a state change report of the corresponding ("equivalent") functional object at the Itf-N. If the functional object generating the original state change notification has not a direct corresponding object at the Itf-N, the mediation functions maps the alarm to the next superior functional object in accordance with the containment tree of the Itf‑N.

State changes are coarse-grained operations; they refer to a specific resource. When moving from a coarse-grained model to a more fine-grained model, it is not true that all state changes will be directly identified by a specific object.

As an example, let’s take the easiest case: a very coarse-grained network element to EM interface (where all network element sub-components are modeled by objects) and a very fine-grained Itf-N interface (with a single object representing the network element). It is clear that the disabling of any network element sub-component (shown via a sub-component operational state change notification from the network element to the EM) may not cause the network element to be considered as “disabled” (shown via a network element operational state change notification via the Itf-N interface). The failure of a single network element component does not imply the failure of the network element. However, the state change mapping principle stated above would have the reporting of the network element as “disabled” to an NM if any sub-component was changed to disabled. Similarly, the network element would be reported as “enabled” if any sub-component was changed to enabled.

The Itf-N information model can only report on abstractions supported in its information model. If the aim of the Itf-N information model is to reduce the types of objects made visible through the interface, then some information should not be reported. Using the above example, the single object representing the network element could report that at least one sub-component is now disabled, but it can’t report which sub-component unless that information is available in the Itf-N information model.

Lucent Technologies recommends that the state change mapping bullet in clause 5.2.1 of reference [1] be changed as follows:

· State change notifications generated by a functional object in a subordinate entity will be reported if there is a direct corresponding object at the Itf-N supporting the same state. If the same state is not supported, then the state change notification will not be reported.

If the functional object generating the original state change notification has not a direct corresponding object at the Itf-N, then the mediation functions need to evaluate the state change in accordance with the next superior functional object in the containment tree of the Itf‑N. For the state change to be reported, the same state must be supported and the state change must reflect a state change in the next superior functional object.
2.4 Clear Alarm Suppression

Clause 4.1.4 of reference [1] states the following:

The system operator shall be able to allow or suppress alarm reporting for each NE. As a minimum, the following criteria shall be supported for alarm filtering:

· the NE that generated the alarm, i.e. all alarm messages for that NE will be suppressed;

· the device/resource/function to which the alarm relates;

· the severity of the alarm, except "clear". Suppression of alarm clear messages shall be determined according to the following stipulations:

· if the initial alarm was not suppressed, then the alarm cleared message shall also be forwarded;

· if the initial alarm was suppressed, then the criteria set for alarm suppression at the time the cleared message occurs shall be taken into account;

· the time at which the alarm was detected, i.e. the alarm time; and,

· any combination of the above criteria.
Maintaining the alarm filtering criteria associated with each alarm can be expensive, especially when each managing system has different alarm filtering criteria. It is made even more difficult when considering alarms may be discovered via network element alarm synchronization (as an example, alarms arriving during failures of the Itf-N interface) and implicitly cleared via network element alarm synchronization. It may be unclear which alarm filtering criteria to associate with a discovered alarm.

It is recommended that the suppression of alarm clear messages be performed according to the current alarm filtering (i.e., alarm clear messages handled the same as with alarm messages). Differences, due to changes to the alarm filter, can be corrected through the use of alarm synchronization. It is recommended that an alarm synchronization request be performed by a managing system following the changing of an alarm filter.

Lucent Technologies recommends that the bullet list in Clause 4.1.4 of reference [1] be changed as follows:

The system operator shall be able to allow or suppress alarm reporting for each NE. As a minimum, the following criteria shall be supported for alarm filtering:

· the NE that generated the alarm, i.e. all alarm messages for that NE will be suppressed;

· the device/resource/function to which the alarm relates;

· the severity of the alarm;

· the time at which the alarm was detected, i.e. the alarm time; and,

· any combination of the above criteria.
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