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6.1
This document includes OAM tdocs sequence, grouping proposal.
1. SA5#129 OAM Sessions email approval detailed principles:
a) Grouping of the tdocs according to the following principles for each OAM agenda item:

· Combine all the editorial tdocs for email approval in one email approval 
· Combine the related stage 2 and stage 3 tdocs in one email approval
· Combine the technical related tdocs in one email approval
· A coordinator of the email approval is nominated in THIS document. The responsibility of the coordinator is described in the e-meeting process slides. The author of a tdocs shall not start individual email approval if the tdoc is already included in a tdoc group.
b) For the tdocs which do not have related tdocs, the author of the tdoc is the coordinator of the email approval. The single tdoc will go for email approval independently following the process as described in the e-meeting process slides. 
2. The responsible Chair/VC as moderator for each agenda item in email approval:
· Thomas Tovinger: 
· 6.3
MAINT

· 6.4.1
QOED

· 6.4.4
5G_SLICE_ePA

· 6.4.5
5GMSD

· 6.4.6
eNRM

· 6.4.11
5G_SLICE_ePA-KPI

· 6.4.12
SON_5G

· 6.4.13
MEMTANE

· 6.4.15
5GMDT

· 6.6.2
FS_OAM_NPN

· 6.6.3
FS_5GSAT_MO
· Zou Lan: 

· 6.2
New OAM&P Work Item proposals

· 6.4.2
EE_5G

· 6.4.3
IDMS_MN

· 6.4.8
ONAP3GPP

· 6.4.9
COSLA
· 6.4.10 OAM_RTT
· 6.4.14
MA5SLA

· 6.4.16
5GMNC

· 6.6.4
FS_eMDAS

· 6.6.5
FS_ANL
3. Time plan / agenda for the conference calls: (the time plan update will be captured in OAM_Chairnotes_Thomas)
4. Summary of postponed tdocs: 

	S5-201395
	Rel-16 CR 28.622 Add missing supported notifications of MeasurementReader, MeasurementControl and ThresholdMonitor (late)
	Nokia, Nokia Shanghai Bell
	Olaf Pollakowski
	　
	　
	Rel-16
	28.622
	16.2.0
	eNRM

	S5-201402
	TD Definition of SystemDN (late)
	Nokia, Nokia Shanghai Bell
	Olaf Pollakowski
	　
	　
	Rel-16
	　
	　
	REST_SS


5. Summary of postponed incoming LSs:
	S5-201163
	Reply LS to SA5 on QoE Measurement Collection
	R2-1916328
	Mirko Cano Soveri

	S5-201172
	LS to SA5 on Reply on QoE Measurement Collection
	S4-200241
	Mirko Cano Soveri

	S5-201167
	Reply LS to SA5 on energy efficiency
	R3-197745
	Mirko Cano Soveri

	S5-201164
	LS to SA5 on EN-DC related MDT configuration details
	R2-1916579
	Mirko Cano Soveri

	S5-201165
	LS to SA5 on trace related configurations for NR MDT

	R2-1916598
	Mirko Cano Soveri


	6
	OAM&P 
	
	


6. Start of OAM tdoc sequence
	6.2
	New OAM&P Work Item proposals 
	
	16 total tdocs/ 12 email threads (3 groups+9 tdocs)


	TDoc
	Title
	Source
	Contact
	Abstract
	Release 


New WID GROUP #1 (S5-201152/S5-201153/S5-201196): Management of MEC (3) 

Coordinator: Samsung (Deepanshu Gautam)
	S5-201152
	New WID on management aspects for Edge Applications enablement
CONF CALL 0224:

S: LCM of EAS in scope of SA5? 

N: reuse the existing management mechanism for the MEC node as much as possible, e.g. NRM etc..
I: objective first bullet mechanism? Didn’t take into account of deployment scenario in Samsung WID.
E: LCM of MEC is in SA5 scope. Need to study again on what to be done. Relation with SA6 new architecture.
DT: email comments
HW: application layer, relation with SA6 need to be clarified. 
Issues to be offline:

1. Differences between two WIDs (Samsung - SA6& SA2 relation, Intel- SA5 & SA6). 
2. Relation with SA6

3. Start from WID or study

	Samsung R&D Institute UK
	Deepanshu Gautam
	　
	Rel-17

	S5-201153
	DP for new WID on management aspects for Edge Applications enablement
	Samsung R&D Institute UK
	Deepanshu Gautam
	DP for new WID on management aspects for Edge Applications enablement
	Rel-17

	S5-201196
	New WID on management aspects of edge computing
E: Need to study again on what to be done.
	Intel Corporation (UK) Ltd
	Joey Chou
	　
	Rel-17


Note: The following tables are illustration to capture the notes for the tdocs discussion every day. 

Comments summary for New WID GROUP #1 (24 Feb):
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Huawei
	Clarification needed(S5-201152)

Changes recommended(S5-201196)
	Comment for S5-201152:

1. Why performance assurance and fault supervision for EES, EDNCS are objectives, but not for EAS if in justification text all are described as NFs? The objective implies that existing NSI provisioning service cannot support EAS that is described as one of the new NF. Is this correct assumption? What is the reference for such assumption? LS from SA6 talks about application layer scope and only about EAS LCM, not about other mentioned NFs in the WID proposal (i.e. EES and EDNCS). So, is the WID proposal align with referenced SA6 work (clarified in the received LS from SA6)? 

2. The problem is not in the missed entity and whether it should be in SA5 LCM scope or not. In the LS, it is clearly stated that EAS, and we can assume also EES and EDNCS, are entities in the application layer, outside of 3GPP network. See below the figure from SA6 3GPP web page. It is unclear also what those EDGE-N interfaces are but less relevant.
3. Agree with E/// on starting with the study.


Comment for S5-201196:
Too high level objectives. Please add more details in objectives. The referenced finished edge computing study in justification has nothing to do with SA6 and the planned normative work, so is should be removed. Is the WID proposal align with referenced SA6 work (clarified in the received LS from SA6)?



	2
	Telecom Italia
	
	Comment for S5-201152:

1. 23.758, clause 4.12, states that for EAS, PM and FM are not in scope as, instead, are for EES and EDNCS
2. According to 23.758, clause 4.12, it seems that EAS shall be managed just in term of instantiation, termination, scaling. Aren’t this action in MANO scope? So my question is: is EAS management in SA5 scope?
Comment for S5-201153:

Comment for S5-201196:





	3
	Nokia
	
	Comment for S5-201152:

We should not be re-inventing the wheel. We should re-use whatever we have defined in SA5 already e.g provisioning etc. We may need to do only NRM.

	4
	E///
	
	Comment for S5-201152:

LCM of EAS is very well in scope of SA5. Also, how 3GPP management system support the edge computing management system need to addressed in SA5. However, because of very poor outcome of the previous SA5 study, we should start with the study again.

Comments for S5-201196

LCM of EAS is very well in scope of SA5. Also, how 3GPP management system support the edge computing management system need to addressed in SA5. However, because of very poor outcome of the previous SA5 study, we should start with the study again.




0226: 
S5-201152 
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	Should be converted to a study 
· as there are several organisations that is working with Edge Computing, we think that a study would be good to see if there are any “holes” in what a 3GPP management system needs to assist an Edge Management system.
· for LCM it needs to be studied how can a NOP set restrictions in which boundaries shall an Edge management system be able to scale (e.g. not at all via an machine to machine interface, or to the limit x, or without any restrictions).
· How the management of edge applications hosted by a data centre for a 3GPP system can be supported by a 3GPP management system (do they need some PM, FM and CM capabilities etc.?). 

	2
	Huawei
	Clarification needed
	Why performance assurance and fault supervision for EES, EDNCS are objectives, but not for EAS if in justification text all are described as NFs?
[DG] I agree, that was a miss. Will fix it in the next revision
[AH] OK.
The objective implies that existing NSI provisioning service cannot support EAS that is described as one of the new NF. Is this correct assumption? What is the reference for such assumption? 
[DG] The related Objective will be deleted in the revision. 
[AH] OK.
LS from SA6 talks about application layer scope and only about EAS LCM, not about other mentioned NFs in the WID proposal (i.e. EES and EDNCS). So, is the WID proposal align with referenced SA6 work (clarified in the received LS from SA6)?
[DG] The LS talk only about EAS because that was the focus of the discussion (S6-200305) in SA6 that resulted in the LS. However, I believe the management of EES and EDNCS are also very well in scope of SA5. Do you think otherwise?
[AH] The problem is not in the missed entity and whether it should be in SA5 LCM scope or not. In the LS, it is clearly stated that EAS, and we can assume also EES and EDNCS, are entities in the application layer, outside of 3GPP network. See below the figure from SA6 3GPP web page. It is unclear also what those EDGE-N interfaces are but less relevant.



	3
	Telecom Italia
	
	Telecom Italia supports Ericsson’s proposal to have a SID on SA6 work rather than a WID on this topic.



S5-201153:
	No.
	Company name
	Support to tdocs 
	Comments

	x
	Ericsson
	
	Slide 2: Names of the entities on the Edge side are very confusing, Edge Data Network Configuration Server do not configure anything in the network (it seems), which the Edge Enabler Server do. Is those entities specified by SA6 or ETSI MEC? If it is SA6, can it be asked to rename the entities?
[DG] They all are defined in SA6. The EDNCS has been renamed already to ECS (Edge Configuration Server) in SA6 in 23.558. ECS enable UE to connect to EES (e.g EES’s URI).
[Robert-1: Ok. But the naming is not really according of how SA5 looks upon the world. Do you think it would be productive to propose some changes, so they make sense also from SA5 point of view?]
Slide 6: Is not Fault Supervision and Performance Assurance of EAS, EES and EDNCS management of management? What is meant by Performance Assurances? Is it Performance measurements or really the whole Performance Assurance?
[DG] What i meant was…..we need to define some performance measurements which can be used in coordination with performance (28.550) MnS to assure performance. I’m open for suggestions here.
[Robert: Then I think that it can be clarified that performance measurements for various purposes (e.g. assurance) should be identified. But my first question is not answered.]


S5-201196: 1196 REV1 uploaded, convert the WID to SID.
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	The objective is much bigger than the conclusion of 28.803, why a new study is needed. Even for the parts that have a conclusion, the conclusion is not very clear on the normative work to be done as no recommendations are done. It has severe “holes” e.g. for how an operator can restrict what kind of information an edge management system are allowed to do in the 3GPP management system.
Joey >> I agree that this work is much bigger than what’s been done in 28.803. I will remove the conclusion of 28.803 from the justification. I agree that a study is needed to address the new EC entities and deployment models described in TS 23.558.

	2
	Telefónica
	Yes
	Please, include Telefónica in the list of supporting individual members.

	3
	Samsung
	
	•The objectives seems to imply that current SA5 specification(s) are incapable to handel deployment, provisioning, performnace and fault of 5GC functions and we need to study to see if and how we can do that.

•The Deployment Flavour defined in 23.558 will have no implications for enablement of SA6-defined entities.

	4
	Telecom Italia
	
	happy for having this as a SID so we will understand how EAS is involved.

Concerning the previous comments by Deepanshu, I also agree with him about the management of 5GC function, I don’t see anything new for them.


0227: 1152rev1 uploaded.
0228: 1152rev2 uploaded.
1152rev1:

	No.
	Company name
	Support to tdocs 
	Comments

	1
	MCC
	
	S5-201152rev1  you mention in the justification “SA2 is also running a study on the enhancement needed in 5GC to support edge computing”. Please add this study to the table in clause 2.3 of the WID (“other work items and dependencies”).
Impacting existing TS/TR  this is a study, so this table should be empty (you don’t create CRs in a study).


0229：
S5-201196rev1
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	The study should take into account what has been done in other fora, to see if there are gaps that needs to be filled. 


Comments on S5-201152rev2
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	Why is the sentence about considering ETSI MEC (other for a) removed?

The study should take into account what has been done in other fora, to see if there are gaps that needs to be filled.

[Deepanshu] That's was a mistake (lots of changes over changes) will get that back in next rev.


0301: 1196rev2 uploaded
1196rev1：
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	The study should take into account what has been done in other fora, to see if there are gaps that needs to be filled. 

[Joey] The SID indicates the cooperation with ETSI NFV ISG is needed to address the issues on whether the VNFs located in different providers should be deployed in a NS (Network Service) or two separate NSs. Currently, we do not see the need for the cooperation with ETSI MEC ISG, since EES, EAS, ECS have been defined in SA6. So, 3GPP management system should be able to manage them.

However, since EES, EAS, and ECS, according to the deployment models described in TS 23.558, can be deployed in Application Service Provider, Edge Computing Service Provider, PLMN operators, or even 3rd part service provider, it is necessary for the 3GPP management system to interact with management systems from other service providers. I revised S5-201196rev1 to include some potential scenarios related to the deployment scenario that need to be studied in the justification. S5-201196rev2 has been uploaded to the draft folder.


0303:

1152rev4 uploaded.
	1
	Ericsson
	
	Ericsson supports teh study. 


1196rev2:

	No.
	Company name
	Support to tdocs 
	Comments

	1
	Huawei
	
	However, more text in TS 23.558 can be seen that EAS is treated as AF as following:
1. Clause 6.3.6, TS 23.588: shown, that EAS can be deployed in EC or cloud, this is a server function of the application.

Edge Application Server (EAS) is the application server resident in the Edge Data Network, performing the server functions. The Application Client connects to the Edge Application Server in order to avail the services of the application with the benefits of Edge Computing.
It is possible that the server functions of an application are available only as Edge Application Server. 
However, if the server functions of the application are available as both, Edge Application Server and an Application Server resident in cloud, it is possible that the functions of the Edge Application Server and the Application Server are not the same.
2. Clause 6.4.8: shown that EAS is treated as trusted AF and access SBI for network capability information.

access to 3GPP Core Network functions and APIs for retrieval of network capability information, e.g. via SCEF and NEF APIs as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3], 3GPP TS 29.522 [4], 3GPP TS 29.122 [5], and with the EAS acting as a trusted AF in 5GC (see 3GPP TS 23.501 [2] clause 5.13).
[Joey] Yes, EAS can be acted as the AF. But, AF is still a 3GPP defined network function.


1196rev3 uploaded
0304:
	1
	DT
	
	generally, I’m fine with this newest revision 5.

Only three minor comments if you should make an additional revisions or a final version.

o
Mechanism(s) to enable and support


Edge computing service provider to deploy and manage EES and ECS.


Edge application provider to deploy and manage EAS. 

Or do you think, there will be only one mechanism to cover these topics? 

•
providing management provisions to create and manage communication service(s) at a particular edge data network.

In addition, when the terms (EES, ECS, EAS, …) first appeared, I would also write out these abbreviations so that outsiders immediately understand what they mean.


New WID GROUP #2 (S5-201171/S5-201173): MEC LS (2) 
Coordinator: Samsung (Deepanshu Gautam)
	S5-201171
	Reply LS to SA5 on Application Architecture for enabling Edge Applications
	S6-200306
	Mirko Cano Soveri
	　
	　

	S5-201173
	Reply LS on Application Architecture for enabling Edge Applications
	Samsung R&D Institute UK
	Deepanshu Gautam
	Reply LS on Application Architecture for enabling Edge Applications
	Rel-17


Comments 0225: 

S5-201171
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	Ericsson support that an answer is to be sent from this meeting.
	

	
	
	
	


S5-201173
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	Can it be included that the architecture that is made has very confusing names from an SA5 point of view: 
· Edge Data Network Configuration Server do not configure anything in the network (it seems)? 
If more clear names can be chosen it would help the understanding of management functionality interactions.
[Deepanshu] You are right on Edge Data Network Configuration Server does not configure anything on the network.

As stated in my previous mail, the Edge Data Network Configuration Server is already renamed to Edge Configuration Server. 

If you think other entities can also use a better name, we can discuss and include that in the LS reply.
[Ericsson]

I am ok with Edge Configuration Server.
But I would expect that the Edge Enabler Server deals with more than just enabling the Edge service in an external network like a 3GPP network. I would guess that it may also handles with FM, PM, CM and other LCM (more than enabling) information exchange with an external network (agreed with the 3GPP operator). Maybe it can be asked if that is the case (and if so to have a more appropriate name).
[Samsung]

EES does not deals with FM, PM, CM and LCM as defined in SA6. Following are the list of exhaustive EES functionalities. As you can see it only deals with enabling Edge services by configuring EEC accordingly (first 2 bullets) and interacting with 5GC NF using CAPAIF. It provide nothing for LCM, FM, PM and CM of EAS. That is what SA6 expect SA5 to deliver on.
1.   Provisioning of configuration information to enable the exchange of Application Data Traffic with the Edge Application Server;

2.   Providing information related to the Edge Application Servers to the Edge Enabler Client; and

3.   Support the functionalities of API invoker and API exposing function as specified in 3GPP TS 23.222 [6].



	
	
	
	


0302:
	2
	TI
	
	hopefully we are not discussing on two different management systems. Isn’t it? In my understanding we are going to study how to manage a new set of SA6 defined NFs INSIDE the 3GPP management System. Isn’t this correct?
Or….are you saying that FM, PC and CM for the EASs shall to be forwarded to some external entity for management purpose?  …..And you are calling this external entity “Edge management system”?
[Deepanshu] I would say “manage a new set of SA6 defined NFs utilizing the 3GPP management System”.

	3
	Intel
	
	This is a good point. Now also it is my view that, with the SA6 solution, all of SA6 defined entities/functions are within 3GPP scope, therefore they needs to be managed by 3GPP (SA5) management solutions. The term “edge management system” that was used in the previous SA5 TR on EC management should not be applicable anymore.
In my mind, one important thing needs to study is that how 3GPP management solution supports the ECSP, ASP and NOP to manage the EC by synergy for various deployment scenarios.




0303：

	1
	Ericsson
	
	I am assuming that the feature to be placed on the edge is not a 3GPP feature, thus it would be managed from a management system outside 3GPP. As an example I would see as an feature to be placed on the “mobile edge” is a Netflix server. And that the programs etc. on that server is managed by a management system that is from Netflix. The NFs that are specified by SA6 could be 3GPP NFs or Netfilix NFs, that is located in the same data centre as the 3GPP NFs. As such the NFs must be recognized and possibly managed by the 3GPP management system (or at least the 3GPP management system must assist the edge management system to manage those NFs).
Am I totally out in the blue?




New WID GROUP #3 (S5-201257/S5-201258): EE (2) 
Coordinator: Orange (Jean Michel Cornily)
	S5-201257
	New SID New areas on EE for 5G networks
CONF CALL 0224:

O: title/output 
I: SID/WID in parallel?

O: SID is for long term topic, for recognized topics in SID could move to WID. 

E: high priority work in SA5. 
E: combine KPI description.
	Orange
	Jean Michel Cornily
	　
	Rel-17

	S5-201258
	New WID Enhancements on EE for 5G networks
CONF CALL 0224:
E: the scope of WID is broad, propose to narrow down the scope. 
HW: elaborate other SDOs.

	Orange
	Jean Michel Cornily
	　
	Rel-17


0224: 
	S5-201257
No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	Previously there was an agreement that measurements and KPIs were made by e.g. ETSI EE. What is the reason for deviating from that now?
[Jean-Michel] From our point of view, there is no progress in ETSI EE on the topics listed in our study item objectives. We think it’s time to start something in 3GPP.
Typo on “the definition of EE KPIs for standardized network slice types (eMBB, URLLC, mIoT, V2X) and, and means to measure them”

 [Jean-Michel] Well spotted, thanks.

There are lot of individual objective items regarding KPI, would you please consider to merge all of these into one KPI related objective item ”?

 [Jean-Michel] Ok.


S5-201258

	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	The objectives are very open. Can it be specified what requirements that are expressed by other working groups that shall be handled?
[Jean-Michel] I think we shall not mention precisely here (in the objectives) which requirements we will address in this work item. One example of such requirements is what RAN3 mentions in their input LS to SA5 (cf. S5-201167), that, in case of geographically distributed gNB-DUs of a given gNB, new measurements would be needed so as to be able to measure the energy efficiency of the gNB. Other requirements may come in the future.
Is a work item needed to handle LSs, is it the needed solutions that the LSs imply that are motivation what to be done? In the latter case, can those requirements for solutions be specified?
[Jean-Michel] As said, the work item objectives include addressing LSs from other WGs and SDOs and ensuring the coordination within 3GPP, but also include the normative work resulting from the work done in the study item. I see the study item as the place where key issues are identified and potential solutions are elaborated. Once a potential solution is deemed mature enough for being normative, it will be moved to this work item.
Why we need a new WI to “address liaisons coming from other 3GPP working groups or from other SDOs “?

[Jean-Michel] As you can see, there are three bullet items in the objectives. This WI aims at:

 a) being the work item where all future LSs related to EE / ES will be treated (coming from RAN, SA2, SA and from ITU-T SG5 / ETSI EE), and

b) being the place where use cases, requirements and solutions, initially studied (as potential) in the study item (cf. SA5-201257), will be addressed in a normative way (if deemed relevant by SA5), i.e. from where CRs will be issued.

	2
	Intel
	
	•address liaisons coming from other 3GPP working groups or from other SDOs, related to energy efficiency / saving, for the purpose of coordination on energy saving;

This seems all cross-group/SDO LSs related to EE are centrally addressed by this work item, but I think this may not always be this case, for example some topics may not be mature enough for the normative work but better fit into the SI and in that case the corresponding LSs may be better addressed also in the SI. So I suggest to reword this item a bit as the following:

•address the cross-WG/SDO issues related to energy efficiency / saving, for the purpose of coordination on energy saving;
having some similar objective in the Study Item would make sense, to cover topics which are not enough mature.


0225: (Rev1 of both S5-201257 and S5-201258 have been put in the ‘Drafts’ folder)
S5-201257 (the new study item proposal):
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	· Typo on “the definition of EE KPIs for standardized network slice types (eMBB, URLLC, mIoT, V2X) and, and means to measure them”
[Jean-Michel] Well spotted, thanks.

· There are lot of individual objective items regarding KPI, would you please consider to merge all of these into one KPI related objective item ”?

[Jean-Michel] Ok.

	2
	Ericsson
	
	Previously there was an agreement that measurements and KPIs were made by e.g. ETSI EE. What is the reason for deviating from that now?

[Jean-Michel] From our point of view, there is no progress in ETSI EE on the topics listed in our study item objectives. We think it’s time to start something in 3GPP.


S5-201258 (the new work item proposal):
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	· Why we need a new WI to “address liaisons coming from other 3GPP working groups or from other SDOs “?
[Jean-Michel] As you can see, there are three bullet items in the objectives. This WI aims at:
a) being the work item where all future LSs related to EE / ES will be treated (coming from RAN, SA2, SA and from ITU-T SG5 / ETSI EE), and

b) being the place where use cases, requirements and solutions, initially studied (as potential) in the study item (cf. SA5-201257), will be addressed in a normative way (if deemed relevant by SA5), i.e. from where CRs will be issued.

	2
	Intel
	
	One comment on the following objective in the WID S5-201258. 
· address liaisons coming from other 3GPP working groups or from other SDOs, related to energy efficiency / saving, for the purpose of coordination on energy saving;
This seems all cross-group/SDO LSs related to EE are centrally addressed by this work item, but I think this may not always be this case, for example some topics may not be mature enough for the normative work but better fit into the SI and in that case the corresponding LSs may be better addressed also in the SI. So I suggest to reword this item a bit as the following:
· address the cross-WG/SDO issues related to energy efficiency / saving, for the purpose of coordination on energy saving;

	3
	Orange
	
	Response to Intel:

I agree that some topics may not be mature enough to be addressed directly within the work item. I can change the wording as you propose.
 
Then having some similar objective in the Study Item would make sense, to cover topics which are not enough mature.
 
What do you think?

	4
	Intel
	
	Response to Orange:

My view is that the WID will address the issues that are mature enough to be normative and the SID will address the (other) issues that are not mature enough yet. 

	5
	Orange
	
	Response to Intel:

I’m in line with this. I will also update the SID objectives accordingly.

	6
	Ericsson
	
	The objectives are very open. Can it be specified what requirements that are expressed by other working groups that shall be handled?

[Jean-Michel] I think we shall not mention precisely here (in the objectives) which requirements we will address in this work item. One example of such requirements is what RAN3 mentions in their input LS to SA5 (cf. S5-201167), that, in case of geographically distributed gNB-DUs of a given gNB, new measurements would be needed so as to be able to measure the energy efficiency of the gNB. Other requirements may come in the future.
Is a work item needed to handle LSs, is it the needed solutions that the LSs imply that are motivation what to be done? In the latter case, can those requirements for solutions be specified?
[Jean-Michel] As said, the work item objectives include addressing LSs from other WGs and SDOs and ensuring the coordination within 3GPP, but also include the normative work resulting from the work done in the study item. I see the study item as the place where key issues are identified and potential solutions are elaborated. Once a potential solution is deemed mature enough for being normative, it will be moved to this work item.


0228: 1257 Rev3/1258Rev3 uploaded
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	Ericsson is a supporting company for both the WID and the SID.

	2
	Intel
	
	Please add Intel as the supporting company of EE WID and SID.

	3
	MCC
	
	S5-201258: I kinda agree with Robert that the objectives are a bit too generic : it sounds like a repository of “all Energy efficiency stuff”, which is fine but it needs some more “meat”. 
[Jean-Michel] It was on purpose. Some objectives in the SID may not be reached at all, meaning that in such a case the objectives of the WI will have to be narrowed down.

What is the difference between this WID and the work done in release 16? 
· Add the release 16 Work Item in the table 2.3 (related WIDs) [Jean-Michel] Done.
· You don’t mention at all the study in tdoc 257 in the justification and objectives, which feeds the normative work. [Jean-Michel] The study is mentioned in ‘Justification’ but not in ‘Objectives’, you’re right. Added.
S5-201257: this SID is related to the work in Release 16 (add it in the table 2.3) [Jean-Michel] Done. and the accompanying normative WID in 258 (add it as well [Jean-Michel] Done). The objectives are better defined than in the normative WID. Maybe you could these bullet points to the WID as normative work coming from the study on the same points? [Jean-Michel] Done, for those which, I think, have a better to be reached.



0302: 1257 rev4/1258 rev4 uploaded with new template.
The following tdocs will be treated as individual CR email approval.
SON for 5G (1) 
	S5-201195
	New WID on Self-Organizing Networks (SON) for 5G networks
CONF CALL 0224:

E: the scope is too broad.


	Intel Corporation (UK) Ltd
	Joey Chou
	　
	Rel-17


Comment summary for S5-201195 (24 Feb.):
	Company name
	Support to tdoc 
	Comments

	Huawei
	
	1.R16 SON: let’s try to finalize PCI/MRO/RACH/ANR/PnP. In R17, we could start with MLB/CCO/PnP continuation. Please also note Rel-17 is not long release. 

2.As SON also uses loops, the relation between SON and COSLA should also be clarified. For example, does SON use the same loop concept of COSLA? What will be the major focus difference between SON and COSLA?  I think maybe we could use a concrete example (e.g. coverage issue?) to clarify the relation between SON/COSLA/MDAS/CS management, I think they are trying to address different aspects, but the boundary is not very clear at the moment.



	Company-B
	
	Comments:

1. …

2. …


0226:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	Object.
	Ericsson is listed as a supported company without even being asked.
It is better to have more specific WIs and not continue to have a general WI about whole SON.
The border between SON and assurance and analytics functions is not so clear.


0228: 1195rev1 uploaded
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	· It seems you have not used the latest WID template – e.g. the “Potential target Release” clause is missing.

· In clause 2.3, isn’t it better to refer to the ongoing Rel-16 normative work item as most relevant input, instead of the earlier study that preceded that WI (or both)?

· Similarly in Justification, I think you also need a summary of what has been done in the Rel-16 WI, not only the last paragraph that “This work item will continue the 5G SON works that have not been addressed or addressed but not completed in the Rel. 16 SON_5G work item”.



	2
	Huawei
	
	1. “Centralized Capacity and Coverage Optimization” , “C-SON Load Balancing Optimization”, maybe it’s better to align the description.
2. For the slicing related “NSI resource allocation optimization”” Automatic NSI creation”” Cross-slice network resource optimization” work, maybe we could clarify with the existing slicing SID and COSLA in today’s call. I think yesterday COSLA also talked about NSI/NSSI optimization/assurance.
3. For the “Multi-aspect / multi-domain resource optimization” work, maybe we could clarify with the existing MDAS SID in today’s call.


	3
	Orange
	
	Please add Orange to the list of supporting companies.


	4
	MCC
	
	My comments are in line with Thomas’ and in addition:

· Please refer as well to the previous WID in Release 16 in the table 2.3.

· You cannot name the WID “SON_5G” since there is a WID already with that name in Release 16. You need to distinguish Release 16 work from Release 17 work.

· I suggest “Enhancements of Self-Organizing Networks (SON) for 5G networks”

· eSON_5G as a WID code


0301: 1195rev2 uploaded.
0302:

S5-201195Rev2
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	Object.
	Removing the text about the need for clarifying relations and coordination do not mean that those needs disappear. They still exist! So I repeat my previous comment: 

SA5 definitely need to work on SON in Rel-17, but this proposed WI should be split in more specific WI(s) and studies . 


0303: 1195rev3 uploaded
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Intel
	
	I narrow the scope to cover only 4 SON functions:

-
Self-establishment of 3GPP NF, including automated software management, Automatic Network Configuration Data Handling, 

-
Centralized Capacity and Coverage Optimization

-
Load Balancing Optimization

-
NSI resource allocation optimization 

They have all been studies in TR 28.816.

It is also aligned with Zoulan’s comment that Rel. 17 SON_5G is a short release.. 


Management of CS (1)
	S5-201245
	New WID on management aspect of Communication Services
CONF CALL 0224:

E: many other SDOs are working on this area, it would be better to check the status with study. 

S: the uc in 28.805 
DT: support WID. Email comments.

N: what’s the concrete implementable deliverables? NRM or PM? New management service? Or reuse of existing provisioning MnS?
DT: use one model or several models. 

	Samsung R&D Institute UK
	Deepanshu Gautam
	New WID on management aspect of Communication Services
	Rel-17


0224:
	No.
	Company name
	Support to tdoc 
	Comments

	1
	Huawei
	
	1. Need clarification on the scope of this WI, is it focusing on CS management or it also covers the NSI management?
2. For the exposing CSI capability to verticals, could you please provide an example on what kind of information will be exposed?

3. What’s your view on the relation between this WID and COSLA?

	2
	E///
	
	We should start with the study.

	3.
	Nokia
	
	1.We should be clear on what exactly will be the deliverable e.g NRM. We may not need a new MnS for CS.



	4.
	DT
	
	We need to go up the network nodes. We need to decide whether we have one model fit for all or we have different model for upper layer CSI.


0225:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	This work item should be converted to a study because: 
· The TR 28.805 did not recommend that the proposed normative work should be started. Further studies were recommended. 
· What was learned from the study in SA5 was that there is no clear definition about what is communication service and what is not. The TR contains a very loose definition of Communication Service
· There are many organisations that have made work in the proposed area, e.g.: TMF, MEF, ITU-T and BBF.
This WI overlaps with COSLA, which it should not do.
Example of work done in other fora:
Layer 1 Connectivity Service Model: https://datatracker.ietf.org/doc/draft-ietf-ccamp-l1csm-yang/
Layer 2 Service Model: https://datatracker.ietf.org/doc/rfc8466/
L3VPN Service Delivery: https://datatracker.ietf.org/doc/rfc8299/
Information Model for Abstraction and Control of TE Networks (ACTN): https://datatracker.ietf.org/doc/rfc8454/
MEF 69,  Subscriber IP Service Definitions: http://www.mef.net/resources/technical-specifications/download?id=126&fileid=file1
MEF 72, Network Resource Model Subscriber Layer 1: https://www.mef.net/resources/technical-specifications/download?id=121&fileid=file1 
MEF 6.3, Subscriber Ethernet Services Definitions: https://www.mef.net/resources/technical-specifications/download?id=127&fileid=file1
MEF 55, Lifecycle Service Orchestration (LSO): Reference Architecture and Framework: http://www.mef.net/resources/technical-specifications/download?id=44&fileid=file1
BBF TR-348: Hybrid Access Broadband Network Architecture https://1ukcym66nom10cmylunctf84-wpengine.netdna-ssl.com/wp-content/uploads/2018/10/TR-348.pdf
BBF TR-383 Amendment 1: Common YANG Modules for Access Networks https://1ukcym66nom10cmylunctf84-wpengine.netdna-ssl.com/wp-content/uploads/2018/10/TR-383_Amendment-1.pdf
TM Forum OpenAPIs: https://www.tmforum.org/open-apis/
ITU-T SG13 Cloud Computing-Functional architecture for cloud service brokerage: https://www.itu.int/ITU-T/workprog/wp_item.aspx?isn=15186 


	2
	Huawei
	Need clarification
	1. Need clarification on the scope of this WI, is it focusing on CS management or it also covers the NSI management?
[DG] Referring to Conclusion and recommendations in 28.805. “Lifecycle management of communication services” which include all the use cases mentioned in 5.2 are in scope of this WID.
2. For the exposing CSI capability to verticals, could you please provide an example on what kind of information will be exposed? 
[DG] It is about exposing management capabilities to the verticals including ability to limit or allow the traffic originated from certain end users, the ability to limit or allow traffic related to specific applications by applying priority, policy changes configuration setting which are related to session admission control.
3. What’s your view on the relation between this WID and COSLA?
[DG] As depicted in the justification. The “SLS Assurance” from 28.805 is taken-up by COSLA. This is handling CS LCM.

	3
	Intel
	Need clarification
	1. The concept and communication service is very general and broad, and there are various kinds of communication services and there are also different business models and deployment scenarios for the communication services. Some scenarios may need 3GPP management solutions, and some may not need. So we need to make it clear that what kinds of communication services, and what kinds of deployment scenarios are covered by this work item.

	4
	China Mobile
	Need clarification
	Same comment with Intel. 

5G communication services are of various type and not limited to Network slice. Other services like qos or DNN may have different lifecycle management methods. There’s same issue considering exposure management.


0226:

	Company name
	Support to tdoc 
	Comments

	Huawei
	Need clarification
	4. Need clarification on the scope of this WI, is it focusing on CS management or it also covers the NSI management?
[DG] Referring to Conclusion and recommendations in 28.805. “Lifecycle management of communication services” which include all the use cases mentioned in 5.2 are in scope of this WID.
5. For the exposing CSI capability to verticals, could you please provide an example on what kind of information will be exposed? 
[DG] It is about exposing management capabilities to the verticals including ability to limit or allow the traffic originated from certain end users, the ability to limit or allow traffic related to specific applications by applying priority, policy changes configuration setting which are related to session admission control.
6. What’s your view on the relation between this WID and COSLA?
[DG] As depicted in the justification. The “SLS Assurance” from 28.805 is taken-up by COSLA. This is handling CS LCM.

	Intel
	Need clarification
	1. The concept and communication service is very general and broad, and there are various kinds of communication services and there are also different business models and deployment scenarios for the communication services. Some scenarios may need 3GPP management solutions, and some may not need. So we need to make it clear that what kinds of communication services, and what kinds of deployment scenarios are covered by this work item.

	China Mobile
	Need clarification
	Same comment with Intel. 

5G communication services are of various type and not limited to Network slice. Other services like qos or DNN may have different lifecycle management methods. There’s same issue considering exposure management.


0227: 
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Samsung
	
	1245rev1 uploaded. I tried to address all the comments received. However, as I mentioned before, I’m unable to agree with starting with the Study again as it doesn’t seems to be a productive way of working to me.


0228: rev2 uploaded
	No.
	Company name
	Support to tdocs 
	Comments

	1
	MCC
	
	“…The study will consider to re-use existing…”  This is not a study. It should be something like “the Work Item…”
The specifications in clause 5 need a Rapporteur. If it’s yourself add your name in the “remarks” of the table.




0229: 
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	To be converted to a study
	CSI is an entity belongs to (or at least interface) BSS. As there are many organisations that has done work on this level, Ericson think that it should be  studied what have been done by these organisations that is relevant to the CSI. Overlap or conflicting solution etc. should be avoided.Ericsson would support such a study.


0302:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	MCC
	
	The template used in S5-201245 is wrong. Please use the latest WID template available in the Templates folder for this meeting.


	2
	Samsung
	
	1245rev3 uploaded.


0303:
	Company name
	Support to tdoc 
	Comments

	Huawei
	To be converted to a study
	The study should focus on the interaction between CSP and CSC, identify the available mechanism in the industry which could be reused for the CSI management purpose. 

NSI management should not be in the scope of this study.

Huawei would also like to support such a study.


Management of NPN (1) 
	S5-201267
	New WI on management of non-public networks
CONF CALL 0224:

E: need to check the supporting company. 


	Huawei
	Kai Zhang
	　
	Rel-16


0225:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	Ericsson object to be listed in the table for supporting companies without being asked.
[Kai] Thanks for your comments. I have made S5-201267rev1 and uploaded it into the ‘Drafts’ folder for your review.
For clause 9 Supporting Individual Members, in previous starting version, I copied the supporting members from old NPN SID,  and yellow color highlighted some of them for asking their new position on the new WID. Now I only list supporting members for the WID from this rev1 version.


0226: 1267Rev1 uploaded
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Telefonica
	
	· Clause 4 -> we’d like to see ·an objective related to the “definition of a formal model for roles in NPN scenarios”. 
· Clause 9 -> please modify Telefonica name. It’s “Telefónica S.A.”.  

[Kai] Thanks for your comments. I have made S5-201267rev1 and uploaded it into the ‘Drafts’ folder for your review.


	2
	Orange
	
	we’d like 5G ACIA NPN deployment scenarios also be included in the objectives since we think that they correspond to concrete use cases to be shortly supported by NPN Service Providers.
[Huawei]

5G ACIA NPN deployment scenarios are always in the scope of NPN SID and WID. ;-) You can find that in the NPN TR we already have a ref as “[4]     5G-ACIA White paper, 5G Non-Public Networks for Industrial Scenarios, July 31, 2019.”.
I can make it more clear (list 5G ACIA in WID object clearly) as

This work item will need to take SA1 requirements into account, coordinate with SA2/ RAN3 with solutions and may need to cooperate with relevant standard groups and industry fora (such as 5G ACIA) when needed.



0228: 1267Rev2 uploaded
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Orange
	
	I still think that it’s a weak commitment to say this:

“This work item will need to take SA1 requirements into account, coordinate with SA2/ RAN3 with solutions and may need to cooperate with relevant standard groups and industry fora (such as 5G ACIA) when needed.“.

To me, ‘…may need to cooperate …’ does not mean ‘take 5G ACIA deployment scenarios into account’. Would that be acceptable for you to add this?
[Huawei] Ok, let me add this:
This work item will need to take 5G ACIA deployment scenarios and SA1 requirements into account, coordinate with SA2/ RAN3 with solutions and may need to cooperate with relevant standard groups and industry fora when needed.

[Orange] Very good


0229：
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	What is the intention of what should be specified in the new TS 28.YYY Management of non-public networks?
[Zhangkai] For the content of new 28.YYY Management of non-public networks, I think we can put the concepts/use cases/requirements/solutions specific to mgmt. of NPN in it, for other changes directly related to NRM/MnS/Performance, the impacted existing specs need also change. In short, just in a similar way like what we have done for energy efficiency (see TS 28.310).


0302:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	Do I understand you that you want to put stage 1, 2 and 3 in 28.YYY?

If so can you please clarify what kind of requirement, use cases, concepts and solutions is going into which specification?
[Zhangkai] Not so much in 28.YYY, I think only stage 1 and 2 content in 28.YYY, for the other stage 2 and stage 3 content which needs concrete MnS/NRM attributes/PM changes, other related common MnS/NRM/PM specs (28.531/533/28.541/552/554) would need to be changed – see the Impacted existing TS/TR table. Hope it is clear now.

	2
	MCC
	
	Just a small comment. The study item in clause 2.2 is not a parent WID, given that this is a feature. 
So you can move 

830024
Study on non-public networks management

To the table in clause 2.3.




0303:
1267rev4 uploaded.
Intent driven management (1) 
	S5-201305
	Revised WID on Intent driven management service for mobile networks
CONF CALL 0224:

E: combine the SID/WID. Align the intent concept with ZSM. Need to continue the study. 
S: do not like intent_NOP only.
N: need more study, not ready move to normative work.
	Huawei Device Co., Ltd
	Lan Zou
	　
	Rel-16


0225:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	Ericsson does not agree to reduce the scope to NOP.  One of the key driver for Intent driven management is to reduce the integration complexity. I do not understand how it is achieved for NOP use cases only.  NOP use cases are already common use cases that each operator has an established process for that. 

Further I do not believe that introducing intent driven actions and objects, on the level it is described in the study, helps operators to reduce the complexity and how a normative work can be started.  For instance if you take 6.4.2 in the study, how can we introduce a normative work reducing complexity of re-homing in a multivendor scenario.

ZL: My understanding is reduce the complexity is mainly to reduce the integration complexity between operators and vendors. In a area based case, if there are multiple nodes are deployed as cluster, it should be possible for operator to indicate re-home intent within the cluster.
If we consider the other CR about recommendation and conclusions together with this new WI, last  conclusion in CR 201282:

· More typical scenarios, management requirements and solutions for intent driven management which can reduce the integration complexity for intent_CSP and intent_CSC are to be further studied.
My interpretation is that you want to conclude the study with a smaller scope and revise the WI to fit the study. Ericsson does not support this. We proposed to categorize use cases for deployment and assurance and your answer was that we take this in normative work. Again continue focus on users is not what we prefer. 

ZL: The idea of narrow down the scope is for Rel-17 actually, it doesn’t mean we only focus on intent_NOP. But I am fine to address 3 layers at the same time to align with each other and also keep the full picture of how intent works.
We should either introduce a  proper solution for Intent driven management in SA5 for all levels or do not continue.  We should show how this can reduce the complexity as we claim Intent does. One aspect that we have not yet touched is the relation to 3GPP slice management, e.g. regarding ServiceProfile and SliceProfile and the intent use cases. 

I think aligning the concept and definition with other SDOs are very critical for future work in SA5 or any SDO/project supporting intent driven management. Assume that we had not an aligned view when we started with SON. 

ZL: I think the IDA/IDO approach is general solution with reusing the existing generic CRUD operations. We could continue with more clarification on the relation with slice/SON, and align the concept with other SDO in rel-17.


0226: 1305rev1 uploaded.
Management aspect of 5G SLA (1) 
	S5-201255
	New WID Enhancement on Management Aspects of 5G Service-Level Agreement
CONF CALL 0224:

E: WID is needed for continuing in Rel-17. Support the GST/NEST work in Rel-17, need to transfer Rel-16 work to Rel-17.
S: support multiple services. In Rel-16 we support generic services, not restricting to eMBB etc. 
“-Assurance of SLA and related procedure management” relation with COSLA.

CMCC: do not agree to remove the work in Rel-16. 
Remove the “assurance” related. 
HW: Rel-16 need some SLA work.
TEL: concern on the “assurance” bullet. Support the WID with removing the bullet. 
	China Mobile E-Commerce Co.
	Xiaonan Shi
	　
	Rel-17


	No.
	Company name
	Support to tdocs 
	Comments

	1
	Samsung
	
	I would suggest to remove “Assurance of SLA and related procedure management.” As this WID should not deals with SLS assurance

I do not agree with the statement that with the work done till now we can only support eMBB and uRLLC services.


0228：1255rev1 uploaded
	No.
	Company name
	Support to tdocs 
	Comments

	1
	MCC
	
	You need to add the work done in Release 16 (MA5SLA) in the table in 2.3 (“other related work items and dependence”).

In the objectives you mention “Continue this efforts on cooperation with GSMA and 3GPP SA1 to update potential SLA requirements” but then in clause 8 (“ aspects that involve other WGs”) you don’t mention SA1, so you should add them if you intend to cooperate with them.


Closed loop SLS assurance (1) 
	S5-201352
	New WID on Enhanced Closed loop SLS assurance
CONF CALL 0224:
S: relation between enhanced COSLA/ COSLA/ eMDAS? Overlap with MDAS.
E: COSLA is close control loop. MDAS is broader. 
I: COSLA/MDAS has different objectives. COSLA is one case of MDAS. COSLA can utilize MDAS in the loop. 
N: narrow down the scope of this WID, include the openAPI. 
	Ericsson LM
	Jan Groenendijk
	　
	　


0225:

	No
	Company name
	Support to tdoc 
	Comments

	1
	Intel
	
	Email rewording comments on use of ML models

	2
	Huawei
	
	1. The objective is general, we should focus the close-loop assurance on dedicate scenarios/use cases. The cases should be listed in the WID. For example, so far in MDAS we are categorizing the analysis discussion according to capacity/resource/SLS assurance/fault management/mobility management/Energy efficiency etc. As we discussed yesterday, it seems there is some link between MDAS and COSLA. It would be better to clarify, either COSLA shares the same MDAS use case but provide solution with close-loop approach, or they are addressing totally different use cases. 

2. For different use cases, the COSLA solution (e.g. the location of loops, coordination between loops etc.) may be different. So it’ntents also needed to differentiate. 

3. Our opinion is COSLA could share some of the MDAS use cases, capture cases which are mature enough in MDAS and take care of the work item level cooperation discussion with SA2 or other groups. 

	3
	Samsung
	
	· Samsung would like to have this WID providing clear distinctions between MDAS.

· ML models are not defined in SA5. We cannot manage the lifecycle of something we do not know.

· “describe how a deployment model can be used for closed loops”, please elaborate on deployment model being referred here. Rational doesn’t provide enough information on the same.


0301:
	1
	Intel
	
	•
Can you clarify what the highlighted text means? Is the closed loop management service defines the algorithm to automatically adjusts and optimizes the services provided by NG-RAN and 5GC? How is it related to SON?
[Jan] In my understanding there is no direct relation between closed loop management service specified by COSLA WI and SON. If I understand SON, then SON configuration actions apply to all sessions handled by a SON function while in COSLA, analytics are used to create insights (based on UE sessions) which may trigger actions towards NG-RAN and 5GC. 
The closed loop assurance solution allows a service provider to create a closed loop management service that automatically adjusts and optimizes the services provided by NG-RAN and 5GC based on the various performance management and QoE input data, and the state of the 5G network, using data analytics.

•
Please describe its relation with Rel. 16 COSLA.  .
[Jan] See response on first bullet, If you have a different view can you elaborate on how the SON WI relates to the COSLA WI?  



0302:
	1
	MCC
	
	A couple of small comments from my side:
· Please remove all guideline text coming from the template.

· Clause 8: aspects that involve other groups. This clause is about whether there are other 3GPP WGs with whom we need to collaborate to get the results.

· So who is involved in “Measurements, potential actions, policy configuration and intent to 5GC and RAN”? (e.g. RAN2? CT1?)
“enCOSLA” is not an acronym of “Closed loop SLS Assurance” 😊
So I guess you want to name this WID “Enhancements of Closed loop SLS Assurance”? 

You should also expand the acronym for SLS. What does it mean?



	2
	Ericsson
	
	Reply to Samsung
The bullits are addressed in the updated version (rev2) of the WID. For bullit 3 the explanation is as follows:  In  closed loops the MDAS provides the analytics services, the deployment of MDAF(s) is described in the WID as “there is a choice whether there should be one MDAF only or several MDAFs for individual management contexts, such as per domain. In case of one MDAF only, questions like complexity and impact on possibilities for deployment flexibility arise.” 


0303: 

	1
	Huawei
	
	As I commented yesterday, the objectives need to be updated. Please find my updated rev4 in draft folder. 

The main modification includes:

1.
Update of the objectives.

2.
Update of related WI/SI in 2.3

Please check the modification, thank you! 


5G MDT (1) 
	S5-201372
	New WID on management of MDT enhancement in 5G
CONF CALL 0225:
DT: objective why no reference to RAN3? Should also include ORAN for synchronization. Propose to send LS to ORAN. Synchrozie the description chapter 3 and 4(e.g. RAN3/RAN2/CT etc.)
E: MDT is in the same WI for RAN2/RAN3. We can send LS to ORAN for which func they can reuse.
HW: clarification on “RAN service-based architecture”.
How to cooperate with RAN3 in Rel-17, same as Rel-16?
E: RAN3 has defined. 

RAN should be same as Rel-16, the cooperation with CT should lead the discussion.

N: Update of generic management service? Should go for 28.622 instead of 28.532.
E: subscription of MDT job. 
N: relation between SA5 work and other groups for the synchronization of release.
I: reword “•Leftover from SA5 WI”, deliverable target date in September?
	Oy LM Ericsson AB
	Zhulia Ayani
	　
	Rel-17


0226: 1372rev1/rev2 uploaded.
0228: NEC provides update in rev3.
	1
	DT, Intel, China Mobile, DT, China Telecommunication
	
	Friday: Rev 3 exists. Comments received from NEC, improving the text, NEC, China Telecom, and DOCOMO are current supporter of this WID
Thursday: Rev2 exists. All comments were from webinar on Tuesday and included in the new revision.
Comments from DT, China Mobile, Intel and some other companies, about adding more information about RAN3, question about duration of activity, LS to O-RAN
No further comments received on rev2. DOCOMO is a supporter.


0229: rev3 uploaded.
0302: rev4 uploaded.
	1
	DT, Intel, China Mobile, DT, China Telecommunication
	
	Monday March2: Rev 4. The only update is adding supporting companies.
Friday: Rev 3 exists. Comments received from NEC, improving the text, NEC, China Telecom, and DOCOMO are current supporter of this WID
Thursday: Rev2 exists. All comments were from webinar on Tuesday and included in the new revision.
Comments from DT, China Mobile, Intel and some other companies, about adding more information about RAN3, question about duration of activity, LS to O-RAN
No further comments received on rev2. DOCOMO is a supporter.


NRM (1) 
	S5-201380
	New WI proposal for REL17 NRM
N: rev1 is uploaded. 
	Nokia, Nokia Shanghai Bell
	Jing Ping
	　
	　


	No.
	Company name
	Support to tdocs 
	Comments

	1
	Huawei
	
	My comments is in your objective:

· Enhance NRM to support NR and 5GC features in Rel-17
· Enhance NRM to support requirements of other SDOs, e.g. support NG RAN and Network Slice modelling for ORAN, ONAP, ETSI, and GSMA, etc.  
The second bullet talked about “Enhance NRM to support requirements of other SDOs”, but in e.g. you said “support NG RAN and Network Slice modelling for ORAN, ONAP, ETSI, and GSMA, etc.”, it’s redundant. I think we should take the requirements from other groups and provide solution in 3GPP. 

Suggest rewording : •      Enhance NR RAN and network slicing models in NRM to support requirements of other SDOs, e.g. support NG RAN and Network Slice modelling for ORAN, ONAP, ETSI, and GSMA, etc.  
Regarding the network slicing model part, I think the 5G SLA also trying to capture some slicing related models/attributes. It would be better to differentiate where to capture the slicing related models. 

[Nokia] For the second bullet, I revised the description based on your suggestion and remove GSMA support from the proposal. 

Regarding the relationship between this WI proposal and 5G SLA WI, my understanding is that the SLA WI will be focused on capturing service level requirement, and “procedures” to map SLA requirements to domain level attributes. In NRM, we will focus on domain level attributes definition,  especially on RAN domain to support slice feature requirements from other 3GPP WGs or SDOs. I think the two WIs are complementary and we should cooperate closely with each other.

	
	Ericsson
	
	The objective is far to open ended, e.g. RAN TBD is not acceptable. 
[Nokia] Added concreted features
Why should GSMA GST/NEST be included when it already have a work item?
[Nokia]Removed as it will be covered by another WI
Ericsson would like that the NRM impact is taken in the work item that requires changes in the NRM TSs. So should not management of Architecture enhancements for the support of Integrated access and backhaul (IAB) (IABARC) be an own work item? Should not ONAP, O-RAN and ZSM have own work items to cover the 3GPP need of supporting them?
[Nokia]We’re now having same practice to support NRM of different features in one WI in a same Release, similar to measurements and KPI. This way is more pragmatic and efficient as the NRM requirements for those features could be trivial and also duplicated with each other.  


0226:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	I very much welcome the clarification on the RAN part and that the GST/NEST is removed in rev1.

When it comes to the point of bundling several features into one NRM WID, my comment is the following:

There are of cause pros and cons for everything. With your approach it is easier to see duplications (exact duplications I do not think is a problem) etc. but it makes dependencies between work items. ONAP, O-RAN and ZSM most probably also needs other things than only changes to the NRM, e.g. measurements. If those measurements are taken in a general PM WID, then it is very hard to understand what the total need is for ONAP, O-RAN and ZSM respectively. 

What would your solution be to have dependencies between work items etc.?

The solution for detecting duplications etc. that I have, is that it will be detected during the meetings due to that SA5 only has one OAM track.


0227:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	I very much welcome the clarification on the RAN part and that the GST/NEST is removed in rev1.

When it comes to the point of bundling several features into one NRM WID, my comment is the following:

There are of cause pros and cons for everything. With your approach it is easier to see duplications (exact duplications I do not think is a problem) etc. but it makes dependencies between work items. ONAP, O-RAN and ZSM most probably also needs other things than only changes to the NRM, e.g. measurements. If those measurements are taken in a general PM WID, then it is very hard to understand what the total need is for ONAP, O-RAN and ZSM respectively. 

What would your solution be to have dependencies between work items etc.?

The solution for detecting duplications etc. that I have, is that it will be detected during the meetings due to that SA5 only has one OAM track.

[Nokia] I agree with you for ONAP, O-RAN or ZSM requirements as a whole, we may need dedicated WI in SA5 to support, e.g. we already have ONAP related WIs in SA5 to support configuration and notification of ONAP. 
But sometimes, they’re just piece of small requirement on modeling here and there and raised time by time (PS: All three organization listed above especially showed interests on 3GPP NRM and they have dedicated modeling sub group, therefore we can only address their NRM concern in this WI without dependency on other aspects ).  This character was obviously reflected on RAN and Core features in the past. E.g. to support beam, RIM, ANR of RAN, SCP, TSC of RAN, etc.  You know there’re tens of Core and RAN features, many features don’t need other changes on OAM but just need to add small sets of configuration attributes like what happened in REL16. Seems it’s unnecessary to create new WI for each feature in SA5 but more practice to create a common NRM feature, which can be continuously improved to adapt the dynamics of RAN and Core change. Also there could be common change on generic NRM which is feature or other WI agnostic.

In addition, we also have some REL16 work in NRM need to be turned over to REL17. E.g. completing RIM related attributes, SBA enhancement, stage 3 enhancement, etc.



	2
	Nokia
	
	1380Rev2 uploaded



0229:

	1
	Ericsson
	
	I understand your point that it can be many WIs, But if a feature needs NRM changes as well as new measurements and KPIs, how will that be held together to a full solution if they need to be implemented in 3 different WI? I see a clear risk in that something will be missed. Therefor I repeat my comment:

Should not each feature have their own WID (or maybe have some smart grouping) so that all management aspects are solved in the same WI?


0302:
	1
	Nokia
	
	I understand your point that it can be many WIs, But if a feature needs NRM changes as well as new measurements and KPIs, how will that be held together to a full solution if they need to be implemented in 3 different WI? I see a clear risk in that something will be missed. Therefor I repeat my comment:
Should not each feature have their own WID (or maybe have some smart grouping) so that all management aspects are solved in the same WI?
[Nokia] I understand your concern about the integrity of a feature. But we did see many features of RAN/5GC only impact NRM part with small and also a bit dynamic changes. In addition, we also have other two objectives of the new NRM as listed in the proposal, hopefully you can agree with the other two justifications. 

	2
	Ericsson
	
	The all objective in the WI proposal is still very open ended: 
· “Enhance NRM to support NR and 5GC features in Rel-17 which don’t need dedicated WI in SA5, e.g. Coverage Enhancements, Further Enhancement. MIMO, NR Light, Enhanced Industrial IoT, IABARC, 5G System Enhancement for Advanced Interactive Services, UPF enhancement for control and SBA etc.”
· It still contains O-RAN, ONAP and ETSI ISG NFV, for which need is not known right now. It is very likely that support for new things in O-RAN, ONAP and ETSI ISG NFV need more than just NRM changes.
· Even the last bullet in objective has a non-exhaustive list:
“Continue leftover of Rel16 NRM, e.g. RIM related attributes, SBA and SBA enhancement related attributes, stage 3 enhancement, generic NRM  enhancement”


	 
	MCC
	 
	I have an issue with the WID name. We don’t refer to releases in the name or acronym of the WID. 
My suggestion: “Enhancements on the Network Resource Model (NRM) – Acronym “eNRM”
In the table of 2.3 “related WIDs”, you should write some related WIDs as you mention them already in the Justification: 
· SA2: Architecture enhancements for the support of Integrated access and backhaul (IAB) (IABARC), 5G System Enhancement for Advanced Interactive Services,  Study on UPF enhancement for control and SBA, etc. 

· Add these in the table in 2.3
· RAN:  Coverage Enhancements, Further Enhancement. MIMO, NR Light, Enhanced Industrial IoT, etc. 

· You can also add these in 2.3
The objectives look a bit too generic to me: leftovers of release 16 and features in rel-17 without a WID, can basically mean anything and everything. So this WID will always be successful 😊 
· You should know at this stage what is left from Release 16. Is the third bullet concise enough? Write here all that is left from rel-16.

· How do you know what needs or doesn’t need a WID in Release 17 at this stage? Shouldn’t it be better to put all Release 17 NRM in this WID?

 

	 
	Nokia
	 
	Will revise to address the comments from MCC and Ericsson

 


QoE management (1) 
	S5-201405
	New WID on QoE Measurement Collection in 5G and Signalling Based Activation for UMTS and LTE
E: welcome supporting companies. 
	Ericsson
	Robert Petersen
	　
	　


0228:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	No comments has been given since the 25th of Feb.
No supporting company are announced.


CONF CALL 02 March for the Rel-17 WID/SID status:

1. S5-201405 New WID on QoE Measurement Collection in 5G and Signalling Based Activation for UMTS and LTE Ericsson
Robert Petersen
· Update to resolve the MCC comments. 
2. S5-201372 New WID on management of MDT enhancement in 5G Oy LM Ericsson AB
Zhulia Ayani (rev3)

3. S5-201257 New SID New areas on EE for 5G networks Orange Jean Michel Cornily (rev3)
Orange: Rev4 uploaded to address MCC comments
4. S5-201258 New WID Enhancements on EE for 5G networks Orange Jean Michel Cornily (rev3)
Orange: Rev4 uploaded to address MCC comments
5. S5-201267 New WI on management of non-public networks
Huawei
Kai Zhang (rev3)

HW: The new TS is for stage 1, stage2/3 will be captured in common TSs.
6. S5-201305 Revised WID on Intent driven management service for mobile networks Huawei Device Co., Ltd
Lan Zou (rev1)

7. S5-201380 New WI proposal for REL17 NRM Nokia, Nokia Shanghai Bell
Jing Ping (rev2)
N: remove the example in objective and put them as concrete objectives. 
E: remove the e.g. is ok. 

N: list the concrete work to do with taking comments from E and MCC.
MCC: update the title etc. enhancement of NRM?
8. S5-201152  New WID on management aspects for Edge Applications enablement Samsung R&D Institute UK Deepanshu Gautam
I: what is “edge computing management system”?
S: it’s owned by MNO only, not by 3rd party.

I: no edge computing management system.

S: delete this bullet?
DT: how to “close collaboration with SA2 and SA6”?
S: SA2 is running study, SA6 is running workitem. They may provide requirements to us.
DT: LS may need more time. 
I: don’t need study phase for basic MEC node management. How to cooperate with other organizations is the key study, need to be highlighted.

Need to check SA2 TR 23.748 on what to support from the management aspect. 
O: why need two studies with similar topics?
MCC: need to consider merge 1152 and 1196.
TI: change name “edge computing management system”, 
9. S5-201196 New WID on management aspects of edge computing Intel Corporation (UK) Ltd Joey Chou
S: “by taking into account the various deployment scenarios as described in TS 23.558” doesn’t contain deployment
Why “5GC function?
I: UPF/EAS need to be considered for support MEC.
C: continue offline , consider merge of 1152 and 1196.
10. S5-201245 New WID on management aspect of Communication Services Samsung R&D Institute UK Deepanshu Gautam
S: start from the existing study and start work item. 
E: many work has been done by other organization. 

It’s important to check the status of other groups and see whether there is overlap. Need to be studied. 

S: is the COSLA same interface? 
E: COSLA is function for NOP, interface CSP-NOP? This WI is interface CSP-CSC.

11. S5-201255 New WID Enhancement on Management Aspects of 5G Service-Level Agreement  China Mobile E-Commerce Co.
Xiaonan Shi (rev2)
Another rev3 will be made to address MCC comments. 
12. S5-201352 New WID on Enhanced Closed loop SLS assurance Ericsson LM
Jan Groenendijk
HW: whether use case will share the same UC as MDAS? 

E: COSLA will take output from MDAS. 
NEC: 2.3 should put MDAS in the related work item?

HW: clarify on the bullet 3. Consider to remove some objectives.
E: data from PM/MDT etc. need to put coordination around these data. The request could be synchronized. 

O: “including AI (Artificial Intelligence) and ML (Machine Learning)”, ML is part of AI. Put AI/ML
I: too many objectives. objective 6?
What has been achieved in r16, what to be done in r17?

How to divide the work between SON and COSLA? 
E: clarify what is the overlap? 
I: trigger actions to RAN/CN, what’s the relation between COSLA trigger function and SON trigger function? 

E: SON func is quite different from COSLA/MDAS. Don’t think there is big overlap. 
DT: update to AI/ML.
There is some overlapping between COSLA and SON. Close loop is used everywhere. Should focus on communication service.

Do not prefer to capture the difference. 
13. S5-201195 New WID on Self-Organizing Networks (SON) for 5G networks Intel Corporation (UK) Ltd Joey Chou
I: “This work may take the works in COSLA and MDAS into consideration”  need to be updated.
E: need more offline. 
	6.4
	
	Rel-16 Operations, Administration, Maintenance and Provisioning (OAM&P)
	
	


	6.4.2
	EE_5G
	Energy Efficiency of 5G 
	Total 10 tdocs/ 4 email threads (2 groups+ 2 tdocs+1 LS (postpone))
	810023


Incoming LS(1)
	S5-201167
	Reply LS to SA5 on energy efficiency
	R3-197745
	Mirko Cano Soveri
	　
	　


Leaders recommendation for (S5-201167): There is no related draft LS reply, we suggest to postpone to SA5#130. 

EE_5G-MDAS-GROUP #1 (S5-201168/S5-201169/S5-201269/S5-201315) analytics support for energy saving (4)
Coordinator: Orange (Jean Michel Cornily)
	TDoc
	Title
	Source
	Contact
	Release
	Spec

	S5-201168
	Reply LS to SA5 on analytics support for energy saving
(reallocate 6.6.4->6.4.2)
	SP-191378
	Mirko Cano Soveri
	　
	　

	S5-201169
	LS ccSA5 on analytics support for energy saving
(reallocate 6.6.4->6.4.2)
	S2-1912770
	Mirko Cano Soveri
	　
	　

	S5-201269
	Reply LS on analytics support for energy saving
CONF CALL 0227: no comments received on 1269Rev3.
	Orange
	Jean Michel Cornily
	Rel-16
	　

	S5-201315
	pCR 28.809 Use case and potential solutions of MDA assisted EE (related to 1169/1168/1269)
	HUAWEI TECHNOLOGIES Co. Ltd., China Telecommunications
	Xiaoqian JIA
	Rel-16
	28.809


0225:
S5-201315:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	In the analytics report one of the items is described as “The geographical area or the cells where the unreasonable energy consumption exists”. How does the MDAS know what the meaning is of unreasonable energy consumption?

	2
	Ericsson
	
	In the analytics report one of the items described is “The root cause of the part of the energy consumption that may be conserved, e.g., ultra-low traffic load area with energy consumption, excessive energy consumption” What is the meaning of the root cause, can you give an example?


0226:
S5-201168:
 
	No.
	Company name
	Support to tdocs 
	Comments

	1
	ORANGE
	 
	Draft LS reply in S5-201269 (under discussion – see below).


 
S5-201169:
 
	No.
	Company name
	Support to tdocs 
	Comments

	1
	 ORANGE
	 
	Proposal is to note it since S5-201169 is to SA, Cc. SA5. No action required from SA5.

SA reply in S5-201168, with action required from SA5 (see above).


 
 
S5-201269:
 
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Huawei
	Support to send LS reply
	1.       Propose to add short summary on the RAN work done in Rel-16.
2.       Maybe we could add some objectives from the Rel-17 WI/SI discussion.

3.       Please find rev1 in inbox for some rewording. 

4.       Also cc this LS reply to RAN3 for information.

ORANGE Reply to Huawei :

Good proposals in your rev1.

I’ve proposed some changes to it into rev2 (uploaded to the Drafts folder). I agree that, in case the Rel-17 work/study item proposals on EE are approved, we could add some of its objectives in this LS reply to SA

HUAWEI Reply to ORANGE:

I am also fine with your modification in rev2.


 
S5-201315:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	 
	In the analytics report one of the items is described as “The geographical area or the cells where the unreasonable energy consumption exists”. How does the MDAS know what the meaning is of unreasonable energy consumption?

Huawei reply to Ericsson:

[jxq]: MDAS is one part of the close loop. The operator can set the criteria for EE MDAS producer as the input, e.g. one specific area with power consumption more than a threshold, the threshold may be dynamic according to the traffic and the time period. Furthermore. If the MDAS is smart enough, it may accumulate the related knowledges based on the EE related measurements and the response data (the update performance measurements after performing the operations of turn on or turn off the managed functions.)

	2
	Ericsson
	 
	In the analytics report one of the items described is “The root cause of the part of the energy consumption that may be conserved, e.g., ultra-low traffic load area with energy consumption, excessive energy consumption” What is the meaning of the root cause, can you give an example?

Huawei reply to Ericsson:

-          [jxq]: The root cause defines the reason why the managed functions should be turned on or turner off. For example, gNBs locates in the industry area where there are almost no users, then the root cause is power-on gNBs with few users. Based on my understanding, MDAS is a service for analysis, it acquires different types of management data in real time and in history. The above information should be included in the analytic report to its consumer (e.g., the decision part of the closed loop) for further operation.


EE_5G -GROUP #2 (S5-201116/S5-201174) ES distributed and centralized solutions (2) 

Coordinator: Orange (Jean Michel Cornily)
	S5-201116
	pCR TS 28.310 Add solution for distributed energy saving management
	Orange
	Jean Michel Cornily
	Rel-16
	28.310

	S5-201174
	pCR TS 28.310 Add solution for centralized energy saving management
	Orange
	Jean Michel Cornily
	Rel-16
	28.310


0226/0227:

S5-201116:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	· 6.2.3.1.3           MnS Component Type B.  Is it Type B or Type C?
ORANGE reply :
 
Type C. Well spotted.
The  “Performance Assurance MnS producer” be added, but it has not be mentioned in solution.
ORANGE reply : 
The  “Performance Assurance MnS producer” is:
# first identified in 6.2.3.1.1
# used in 6.2.3.2.1 (new figure) and 6.2.3.2.2 (new figure).
 
But maybe I don’t get your point? 
[LG]: The entity “Performance Assurance MnS producer” being added in  “Figure 6.2.3.2.1-1: Distributed energy saving activation”, but it not be mentioned in the context in  solution of “Energy saving activation”
Orange reply:

Thanks for your good comments and suggestion. To stay aligned with the existing text, it’s a good suggestion to remove “Performance Assurance MnS producer” from the diagram.
1116rev1 uploaded


The following tdocs will be treated as individual EE email approval.
reactivation requirement (1)
	S5-201131
	pCR TS 28.310 Add requirement on energy saving reactivation
	Nanjing Ericsson Panda Com Ltd
	Gang Li
	Rel-16
	28.310


0224:

	No
	Company name
	Support to tdoc 
	Comments

	1
	Orange
	
	To keep some symmetry with FUN-4 (copied here below for your convenience)
“REQ-ESCOL-FUN-4: The management service producer responsible for energy saving should have the capability allowing its authorized consumer to request the NR capacity booster cell to enter the energy saving mode.”,
 
I would like to propose the following change to FUN-X:
 
REQ-ESCOL-FUN-X: The management service producer responsible for energy saving should have the capability allowing its authorized consumer to re-activate request the NR capacity booster cell to leave the energy saving mode.


0228: rev1 uploaded.
EE presentation sheet (1)
	S5-201339
	Presentation of TS 28.310 for approval to SA#87
	Orange
	Jean Michel Cornily
	Rel-16
	28.310


	6.4.3
	IDMS_MN 
	Intent driven management service for mobile networks 
	2 tdocs/2 email threads
	810027


The following tdocs will be treated as individual IDM email approval.
	S5-201279
	pCR TR 28.812 Rapporteur cleanup
	Huawei Device Co., Ltd
	Lan Zou
	Rel-16
	28.812


	S5-201282
	pCR TR 28.812 Update Recommendation and Conclusion
	Huawei Device Co., Ltd
	Lan Zou
	Rel-16
	28.812


0225:

	No
	Company name
	Support to tdoc 
	Comments

	1
	Samsung
	
	1. Why the recommendation are to only work on to reduce the complexity of intent_NOP scenario. We do not want to work on intent_CSC/CSP scenarios? We do not like the idea of abandoning Intent-CSC/CSP.
[ZL] The original idea is considering the limited time of Rel-17, we could start work from intent_NOP. There is no intention to abandon Intent-CSC/CSP. It seems it may cause confusion, I revised the tdoc, please check rev1 in inbox.


0226:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	Potential requirements for intent driven MnS. 

o
In the study we have a number of requirements (with the exception of two) that says we need to support a use case. Do you think it is enough?
ZL: Please note the first couple of modification is only to provide a summary on what we did in the TR, it’s not about something to put in workitem. For your comments for the requirements, I think as the output of study maybe it ok. The requirement only shows which scenarios may need to define potential intent during study phase. 

Standard consideration for Intent Driven MnS which include intent driven related operation and/or notification and Intent Expression. One potential solution for intent driven related operations is reusing CRUD operation defined in generic provisioning MnS…..

o
I do not know how we can start a normative work based on what we have in the study but ok.

ZL: my understanding the Intent Driven MnS use very similar methodology as we did now for FMControl/PMControl etc.. For example, we will reuse the CRUD operation and specify related models. Some examples on how to use it have been provided in 6.4.

Analysis on solution (including Intent Driven Object and Intent Driven Action) for some of the identified scenarios as examples….

o
I do not know how it works, for instance if we take re-homing, I still doubt that a NOP with use of these objects (Cell MOI, DN of source RAN Node MOI, DN of destination RAN Node MOI) can manage this use case in a multi-vendor NW in another way that they work today. I still want to see where complexity is reduced and where you push the complexity. And finally if it is worth it.

ZL: The complexity reduced is on the integration interface between operators and providers. The complexity of rehoming function do not disappear. In the area based deployment scenario, it should be possible for operator to provide a intent to the provider and the provider could manage do the rehome within their managed area. 
Further when we come to recommendation and start the normative work:


Roles which are related to the intent driven management

o
I do not see anything about other dimensions that users.

ZL: As we will not close the study in Rel-16, more aspects could be added later with further study in Rel-17. 

Typical scenarios and management requirements for intent driven management which can reduce the management integration complexity for intent_NOP scenario with considering the area-based radio network (i.e. RAN Cluster) deployment.

o
No, not NOP use cases only, most beneficial party for use of intent is in the relationship between the CSC and CSP. Therefore the intent discussion should first take place on the service management layer. 

o
normative work for what specifically? Use cases are still categorized after users.

ZL: Please find my update in rev2. I agree the use case should be described according to deployment, assurance etc. 

Specify the modelling solution including Intent Driven Action and Intent Driven Object for the identified intent scenarios.

o
User dimension is not the most important, what about NW slicing aspects? 

ZL: I think the IDA/IDO concept is not conflicting with NW slicing. They are all following the model driven approach and reuse CRUD operations. But maybe I could make this point clear in the study first. 
Finally thank you for removing the last bullet because I had strong objections to that. I believe Intent should be studied and standardized from an E2E aspect and not for a narrow scope, otherwise it might be risk for defragmentation when you study the whole.

	2
	Samsung
	
	I have problem with the following. Why only intent_NOP is being recommended to work on normative phase?

· Typical scenarios and management requirements for intent driven management which can reduce the management integration complexity for intent_NOP scenario with considering the area-based radio network (i.e. RAN Cluster) deployment.
ZL: Based on the discussion so far, it seems we will not close the study in Rel-16, more aspects could be added later in Rel-17. I hope this is ok. I also updated this sentence in rev2. Please take a look. 


0227: rev2 uploaded.
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	I am ok with your updates. I have one comment , maybe when you wrote:

It’s recommended to consider normative work for the Intent driven management services for mobile networks with considering the following aspects:..

It is written in a way that the intention is to close the study and start the normative work. You have a clear conclusion and a recommendation for normative.

Now when you continue with both the study and WI in parallel, maybe the formulation should show the continuation of the study and WI. What do you think?

	2
	Samsung
	
	I still have problems with the text. Text now seems to suggest the normative work will only consider area-based deployments. I suggest the following: I have learned that recommendations of Study is very important, so please accommodate all.

Typical scenarios and management requirements for intent driven management which can reduce the management integration complexity.


0228: rev4 uploaded.
0229: 

	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	It is clear now.


	6.4.8
	ONAP3GPP
	Integration of ONAP and 3GPP 5G management framework 
	2 tdocs/2 email threads
	830026


The following tdocs will be treated as individual ONAP3GPP email approval.
	S5-201277
	Rel-16 CR TS 28.532 Correction of MnS Stage 3 SSs for integration with ONAP VES
	AT&T, Ericsson, Nokia, Orange
	Jean Michel Cornily
	Rel-16
	28.532


	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	ONAP is revisiting the use of ‘stndDefinedNamespace’

Should we include the following sentence in the CR?

<<- The field ‘stndDefinedNamespace’ field value is set to the value of the 3GPP IS notification parameter ‘notificationType’,

	2
	Huawei
	
	One comment for Annex A.2.0 , there is a statement  ‘The content of the notifications in both cases is the same.”, however, when I check the content of notification in A.2.1 and A.2.2, there are some difference. For example: 

-        Attribute ‘notficationId’ , ’ eventTime’ is missing in A.2.2

-        A.2.1 use attribute ‘uri’, A.2.2 use attribute‘DN’

-        The notification in A.2.1 contain header and body part, while in A.2.2 such information is missing


0226:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	There are some detail comment on this CR.
· Most section numbers in 12.4.2 are wrong.

· A.1.0, A.2.0 and A.5.0: Should use ONAP VES API and not ONAP VES Collector (specific implementation)

· A.1.0 and A.2.0: States OpenAPI and JSON schema are same, but currently they are not, updates needed

· A.5.2: New schema contains several errors, please double check.

· Annex X: Should use ONAP VES API and ONAP VES Collector


0227:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	Notes cannot be removed, they must be voided.

Annex X contains changes on changes. Please make it a single change.

Also in Annex X, bullet list:

“How the other fields of the Common Event Header are populated is not in the scope of the present document. To that purpose, it is recommended to refer to the ONAP-defined VES event specification”  and which one is that? Add the reference.  You cannot” recommend” either since it is an informative annex.
A possible rewording:

“How the other fields of the Common Event Header are populated is not in the scope of the present document. To that purpose, refer to [x].

· A.5.2 still contains “NOTE: this is not part of the present document.” And then you are adding content. Void the NOTE.


0228: 1277rev2 uploaded.
0229:1277rev3 uploaded.
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	       Most section numbers in 12.4.2 are wrong.
[Jean-Michel] well spotted, thanks.

       A.1.0, A.2.0 and A.5.0: Should use ONAP VES API and not ONAP VES Collector (specific implementation)

[Jean-Michel] agreed. Please check the new wording.
       A.1.0 and A.2.0: States OpenAPI and JSON schema are same, but currently they are not, updates needed

[Jean-Michel] It doesn’t say that. It just says: “The content of the notifications in both cases is the same”, which is different. And now, based on Huawei’s comment, the contents have been aligned.
       A.5.2: New schema contains several errors, please double check.

[Jean-Michel] Validated using JSONlint -> ‘valid JSON’. Please check again.

       Annex X: Should use ONAP VES API and ONAP VES Collector

[Jean-Michel] Annex X is informative. I think it’s good to illustrate the concept using the VES Collector.
changes on changes which will have to be removed once we have agreed on the revised content.

	2
	Huawei
	
	Just a minor typo. There is “suport” in section A.1.0. Huawei supports this contribution, and would like to be added as co-sign company.


0301：1277rev4 uploaded.
	S5-201321
	Rel-16 CR TS 28.533 Add the description of methodology for integration of ONAP VES Collector and 3GPP MnS
	Huawei
	Ruiyue Xu
	Rel-16
	28.533


0228: 1321rev2 uploaded
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	· Misleading on the title “description of methodology” since SA5 have individual TS to address methodology
[XuRuiyue] I checked the term “methodology”  is only used in the CR title and rational, I will remove it in the rev1  in order to avoid this confuse.
· We do not think that mention ONAP in the specification is appropriate  . The way we did in S5-201277 that put the integration of ONAP VES in Annex.

[XuRuiyue] Currently Clause 5 capture the description of  interactions with some external groups or SDOs (e.g. NFV MANO, ZSM,NWDAF), so my original idea is that Clause 5 also can capture the information of interaction with ONAP to follow existing pattern. WDYT?
· Use of ONAP VES API should not change 3GPP architecture and thus should not be mentioned here

[XuRuiyue] The proposed content generally described how 3GPP MnS can be consumed by generic 3GPP MnS(s) and ONAP VES Collector(one specific MnS consumer), which I think is one potential deployment scenario for 3GPP MnS. Currently TS 28.533 capture several MnS deployment scenario, so I would like to suggest to capture this deployment scenario in TS 28.533 also.

	2
	MCC
	
	In “In this case, the produced notification conforms to the ONAP-defined VES specification.”  Add a reference to the specification?


	6.4.9
	COSLA
	Closed loop SLS Assurance - 11
	Total 11 tdocs/ 7 email threads (2 groups+3 tdocs+ 2 )
	850026


COSLA-GROUP #1 (S5-201271/S5-201356/S5-201345) ControlLoop  concept (3) 
Coordinator: China Mobile (Xiaonan Shi)
	TDoc
	Title
	Source
	Contact
	Release
	Spec

	S5-201271
	pCR TS 28.535 Add description of communication service assurance in the concept
	China Mobile E-Commerce Co.
	Xiaonan Shi
	Rel-16
	28.535

	S5-201356
	Add text for clause 4.2 Management control loops
	Ericsson LM
	Jan Groenendijk
	Rel-16
	28.535

	S5-201345
	pCR 28.535 Add ManagementControlLoop Definition
	China Mobile E-Commerce Co.
	Xiaonan Shi
	Rel-16
	28.535


0225 CONF CALL:
N: how the concept map to the stage 2 and stage3? Some identifier need to be used for followup?
E: should be addressed in methodology.

HW: clarification on what’s the deliverable in R16 for COSLA? New MnS?
E: exception. New MnS is required.
HW: clarification on “control service”? relation with MnS?
E: service is generic word. 
DT: context of management control loop is communication service? Update to include the relation with CS.
What is “measurement producer” in 4.2.2?
Close control loop? Control service? How many close loops?
“explanations as output”?
HW: why only address CS close loop?
0224:

S5-201356 Add text for clause 4.2 Management control loops
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Huawei
	 Clarification needed
	” Managing closed control loops for CSA includes managing control loops for the individual CSI’s as well as the correlation between the closed control loops of different CSIs.” Does this implies that for CSA concept, the CSIs are managed objects? If yes, is there any plan in Ericsson to introduce in SA5 such (service) modeling as extension to existing NRM or as standalone model? Currently, SA5 scope is network management based on NRM.


0225: 1356Rev1 (merge of S5-201271/S5-201356/S5-201345)

	No.
	Company name
	Support to tdocs 
	Comments

	1
	Huawei
	
	Clause 4.2 –Clause 4.4 

1. Clause 4.2.2, the used term “control services” is not clear, I think it is better to have clear description for the  functionality of the “control service” (e.g. set the goal for the close loop, the interaction between different steps of the close loop)?
2. The concept of control loop assurance and control loop automation is not clear, I think we needs to discuss these two concept first. In my understanding, the control loop assurance can be automated or non-automated (involving human operation in the loop). The open control loop means the non-automated control loop assurance, closed control loop means the automated control loop assurance.

3.Regarding the open control loop and closed control loop, I think it is better to give concrete description of the difference of the control service.

4. Several terms such as human or external system, operator or other system(BSS), human operator/external system(i.e. BSS) are used in the document to describe the same thing, suggest to use term “external system” uniformly.

Annex X

4. Clarify the Annex describe the concept or deployment scenario for the three control loops. 
-In case of concept, suggest to avoid use the term ‘CSMF/NSMF/NSSMF’ and focus on steps and ManagedEntity for the close loop. Also from concept view, I think each close loop should have its own analystic functionality; 

- In case of deployment scenario, I think it is an example. 

5. Needs to discuss the close loop is between two layers or in one layer, according to the figure in 4.2.1.1, the close loop is in one layer because the managedEntity for observation, analytic, decision and execution is CSI. However, in the figure in X.1, the close loop is between two layers., which is not align.




0226: China mobile provide 1356Rev1-cmcc for comments.
0302: Huawei updated rev2 uploaded
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Huawei
	
	let’s discuss based on the this rev sent by xiaonan.
Following are main comments and suggestions:

1) Clause 4.2.1,  I update some description to make it clear, also suggestion to use existing diagram, which is more clear for the interactions between two closed loops.

2) Clause 4.2.2 –Clause 4.2.4, Update some description to make it clear for the understanding of concept of closed loop, open loop and closed loop.

3) Suggest to remove specific CSI closed control loop I description n Clause 4.2.4. I think this clause is used to capture general concept of closed loop control which is not specific for CSI closed control loop.




COSLA-GROUP #2 (S5-201354/S5-201355/S5-201357) ControlLoop  architecture (3)
Coordinator: Ericsson (Jan Groenendijk)
	TDoc
	Title
	Source
	Contact
	Release
	Spec

	S5-201354
	Discussion paper around Closed Loop SLS Assurance architecture

	Ericsson LM
	Jan Groenendijk
	　
	　

	S5-201355
	Add clauses to describe closed control loop interactions
S: remove 5.1.y. do not expect interference between two close loops. 
N: clarify the purpose for the tdoc. Tutorial? How to make compliance? Whether it’s needed for general concept in normative spec?
E: need define related NRM.
HW: need to align the management service approach as 28.533 talks about MnS consumer/producer.
Where the new MnS is introduced for close-loop control?
DT: agree with Olaf. 5.1.y, there will be some interaction. Clarify on the meaning of “call back”.
Relation with other groups. Need to align with ZSM work on close-loop.

Clarify on X.1 management capability inside management function?
HW: not showing CSI as management entity in R16.
E: check the definition of CSI.
	Ericsson LM
	Jan Groenendijk
	Rel-16
	28.533

	S5-201357
	Add control loop text for stage 2
S: whether CSI/NSI/NSSI assurance in the scope of COSLA? Why need placeholder? Need discussion on whether the RAN assurance service would be same as CN service?
N: individual MnS for every single NRM? Not model driven approach. No need to list all the combination of management services. Put it as examples in annex.
E: remove the empty sections/put in annex.  
DT: avoid MnS for each IOC. 4.1.2 what is generic?
Exposure coordination service? KPI?

Assurance root cause analysis? Propose Mitigation? Whether mitigation will resolve the issue? 
HW: introduce 5 new MnS? What’s the relation between Data collection MnS and existing PMControl MnS? Execute Decision service?
E: need more description. 
N: clarify the new services with existing services. 
	Ericsson LM
	Jan Groenendijk
	Rel-16
	28.536


0225：
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Samsung
	
	· S5-201354

1. MADF is “Management Data Analytics Function” instead of “Management Domain Analytics Function”, correct me if I’m wrong

2. Figure 4: The right par of the figure looks clear. But, I do not understand the left part of the figure, what is this hierarchy /stack is implying?

3. The concept of “Loops interfering with each other” need to be discussed more. Why and in what situation multiple communication loops, deployed to work with each other, will contradict. They should not contradict this should be ensured while procisioning.

4. It states “….orchestrating constituent loops in a CSI and across CSI”. Can there be a management loop across CSI? Why? Aren’t we talking about CSI as a single entity whose SLS is being assured?

5. Do we really need different MnS for each step in control loops? Why are we defining MnS for each enabler (step) in a control loop? i.e why seperate MnS for Monitor, RCA, Mitigation and Execute? A viable justification for all these different MnS could be that they can be used independent of each other. So, are we saying RCA will be used without using Monitor? Or Decide Mitigation will be used without propose mitigation? I do not think so. The point is why don’t we just define CSI assurance MnS. Various steps taken inside the CSI assurance MnS should be internal to the MnS.

6. Detailed proposal A: Can we please make-up our mind on whether 5G MnS is based on SBA or not. Why are we now talking about non-SBMA based architecture. We cannot choose between SBMA and non-SBMA as per our convenience. Argument about SA5 still evolving SBMA architecture is moot. Havn’t we defined NSI/NSSI management (Rel-16) based on SBMA? Samsung would be fine with non-SBMA architecture but then it has to be applied to everything in SA5.

7. Detailed proposal B: Why do we have to add anything to 28.533. Control loops are being defined, from the beginning, in 28.535/6. Accepting Loop interference and Call back does not qualify for getting into generic management arc.

· S5-201355

1. As per the comment above for “Detailed proposal B”, why do we have to add anything to 533. 533 supposed to be generic management framework applying to any possible MnS we may decide to work on. Why do we have to add loops into 533? 

2. Section 5.1.Y: The following concepts need more discussion, DP does not provide enough here.

a. Use case for two control loops interacting with each other.

b. Managed Entity participating in different closed control loop need more discussion.

c. Loops interference

d. Call back

· S5-201357

1. Section 4.1.1: same as 5 above for 354

2. Section 4.1.3: Why Analyse and Decide will use file transfer and data streaming service? I think only monitor will use them to collect data from various sources.

3. Section 4.1.4 to 4.1.7: Before adding these clauses. We need to understand how will the CSI assurance depend on NSI/NSSI/RAN/CN assurance management? I would not like to have empty technical sections without any content.



	2
	Huawei
	
	S5-201354:
1. SA5 is asked to endorse the addition of a MnS for deciding on mitigation action and of CSMF as an MnF for hosting said MnS for CSI assurance. How would such MnS be defined and instantiated? Do we expect that CSMF can produce MnS for CSI assurance? 
2. In coordination of data collection and exposure for assurance description, CSI monitoring collects NF data directly, while bypassing the existing management layers. Is our understanding correct? Also, the new proposed MnF type in figure 5 looks like bypassing function/system that has direct access to any management layer data. Is our understanding correct?

3. SA5 is asked to discuss and endorse the proposal to introduce a dedicated MnF and associated MnS to coordinate data collection and exposure to MnS consumers for Assurance.  SA5 specified 5G network management architecture is SBMA so it should not endorse a specific type of MnF. Please clarify.

4. SA5 is asked to endorse the exposure of configuration and topology information to authorized MnS consumers and for this purpose assume the existence of relevant MnF’s and associated MnS’s. Does this mean a close loop dedicated MnS consumer can (directly) impact and control the configuration and see the network topology? 

5. Detailed proposal, bullet A. As this contribution described, the management system implements different layer close loop (e.g. RAN NSSI, Top NSSI, NSI, and proposed new CSI layer), do you mean the CSMF implements the mitigation functionality for all close loops in all layers? I don't think the CSMF can perform mitigation functionality for all layers close loop; Clarify that CSMF provides mitigation MnS access to its authorized consumer or that CSMF consumes the MnS provided by other MnF for performance mitigation decision purpose.

6. Detailed proposal, bullet B. The requirement is too generic, it is not clear of what you want to endorse. Do you mean the MnS for management and control the close loop (e.g. set the goal or policy/guideline for the close loop)? I think you should clearly describe what MnS (including operation and NRM) or MnS capabilities are expected here.

7. Detailed proposal, bullet C. SA5 specified 5G management architecture is SBMA and it cannot define a specific MnF. What’s the difference of MnS for coordination of data collection and exposure with existing performance data report MnS, fault data report MnS or MDAS?

8. Detailed proposal, bullet D. Further discussion needed for such data exposure possibility. This requirement is not clear. In 5G, we already defined the NRM for NF, NSSI and NSI, and different MnS Producer can provide or expose corresponding NF/NSSI/NSI NRM data to its authorized consumer. Why emphasize the similar requirements in close loop and what’s missing in existing NRM for not being able to reuse it for close loop?




0226:
S5-201355:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Telefónica
	
	•Clause 5.1.Y:

o“In any case mechanisms are needed for managing loop interaction that are affected by interference, and means for callback to a consuming loop, in the same layer or a higher layer loop”. This statement needs further elaboration, at least on the “callback” concept. 

oWhat about of the possibility of having the same managed entity participating in two different closed loops? This is a likely scenario, so I suggest mentioning it in the text. 

•Annex X:

oPlease, add MDAF and CSMF in Fig X.1

oDo we have DCED and Orchestration & control defined as MnFs in 3GPP SA5? If so, it means I’m not aware of them, so please point me to the corresponding TS.

	2
	Huawei
	
	1.I think the idea is to put some general concept of close loop in TS 28.533,  however there is some specific close loop for CSI in the contribution (e.g. Clause 5.1.X last two sentence, Annex), I think the specific close loop for CSI is already described in TS 28.535/536, we don’t need such duplicated information in TS 28.533. So I would like to remove description for close loop of CSI and keep in TS 28.535/28.536.

2.Clause 5.1.Y, I think the description for interaction is too general, suggest to have concrete description for the interaction of control loops, which MnS capability you want to introduced for the control of close loop.

3.Figure 5.1.x.1, suggest to change the proposals to analytic report? I think the output of analytic is analytic report which include proposals.


S5-201357
	No.
	Company name
	Support to tdocs 
	Comments

	1

	Huawei

	
	1. Clause 4.1.2  clarify the relation of the proposed generic service with the service defined in TS 28.532?
2. Since this is stage2 proposal, I think first we needs to discuss what’s the close loop control service needs to be defined for this COSLA, e.g. The MnS for control of closed control loop or the MnS for interaction between different step with one closed control loop
3. Regarding the Annex, the term used is confuse, sometime use order care system(BSS),OSS, sometime use service provider, CSMF, MDAF. I would like to align the term used.
4. Regarding the Annex, the first bullet and last bullet is consfuse,  Assume the Service Provider is same as CSMF, do you means the CSMF implement the decision in the impacted NF’s in the RAN and CN and configure the RAN and CN. I think as the CSI close loop described in the TS 28.536, the manaedEntity for CSI close loop is CSI, so I don’t think CSMF can decide and configure the RAN/CN NFs directly


0227：
S5-201354：
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Samsung
	
	1. MADF is “Management Data Analytics Function” instead of “Management Domain Analytics Function”, correct me if I’m wrong
Ericsson: Yes that is Management Data Analytics Function

2. Figure 4: The right par of the figure looks clear. But, I do not understand the left part of the figure, what is this hierarchy /stack is implying?

Ericsson: Right hand side shows managed entities and their connection to each other.

[DG] Can you please name the managed entities.
3. The concept of “Loops interfering with each other” need to be discussed more. Why and in what situation multiple communication loops, deployed to work with each other, will contradict. They should not contradict this should be ensured while procisioning.

Ericsson:  Loops interfere may with other loops in case of resources are shared and in the provisioning step all efforts are made to avoid such interference.

[DG] The concept of interfere need more explanation text. Please provide examples of what kind of loop action can interfere, what could go wrong if they interfere, what can be done to avoid interfere.
4. It states “….orchestrating constituent loops in a CSI and across CSI”. Can there be a management loop across CSI? Why? Aren’t we talking about CSI as a single entity whose SLS is being assured?

Ericsson: There can be multiple CSIs with different SLS.

[DG] Yes, but my question is can there be a loop across CSI? I doubt, it will be a unnecessary complexity. Loops here are meant for SLS assurance of a CSI.
5. Do we really need different MnS for each step in control loops? Why are we defining MnS for each enabler (step) in a control loop? i.e why seperate MnS for Monitor, RCA, Mitigation and Execute? A viable justification for all these different MnS could be that they can be used independent of each other. So, are we saying RCA will be used without using Monitor? Or Decide Mitigation will be used without propose mitigation? I do not think so. The point is why don’t we just define CSI assurance MnS. Various steps taken inside the CSI assurance MnS should be internal to the MnS.

Ericsson: one of the objective in WI is to describe interactions between management services in a control loop.

6. Detailed proposal A: Can we please make-up our mind on whether 5G MnS is based on SBA or not. Why are we now talking about non-SBMA based architecture. We cannot choose between SBMA and non-SBMA as per our convenience. Argument about SA5 still evolving SBMA architecture is moot. Havn’t we defined NSI/NSSI management (Rel-16) based on SBMA? Samsung would be fine with non-SBMA architecture but then it has to be applied to everything in SA5.

Ericsson: In our work we should apply the SBMA as you say.

[DG] I’m sorry I do not understand. Isn’t ‘A’ asking to deviate from SBMA and define CSMF as a MnF exposing said MnS?
7. Detailed proposal B: Why do we have to add anything to 28.533. Control loops are being defined, from the beginning, in 28.535/6. Accepting Loop interference and Call back does not qualify for getting into generic management arc.

Ericsson: The description proposed for 28.533 is on high level, just to shows the concept. It is needed to connect the 28.535/6 to the architecture framework. Loop interference and call back will be described in 28.535/6 during our work.

[DG] OK


	2
	Huawei
	
	1. SA5 is asked to endorse the addition of a MnS for deciding on mitigation action and of CSMF as an MnF for hosting said MnS for CSI assurance. How would such MnS be defined and instantiated? Do we expect that CSMF can produce MnS for CSI assurance? 
Ericsson: We define interfaces not how a particular MnS is composed (I assume that is what you mean by defined) or instantiated.

[Huawei] From rel-15 and onwards, we have SBMA so no interface or MnF is being defined in SA5. We define NRM fragments, operations and data formats.

2. In coordination of data collection and exposure for assurance description, CSI monitoring collects NF data directly, while bypassing the existing management layers. Is our understanding correct? Also, the new proposed MnF type in figure 5 looks like bypassing function/system that has direct access to any management layer data. Is our understanding correct?

Ericsson: It is not the intention to bypass existing management layers, the discussion papers just shows the need for management of data collection and exposure coordination.

[Huawei] OK. The figure 5 does not reflect your clarification and causes confusion.

3. SA5 is asked to discuss and endorse the proposal to introduce a dedicated MnF and associated MnS to coordinate data collection and exposure to MnS consumers for Assurance.  SA5 specified 5G network management architecture is SBMA so it should not endorse a specific type of MnF. Please clarify.

Ericsson: In the normative work we should indeed not specify MnF’s but the management service components, however examples of can be given as informative.

[Huawei] OK.

4. SA5 is asked to endorse the exposure of configuration and topology information to authorized MnS consumers and for this purpose assume the existence of relevant MnF’s and associated MnS’s. Does this mean a close loop dedicated MnS consumer can (directly) impact and control the configuration and see the network topology? 

Ericsson: What do you mean with a close loop dedicated MnS consumer?

[Huawei] From the context of the associated figure and the above exposure requirement, our understanding is that “relevant MnF’s and associated MnS’s” are expected to have access to such information – is that correct? If the answer is positive, we think more discussion is needed for this endorsement.

5. Detailed proposal, bullet A. As this contribution described, the management system implements different layer close loop (e.g. RAN NSSI, Top NSSI, NSI, and proposed new CSI layer), do you mean the CSMF implements the mitigation functionality for all close loops in all layers? I don't think the CSMF can perform mitigation functionality for all layers close loop; Clarify that CSMF provides mitigation MnS access to its authorized consumer or that CSMF consumes the MnS provided by other MnF for performance mitigation decision purpose.

Ericsson: Thanks for this question, you are correct the CSMF is involved in mitigation for communication services, if this mitigation means that other entities are impacted the mitigation is handled by the function responsible for that entity.

[Huawei] OK. In the context of SA5, so far CSMF should only be used as MnF example acting as MnS consumer – anything more (like also acting as MnS producer) needs more time to be discussed. At least, we would like to see the proposal through more examples showing the extended role of CSMF (as example), in the context of SA5 defined close loop solution.

6. Detailed proposal, bullet B. The requirement is too generic, it is not clear of what you want to endorse. Do you mean the MnS for management and control the close loop (e.g. set the goal or policy/guideline for the close loop)? I think you should clearly describe what MnS (including operation and NRM) or MnS capabilities are expected here.

Ericsson:  The discussion paper is to discuss guidelines and principles, for this meeting ericsson submitted contributions to support the proposals in the discussion paper, the details should be discussed with the contributions.

[Huawei] Yes, but in the detailed proposal, Ericsson asked for endorsement of those guidelines and principles – to do that, your detailed proposal bullet B, needs to be further clarified.
7. Detailed proposal, bullet C. SA5 specified 5G management architecture is SBMA and it cannot define a specific MnF. What’s the difference of MnS for coordination of data collection and exposure with existing performance data report MnS, fault data report MnS or MDAS?

Ericsson: In the current specifications assurance data (fault supervision, performance assurance and MDT/Trace) are all specified and can be used, however if multiple consumers require this data at varying times coordination is needed.

[Huawei] OK. Coordination is reasonable requirement in the domain of close loop but not in the context if specific MnF, - we should discuss this in the context of potentially new MnS component.

8. Detailed proposal, bullet D. Further discussion needed for such data exposure possibility. This requirement is not clear. In 5G, we already defined the NRM for NF, NSSI and NSI, and different MnS Producer can provide or expose corresponding NF/NSSI/NSI NRM data to its authorized consumer. Why emphasize the similar requirements in close loop and what’s missing in existing NRM for not being able to reuse it for close loop?

Ericsson: As you point out the mechanisms are same for the different layers, the difference is in the managed entity for which the performance  is “assured” by control loop which potentially requires new classes and attributes in NRM.

[Huawei] OK. If your new managed entity is the CSI, we think more discussion is needed to endorse such direction. Currently, it is unclear in SA5 what CS/CSI actually is, so going further and working on a solutions that uses the concept (CSI as close loop managed entity example), requires much more discussion for us. At least, we would like to see the proposal in the context of/relation with network slice performance assurance.

	3
	Nokia
	
	from a general perspective I question the need for this kind of tutorials in 3GPP specifications, see also my comments on “S5-201314 CR TS 28.533 Add the cooperation with CN and RAN”.
9. When we want to write tutorials, then white papers are an appropriate vehicle but not 3GPP specifications.


S5-201355:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Telefónica
	
	· Clause 5.1.Y:
· “In any case mechanisms are needed for managing loop interaction that are affected by interference, and means for callback to a consuming loop, in the same layer or a higher layer loop”. This statement needs further elaboration, at least on the “callback” concept. 
Jan G:t: comment understood, will elobarate the text in the next rev update especially the “callback” concept 

· What about of the possibility of having the same managed entity participating in two different closed loops? This is a likely scenario, so I suggest mentioning it in the text.
Jan G:: I think your comment makes sense, do you have  concrete example at hand?
· Annex X:

· Please, add MDAF and CSMF in Fig X.1 

Jan G: The 28.533 is normative text we should not specify or name MnF like CSMF in the body of the document. Therefore the examples with names are provided in the informative annex.

· Do we have DCED and Orchestration & control defined as MnFs in 3GPP SA5? If so, it means I’m not aware of them, so please point me to the corresponding TS. 

Jan G: The management function for data collection and exposure coordination is new.



	2
	Samsung
	
	1. As per the comment above for “Detailed proposal B”, why do we have to add anything to 533. 533 supposed to be generic management framework applying to any possible MnS we may decide to work on. Why do we have to add loops into 533? 
Ericsson: we have to add a generic concept about management control loops in the 28.533, to be able to reference to the specifications and to clarify that control loops are part of the architecture framework.

2. Section 5.1.Y: The following concepts need more discussion, DP does not provide enough here.

a. Use case for two control loops interacting with each other.

b. Managed Entity participating in different closed control loop need more discussion.

c. Loops interference

d. Call back

Ericsson: good points, the text in the next revision will be updated to provide more clarifications b, c, and d and I have to follow-up on point a. 



	3
	Huawei
	
	1. I think the idea is to put some general concept of close loop in TS 28.533,  however there is some specific close loop for CSI in the contribution (e.g. Clause 5.1.X last two sentence, Annex), I think the specific close loop for CSI is already described in TS 28.535/536, we don’t need such duplicated information in TS 28.533. So I would like to remove description for close loop of CSI and keep in TS 28.535/28.536.

Ericsson: I agree with you that there should be no mention of communication service in the description. Do you think I could leave the description when I make it more general by removing the CS related text?
2. Clause 5.1.Y, I think the description for interaction is too general, suggest to have concrete description for the interaction of control loops, which MnS capability you want to introduced for the control of close loop.

Ericsson: at this point it is very general we have to work more on this description. Propose to add Editor’s note to reflect this.
3. Figure 5.1.x.1, suggest to change the proposals to analytic report? I think the output of analytic is analytic report which include proposals.

Ericsson: the text describes a generic concept where we don’t necessarily have to specify the output as “analytic report”. It would be preferable to have are more generic phrase as “proposals”.



S5-201357:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Samsung
	
	1. Section 4.1.1: same as 5 above for 354
Ericsson ok.

2. Section 4.1.3: Why Analyse and Decide will use file transfer and data streaming service? I think only monitor will use them to collect data from various sources.

Ericsson: these are existing mechanism we can reuse. No new mechanisms have been identified for transfer of assurance data

3. Section 4.1.4 to 4.1.7: Before adding these clauses. We need to understand how will the CSI assurance depend on NSI/NSSI/RAN/CN assurance management? I would not like to have empty technical sections without any content.

Ericsson: the relationships are discussed in the discussion paper 201354 the detailed description has to follow in 28.536, the intention is reflected in the proposed structure. It is work in progress.  



	2
	Huawei
	
	1. Clause 4.1.2  clarify the relation of the proposed generic service with the service defined in TS 28.532?
Ericsson:  I propose to remove generic from the title of clause 4.1.2.

2. Since this is stage2 proposal, I think first we needs to discuss what’s the close loop control service needs to be defined for this COSLA, e.g. The MnS for control of closed control loop or the MnS for interaction between different step with one closed control loop

Ericsson: can you elaborate your question a bit more?

3. Regarding the Annex, the term used is confuse, sometime use order care system(BSS),OSS, sometime use service provider, CSMF, MDAF. I would like to align the term used.

Ericsson: That is a good observation, instead of using order care we should use BSS if that is acceptable.

4. Regarding the Annex, the first bullet and last bullet is consfuse,  Assume the Service Provider is same as CSMF, do you means the CSMF implement the decision in the impacted NF’s in the RAN and CN and configure the RAN and CN. I think as the CSI close loop described in the TS 28.536, the manaedEntity for CSI close loop is CSI, so I don’t think CSMF can decide and configure the RAN/CN NFs directly.

Ericsson:  The word Service Provider is not the right choice, if I replace this with MNO would that make sense? The CSMF would be responsible for the CSI and based on operator configured policies the network is reconfigured through modification of the associated resources in the management system and finally in the NF’s. But if within the policies it could be an automated procedure.




0229: 1355rev1/1357rev1 uploaded.
The following tdocs will be treated as individual COSLA email approval.
ControlLoop  ZSM cooperation (1)

	S5-201194
	Rel-16 CR TS 28.533 Update Clause 5.3 Management service deployment based on ZSM framework
	Huawei
	Ruiyue Xu
	Rel-16
	28.533


0226:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Telefónica
	
	-I suggest using  “management domain” instead of “domain”, i.e. (RAN/CN/3GPP Cross) Management Domain

-I suggest removing data services from domain descriptions. Data service terminology is ZSM-specific, and IMHO it is out of scope of 3GPP SA5.

-Clarify what OT acronym means.

-Aren’t vertical OT system and BSS part of ZSM E2E service MD? In such a case, I’d go this way: 3GPP Management Framework Consumer (e.g. ZSM E2E Service Management Domain, vertical OT system, BSS)

	2
	Ericsson
	
	1) The 28.533 should acknowledge the existence of the ZSM framework and that acknowledgement is already documented in clause 5.3. The proposed changes tries to interpret or explain some of the terminology used in ZSM but this interpretation may not be correct or as intended by ZSM.
[XuRuiyue] Could you give more information of which terminology is not correct or not align with ZSM
[Jan G] The question you ask me is not easy to answer and not related to my comment, otherwise I would not have made the point that interpretation may not be correct or as intended by ZSM. 
2) There is no argumentation why SA5 has to expand clause 5.3 by including more ZSM terminology such as data services.
3) There is no argumentation why SA5 has to discuss closed loops in this section, ZSM offers many other features not listed here. 
[XuRuiyue] The original idea for the clause 5.3 is to show an example of how the 3GPP Management Service deployed based on ZSM Framework, so it is better to cover the information/feature described in the ZSM Framework. If you check the ZSM framework/architecture figure, data services and close loop are two important information/features. The data service is missing in the existing content of Clause 5.3. 
[Jan G] The choice of data services and closed loop are arbitrary examples of ZSM features are they more important than other ZSM features? If we want to include example features of ZSM we should study all features and make an informed decision about what features should be used as examples.  
 
4) In the ZSM framework cross domain data services are defined as ZSM002 says: "the ZSM framework reference architecture shall provide cross-domain data services that can be consumed by the management domains, the E2E service management domain and the ZSM framework consumers". However, this contribution says that cross domain data services are used only within the 3GPP cross domain, so the definition of cross domain data services used in ZSM and in this contribution are different and confused. Note that in ZSM the cross-domain data services component is not part of a management domain, but it is a stand-alone component.
[XuRuiyue] Maybe there are some misunderstanding, as the existing text in clause 5.3 described that the “3GPP Cross Domain”, ”RAN Domain” and “CN Domain” are the Management Domain in ETSI ZSM Framework. So the Cross Domain Data Service (which in the 3GPP Cross Domain) is mapping to Data Service (in Management Domain) in ZSM Framework. So the mentioned “3GPP Cross Domain Data Service” is not same as “Cross-domain Data Service” in ZSM Framework. 
[Jan G] I think your answer proves what is also said in previous points. Introduction of concepts from ZSM in the way it is proposed leads to confusion. 
[Jan G] If SA5 wants to be more aligned with concepts and terminology in ZSM we need to discuss this in detail and have a WI to guide the work. 


	3
	DT
	
	first of all, from my perspective it is important to have a link respective an alignment with the ZSM management architecture framework at the end.

Nevertheless there are some points not clear which are mentioned in the contribution S5-201194.

Which domains covers the 3GPP Cross domain, only the RAN and Core domains or more or is this like an E2E service management domain in ZSM?

Concerning “3GPP Cross Domain can implement the close loop within the domain. Cross Domain Data Service is used to store and process the Cross Domain related data that is produced and consumed by Cross Domain MnFs within the domain.”

Which closed loop is meant here? Why can only one closed loop be implemented in the 3GPP Cross Domain? What is with a hierarchy of closed loops?

In ZSM there are data service inside the E2E service management domain and in addition data services related to cross domain data services. What is meant above with the Cross Domain Data Service in this context? Is this comparable with the data services in the E2E service management domain in ZSM?


0227:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	DT
	
	first of all, from my perspective it is important to have a link respective an alignment with the ZSM management architecture framework at the end.
Nevertheless there are some points not clear which are mentioned in the contribution S5-201194.

Which domains covers the 3GPP Cross domain, only the RAN and Core domains or more or is this like an E2E service management domain in ZSM?

[XuRuiyue] In the proposed example, as the existing text described, the 3GPP Cross domain  is a Management Domain in ETSI ZSM Framework.
Concerning “3GPP Cross Domain can implement the close loop within the domain. Cross Domain Data Service is used to store and process the Cross Domain related data that is produced and consumed by Cross Domain MnFs within the domain.”
Which closed loop is meant here? Why can only one closed loop be implemented in the 3GPP Cross Domain? What is with a hierarchy of closed loops?

[XuRuiyue] No intention to limit only one close loop in the 3GPP Cross Domain, I think the 3GPP Cross domain can implement multiple closed loops depends on the detailed scenarios. I update the description “3GPP Cross Domain can implement the close loop (s) within the domain.” in the text in the rev1 in the box.
In ZSM there are data service inside the E2E service management domain and in addition data services related to cross domain data services. What is meant above with the Cross Domain Data Service in this context? Is this comparable with the data services in the E2E service management domain in ZSM? 

[XuRuiyue] 3GPP Cross Domain is a Management Domain in ETSI ZSM Framework, the 3GPP Cross Domain Data  Service in this context is the data service inside the management domain, to avoid this confuse, I revise the term “3GPP Cross Domain Data Service” to “Data Service” in the rev1 in the box


	2
	Nokia
	
	from a general perspective I question the need for this kind of tutorials in 3GPP specifications, see also my comments on “S5-201314 CR TS 28.533 Add the cooperation with CN and RAN”.
When we want to write tutorials, then white papers are an appropriate vehicle but not 3GPP specifications.




0229：1194rev2 uploaded.
ControlLoop  NWDAF cooperation (1)
	S5-201247
	Rel-16 pCR TS 28.535 Add UC on NWDAF assisted SLS Assurance
	Samsung R&D Institute UK
	Deepanshu Gautam
	Rel-16
	28.535


0226：
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	· The specification where the use case shall be included is missing, i assume that it should be in the 28.535.
[DG] OK, Added
· What in your use case is the difference between a CS and CSI? If the same we should be consistent and using CSI as we have done in other use cases. 

[DG] OK
· Use cases usually start with “The goal of the use case” or similar. 

[DG] OK, needful done
· What do you mean by the “type of the cause” and referring to RAN and 5GC? You need to find the location (in the topology) of the problem, the problem cause is can still be the same in RAN or 5G. 

[DG] OK, statement re-phrased to “Depending on the location of cause (at RAN or at, 5GC), remedial……..”
· In the requirements you use the management service, in other cases we have used “The management system” when documenting requirements, we should be consistent in the phrasing. 

[DG] OK
· Req XXX-4: the root cause analysis outcome is the identification of the reasons for an SLS breach. 

[DG] OK, requirement re-phrased to “The management system for SLS assurance shall have the capability to perform the root cause analysis, identifying the reason, for an SLS breach”

Added a note: “ The management system refer to the producer of management service for SLS assurance.”


	2
	Telefónica
	
	Some additional comments from Telefónica side:
· Clause 6.1.x: 

· 3GPP mManagement system

· 2nd paragraph ->“Since the data collected will relate to network slice and a single network slice NSI may serving multiple CSIs, the corresponding QoE data”…

· 3rd paragraph -> What do you mean by “per application” in the following sentence: “the QoE analytical data from NWDAF is per application for an NSI”?
[Deepanshu] Yes, please look at Table 6.4.3-1: Service Experience statistics in 23.288.
· Clause 6.1.x.1:

· Suggest using 3GPP agreed MnS terminology.

· REA-SLS ASU XXX-1: The management service for SLS assurance shall have the capability to collect slice NSI related QoE data from NWDAF.

· REA-SLS ASU XXX-2: The management service for SLS assurance shall have the capability to collect CSI related QoE data from the collected slice NSI related QoE data. 



	3
	Huawei
	
	1. Clause 6.1.x, second paragraph:
…  3GPP Management system can collect QoE data, related to network slice, from NWDAF …
I have problems with this sentence, we already have QoE WI in SA5, and management system can get the QoE data the reported by UE through QoE related procedure. The service experience data from NWDAF is more related with Applications. And in TS 23.288, they use the UE service experience analysis data (maybe not accurate, you can check the specification). Here I suggest to use the same terminology defined in TS 23.288.

2． A general question：
To assist SLS assurance, other management data are needed, for example, the performance measurements, the KPIs, QoE data. But they are not mentioned here. And the related use cases are also in MDAS WI which the analytic report can also help to assist SLS assurance. What’s your consideration about them? You consider they are two parallel use cases for CLOSA? Or all this management data and analytic data should be considered together in one single use case？


0227: 1247rev1 uploaded.
ControlLoop  CN&RAN cooperation (1)
	S5-201314
	CR TS 28.533 Add the cooperation with CN and RAN 
	Huawei Device Co., Ltd
	Lan Zou
	Rel-16
	28.533


0226:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Telefónica
	
	•Not sure if signalling control loops at RAN and CN should be illustrated in the figure. Indeed, we can have closed-loops running in 3GPP mgmt. system (based on collected management data) without having signalling control loops at RAN and CN, right? The idea is that CN and RAN can contribute to the decision from the UP and CP, but this contribution should not imply that they need to provide signalling control loops. IMHO, interactions between 3GPP mgmt. system closed-loops (mgmt. viewpoint) and closed-loops from RAN and CN (UP and CP viewpoint) should be other discussion.

	2
	Ericsson
	
	Comments and updated in rev1

	3
	Huawei
	
	Updated rev2
@Jose

1.I agree with you that the management loop could run independently from the control loops and they are different loops. I added one sentence to clarify this in rev2.

2.Regarding “if signalling control loops at RAN and CN should be illustrated in the figure”, the idea is as management system is the coordinating different loops, we need to find a way to show the full picture. That’s why the signalling loops are shown in the diagram, we no need to put the details of the signalling loops as it’s out of scope of SA5. I am open for any better diagram update suggestions. 

@Jan

I have the following concern regarding Rev1:

1.
The diagram shows UP RAN/UP Core, I think we haven’t use this before in our specification. I propose don’t add this in the diagram.

2.
The diagram shows an uni-directional arrow from CN to RAN, needs to be clarified.

3.
I think RAN they don’t use term NF, so I updated with a more general term NE. I also updated the delegation related description.

	4
	Nokia
	
	nice concept and nothing new under the sun. I guess we have no consensus on adding this kind of general stuff everywhere into SA5 TS. In the past this was accepted but Nokia believes this was a mistake, especially when it is not clear if this has any impact on other stage 2 and stage 3 specifications.

This material is something for a white papers but not for normative specifications. SA5 does not write tutorials on Network Management.


0228: 1314rev3 uploaded.
	1
	Huawei
	
	Thank you for your comments.  I agree with you that stage2 and stage3 work are very important, but I think the general concept are also important for SA5. The reason is we are the group addressing management of the network, and we have the global view. This may not be new for people who follows SA5 for long time, but it would be helpful/interesting for external people to understand how management loops and control loops are working together from high level illustration. This may easily give external people the rough idea, and they could take it as starting point to look at the details. 

I found there are some inconsistency description in rev2, I updated rev3. Please take a look.


COSLA presentation& exception sheet (2)
	S5-201359
	Presentation of TS 28.536 for information to SA#87e
	Ericsson LM
	Jan Groenendijk
	Rel-16
	28.536


	S5-201360
	Work Item Exception for Closed loop SLS Assurance
	Ericsson LM
	Jan Groenendijk
	Rel-16
	　


	6.4.10
	OAM_RTT
	Streaming trace reporting 
	1 tdocs/1 email thread
	850027


The following tdocs will be treated as individual trace reporting email approval.
	S5-201418
	Add streaming format for Trace Record Reporting
	Oy LM Ericsson AB
	Zhulia Ayani
	Rel-16
	32.423


0224:

	No.
	Company name
	Support to tdocs 
	Comments

	1
	Off-line 
	
	· Fixed the diagram formatting for Figure X.2.1.1
· Updated Annex x2 (the schema proposals) be ‘Normative’


0225: 1418rev1 uploaded.
0227:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Nokia
	
	Below are my comments on the S5-201418rev1:
· X2 (multiple places): “nfInstanceId” – is it a DN of …? Or something else?
traceReference is a String (we don’t want to be consistent with the rest of the trace specifications???)
traceRecordingSessionReference is a String (we don’t want to be consistent with the rest of the trace specifications???)
traceRecordTypeId 64-bit Integer with concrete values being 0, 1, 2… do we really anticipate 2^64 record types???

· X2.2: traceReference (O)  traceRecordingSessionReference (O) are optional and mandatory only when Signaling based activation.
Shouldn’t those be mandatory all the time? 
If we don’t have those values in Management based activation:
= We can’t group messages into single call/session.
= We can’t distinguish if some of messages are based on requested use/case (eg. MDT configuration, periodicity configuration etc.).

· X2.3: “Size of payload, in bytes (64 bit integer)” – do we really expect payload to be up to 2^64 bytes?

· X.2.4: Defines only 3 administrative messages (TS start, TS stop, heartbeat). We are missing at least two more (startRecordingSession/stopRecordingSession)

· X.2.4 says: “payloadSchemaURI (M)     URI identifying the schema to decode the payload (String)”
example in annex x3 show examples urn:3gpp:ns:tracestream:start:1.0  in which there is no payload

· Anex x2 Example 3 implies that each vendor can define own way to model schema for identifying 3gpp messages what is the concrete proposal for standardization?

Zhulia: working on updates



0228:
	2
	MCC
	
	Clauses affected on the CR cover should be “X (new), Annex X1 (new), Annex X2(new), Annex X3 (new)”
Missing references for (please add them in clause 2):
TS 32.422
RFC 4255
RFC 7692
How is it possible than an example in Annex X2 is “normative”? An example is…an example, it is informative.
The style of the code in Annexes X2 and X3 should be “PL” as described in the 3GPP drafting rules.


0301:
	1
	Nokia
	
	Rev2 in Drafts
· X2 (multiple places): “nfInstanceId” – is it a DN of …? Or something else?
Answer:  we define as string, intended to be sufficiently unique to ensure consumer can identify the producer of the trace session data.  Since the identifier chosen could vary based on the RAN arch and naming, we don’t feel we need to mandate a specific value such as DN. 
CR:  Sec X2.2 updated in CR.


- traceReference is a String (we don’t want to be consistent with the rest of the trace specifications???)
traceRecordingSessionReference is a String (we don’t want to be consistent with the rest of the trace specifications???)
Answer:  Agreed, redefined to match (ref 32.422, ch 5.6 and 5.7).

CR:  Sex X2.2 updated.  Annex X1 updated.


traceRecordTypeId 64-bit Integer with concrete values being 0, 1, 2… do we really anticipate 2^64 record types???
Answer:   Prefer to keep 64bit, more future proof, i.e. able to accommodate larger networks and number of trace sessions.  Implementation (i.e. GPB) will optimize the transport so no resource waste there, and consumers can (if they wish) also optimize the storage (i.e. cast to 32bit).

CR:  No change.

· X2.2: traceReference (O)  traceRecordingSessionReference (O) are optional and mandatory only when Signaling based activation.
Shouldn’t those be mandatory all the time? 
If we don’t have those values in Management based activation:
= We can’t group messages into single call/session.
= We can’t distinguish if some of messages are based on requested use/case (eg. MDT configuration, periodicity configuration etc.).
Answer:   Agreed.
CR:  Sec X2.2 updated.  Sec X2.4.1, X2.4.2, and x2.4.3 updated.  Annex x2 updated.

· X2.3: “Size of payload, in bytes (64 bit integer)” – do we really expect payload to be up to 2^64 bytes?
Answer:  Future proofing.
CR:  No change.

· X.2.4: Defines only 3 administrative messages (TS start, TS stop, heartbeat). We are missing at least two more (startRecordingSession/stopRecordingSession)
Answer:  We did not define discrete startRecordingSession and stopRecordingSession admin messages because the session start/stop messages are 1:1 with the TS start and stop.  There is only 1 trace session active per TS at any given time, and the TS start and stop messages already contain both the traceReference and traceRecordingSessionReference.
CR:  No change, but please confirm if our understanding aligns.

· X.2.4 says: “payloadSchemaURI (M)     URI identifying the schema to decode the payload (String)”
example in annex x3 show examples urn:3gpp:ns:tracestream:start:1.0  in which there is no payload
Answer:   Correct, there is no payload for the admin message and no schema required.
CR:  Sec X2.2, X2.4.1, X2.4.2 and X2.4.3 updated. Annex x2 updated.  Annex x3 updated.

· Anex x2 Example 3 implies that each vendor can define own way to model schema for identifying 3gpp messages what is the concrete proposal for standardization?
Answer:   This CR aims  to define the trace record format, including standardized header fields.  Yes, the payload is vendor specific but the identification of the schema for the payload must be present in the header field for non-empty payload trace records.  Some additional text added to the Annex x3 to better describe that these are examples with vendor-specific payload.
CR:  Annex x3 updated.

Zhulia: Rev 2 

	2
	MCC
	
	· Add the references
Answer:  Added.
CR: Clause 2 including new references is added

· Update the code samples to follow PL style guidelines:
Answer:  Done.
CR:  Annex x1, x2, and x3 updated.

Zhulia: Rev 2 includes updates from Nokia and MCC


	6.4.14
	MA5SLA
	Management Aspects of 5G Service-Level Agreement - 5
	Total 5 tdocs/4 email threads

(1 group+3 tdocs)
	850034


	TDoc
	Title
	Source
	Contact
	Release
	Spec


MA5SLA-GROUP #1: attribute properties isolation (2)
Coordinator: China Mobile (Xiaonan Shi)
	S5-201273
	CR TS 28.541 Update attribute properties of resourceSharingLevel
	China Mobile E-Commerce Co.
	Xiaonan Shi
	Rel-16
	28.541

	S5-201382
	TD proposal for network slice isolation attribute
	Nokia, Nokia Shanghai Bell
	Jing Ping
	Rel-16
	　


0225: 

S5-201382: 
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Samsung
	
	· I agree with the intention of the proposal. But, I think the Detailed Proposal is overcomplicating it. It can simply be done like below 
· IsoloationGroup 
· sNSSAI {identifies the Slice which are part of this group}

· groupType {tenant, SST, region}

· isolationType {as defined in GST} 
· isolationPolicies

[Nokia] Happy to see we’re almost on the same page. I would like to add two more dimensions. One is resource type, another is domain/layer. The reason to add resource type is that isolation requirement for “managed resource” (e.g. CN, TN, RAN ) and management resource (e.g. FM, PM data store in management system) can be very different. The reason to add domain/layer type is that the isolation polices for E2E network slice or RAN or CN or RAN can be very different. That’s also why we’d like to break down the attribute to lower level with more granular. The reason to have a IsolationProfile is more to align with Service/Slice Profile and also it can be reused by multiple Isolation Groups But I’m open to use policy directly. How do you think?

	2
	Huawei
	
	· For the IsolationGroup/IsolationProfile/IsolationPolicy, how to model them in NRM and how to use them are not clear in the DP. For example, for a NSI and its composed NSSI(s), how to fill the values of these complicated attributes and how to ensure them aligned with each other without conflicting setting?
[Nokia]From the “attributes related to role” maybe you can see the relationship between IsolationGroup, IsolationProfile and IsolationPolicy. But you’re right, relationship between IsolationGroup and NetworkSlice or NSS is missed. In my understanding, IsolationGroup IOC should be associated to both NetworkSlice IOC and NSS IOC. But the instance of IsolationGroup associated to NSI and constituted NSSIs should be different. Generally, the values of groupType, isolationLevel/Type, resourceType of a IsolationGroup  instance of a NSI and  its  constituted NSSIs should be same, the layer/domain type could be different, and the policy on slice level should be broken down to NSS level based on same practice we plan to do on other SLA attributes.

· As commented by Samsung, the detailed proposal is overcomplicating it.

[Nokia]As answer to Samsung, we can simplify in some extent, but still keep important aspects.

	
	Ericsson
	
	The term “isolation” is not very well defined and has many different dimensions to it, and it may be too premature to define isolation profiles without understanding if and how they should be used.

In ETSI NFV the concept of anti-affinity rules is used to indicate isolation, how does this compare with this isolation concept?


S5-201273: 

	No.
	Company name
	Support to tdocs 
	Comments

	1
	Samsung
	
	I do not think it is correct to put GST’s concept in SliceProfile. We havn’t reached that stage yet. GST maps to ServiceProfile, if and how it will map to SliceProfile need to be discussed first.

	2
	Ericsson
	
	-Isolation has been part of the Service profile since we started to discuss the GST. There is no argumentation as to why and how an isolation requirement in the GST should be mapped into a concrete attribute in the slice profile. 

-Editorial comment: in the attribute table the reference to GST is incorrect.


0226:
S5-201273: 
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Telefónica
	
	•Same opinion as E/// and Samsung about the possibility of mapping GST’s isolation concept into <<SliceProfile>> datatype.

•Incorrect reference to GSMA’s GST in the table.


S5-201382:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	· The term “isolation” is not very well defined and has many different dimensions to it, and it may be too premature to define isolation profiles without understanding if and how they should be used.
[Nokia] IMHO, in business requirement point of view (top down), GSMA has well studied isolation of Network Slice. There was a 5G security task force in GSMA, network slice isolation is one of item studies in the TF. AFAKI, the Isolation Level attribute defined in GST was referred to workout of the TF. In network capability point of view (bottom up), both 3GPP (for CN and RAN) and IETF (for TN) has studies on Network Slice Isolation, especially in IETF. In addition, Resource Isolation for multi-tenancies/domains was studies and specified in ETSI NFV (e.g. NFV SEC009, SEC012, IFA028, IFA030, IFA005, IFA006, EVE018, etc.) . That means there’s clear requirement from business level for slice isolation, and the technologies in each domain/layer could provide capabilities to support resource isolation. In my understanding, it’s right time for SA5, as SDO for OAM specification, to take the role of bridging business view and technical detail, and break down business level isolation requirements  to resource isolation requirement in each domain. The discussion paper was intended to trigger discussion and follow up in SA5, besides isolation profile, we can add other options, e.g. isolation policies for discussion. Considering the multi-dimensions of isolation, maybe we can add another option for studying.
· In ETSI NFV the concept of anti-affinity rules is used to indicate isolation, how does this compare with this isolation concept?
[Nokia]In my understanding slice isolation concept in this discussion paper can be implemented by anti-affinity rules of ETSI NFV (especially on network service instances or virtual link instances) in virtualization case (e.g. in Core NSS). 

	2
	Telefonica
	
	· There’s an on-going study on multi-tenancy support in ETSI NFV. Maybe we should take a careful look at what’s being done there, taking into account that from a resource mgmt. viewpoint a network slice can be mapped to one (simple or composite) NFV network service. 

[Nokia] Yes, we should consider the WIs/SIs in ETSI NFV in SA5 for multi-tenancy/domains and resource isolation. As we need to map business requirement to capability of underlay network/infrastructure in each domain. I suppose you talked about IFA028 and IFA030, right? Also, IFA005 and IFA006 also provide resourceGroupId on VIM NBI to support allocate different resourceGroup to different tenant.   In addition, NFV SEC009 and SEC012 defines requirement and methodology to support isolation of  infrastructure resource. NFV EVE018 could be a touch point between SA5 and NFV to implement SA5 Network Slice and NSS isolation requirement in NFV, and there’s a new WI proposal raised in NFV SEC WG for network functions and services isolation between tenants. As you pointed out, we need to consider and leverage those works in NFV, and other SDOs when define Isolation attributes in SA5

· Isolation profile: do we really need an isolation profile inside an isolation group? Not sure about how much reusable an isolation profile could be. I’d rather go for Deepanshu’s proposal. It might need some polishing and further study, but for me it is more realistic (looking ahead at future implementation work). 

[Nokia]I’m open to alternative proposal. As long as the “object” can carry enough information to “isolate” and “protect” resource in related domain, I’m fine. 



	3
	Nokia
	
	Based on comments collected so far, I will revise the discussion paper to try to address your comments. Especially add two alternative proposals:

· Clarify the relationship between the IsolationGroup IOC and Network Slice IOC & NSS IOC

· Add Isolation Policy as alternative of Isolation Profile

· Add some reference to ETSI NFV

· According to comments from all of you, including offline discussion with CMCC, Slice Isolation Management have multiple dimensions and could be complicate, therefore, I will add one option that need a study item for investigation first. 




0228: 1382rev1 uploaded.
0302: 1382rev2 uploaded. 
	7
	Samsung
	 
	1. I do not agree to use word “service”. It should be “slice instead”. E.g resourceType defines the type of resource will be allocated for the service
2. I fails to understand the “Resource Type”. This is the Isolation req. at a NSI level which should just tell what type of Isolation it is and what are the policies. Both of them should apply to ALL the resources assigned to that particular NSI.
 


0303:
	1
	Huawei
	
	Revise the TD according to email discussions

https://www.3gpp.org/ftp/TSG_SA/WG5_TM/TSGS5_129e/Inbox/Drafts/S5-201382rev2%20TD%20proposal%20for%20network%20slice%20isolation%20attribute.doc
[Huawei/Kai] The new 5 Options proposed to be endorsed in the rev2 are lack of explanation and it is very difficult to understand them. 

[Nokia] To make it simple and also more realistic, we will remove other options but only keep option 3
For example, for the opt 1 and opt 2, seems the only difference is the called Isolation Profile in opt1 and Isolation Policy in opt 2. But based on the comments from some companies, see above, we don’t think those comments are all well addressed by the opt 1 or 2. We suggest making people on the same page for the isolation concept in SA5 as a first step. 

[Nokia] I checked comments again, looks Samsung and Telefonica raised comments regarding isolation profile. Both of them suggested to simplify profile with policy, and Samsung even gave a proposal for the policy. Therefore I do think they have basic understanding of isolation concept. The option 2 was exactly to address their comments for isolation profile and policy and I didn’t receive any further comments from them, and Telefonica co-signed the paper after our clarification. Therefore I do think those comments were already addressed. In addition, I tried to give detail explanation to address Ericsson and Telefonica’s questions and stated relationship between isolation requirement in GSMA, and solution in ETSI NFV, etc.  Basically as answer above, isolation concept or work in SA5 is mainly to bridging business view and technical detail regarding slice isolation, and break down business level isolation requirements (e.g. defined in GSMA)  to resource isolation requirement in each domain (e.g. RAN, Core which likely based on virtualization technology, TN) with leveraging isolation solutions in the domain. Please let us know if you have more questions or suggestions.

For Opt 3/4/5, you want to propose a dedicated SI for isolation topic ONLY? I don’t know how to make the group endorse this kind of opts.

[Nokia]I understand your point that in any case we need SI proposal in next meeting if we propose a new WI/SI. Maybe we can generalize the description as “network slice isolation in management view is critical for commercial deployment of 5G network and network slice, therefore it should be addressed in SA5. As isolation in different dimensions as described in this discussion paper is a little complicated, further study in SA5 Rel17 is required”, how do you think?

In short, we believe that bring further contributions with more explanation would be a better approach. Thanks.

[Nokia]Hopefully I could shape you the basic isolation concept in SA5 based on above explanation. As mentioned above, this topic is a bit complicated especially when we consider in multiple dimensions, obviously we need more study and discussion.

 

	2
	Samsung
	
	1. I do not agree to use word “service”. It should be “slice instead”. E.g resourceType defines the type of resource will be allocated for the service
[Nokia] Service here doesn’t mean “communication service” but “Network Slice” or “Network Slice Subnet”. Anyway, we can change it to “Network Slice” or “Network Slice Subnet”. 

2. I fails to understand the “Resource Type”. This is the Isolation req. at a NSI level which should just tell what type of Isolation it is and what are the policies. Both of them should apply to ALL the resources assigned to that particular NSI.
[Nokia] The “Resource Type” is mainly used to distinguish Management Resource and Managed Resource. E.g. PM, FM data of Network Slices collected and stored in NSMF/NSSMF are management resource, gNB, AMF, SMF deployed for Network Slices are managed resource. Generally there’s always one NSMF (or a group of NSMFs for load balance or fault tolerance) in an operator system to support management of all Network Slices. Therefore, even for a very sensitive Network Slice, unlikely the management resource/data could be “physically” isolated from other management resources. But managed resource can be physically isolated in this case, e.g. the operator can assign dedicated cell or even BTS for the Network Slice, or deploy vSMF on dedicated server, etc. In addition, even for the same IsolationType/Level, the Isolation Policy for different resource type can be very different also because the technology are quite diversity. That’s why we suggested to distinguish the Resource Type to make it more implementable in each domain.    




The following tdocs will be treated as individual 5G SLA email approval (3)
	S5-201262
	Rel-16 CR TS 28.541 Update on slice NRM and solution sets
	Huawei, China Mobile
	Kai Zhang
	Rel-16
	28.541


	S5-201383
	TD proposal for tolerance indicator attribute
	Nokia, Nokia Shanghai Bell
	Jing Ping
	Rel-16
	　


Comment 0225:
Report on S5-201383
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Samsung
	
	1. The last statement of Rational says “In addition, instead of just “support” or “non-support”, we can define “what” could be tolerated also, e.g. how long, when, etc”. My comment is: Why do we have to define more than what is expected in GST. If there is a real need for additional definations then they should be justified by a use case/requirements
[Nokia] GST is not the only source of the service level requirement, the network slice provider could have more granular capability to support network slice consumer’s requirements including service requirements derived from GST. Here is more about what capability could be exposed by the operator based on underlay network. But you’re right we may need use case for justification.

2. In context of tolerantRange, tolerantDuration and condition. I think we need to justify the need for these extensions. delayTollerance as defined not in GST is implying just the following. It is not about what can be accepted or not. It is only about whether a particular slice support “delayTollerance”. So, that it can be provisioned appropriately e.g if delayTolerance” is supported then it should not provisioned for MC services.

[Nokia]As answer above, yes, we may need use cases for justification.


0226:

	No.
	Company name
	Support to tdocs 
	Comments

	1
	Huawei
	
	•RE<<The similar approach can be applied on other performance related requirements also, e.g. thoughput, isolation level, user density and other QoS related parameters. Therefore, we could consider to put this kind “tolerance indicator” to common part of the SLS related attibutes. 

              -- we are not sure about this. 

•RE<<In addition, instead of just “support” or “non-support”, we can define “what” could be tolerated also, e.g. how long, when, etc.

-- Suggest using GST defined by GSMA for service level instead of changing them, to avoid misalignment with other SDOs


0227:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Huawei
	
	· RE<<The similar approach can be applied on other performance related requirements also, e.g. thoughput, isolation level, user density and other QoS related parameters. Therefore, we could consider to put this kind “tolerance indicator” to common part of the SLS related attributes. 
              -- we are not sure about this. 

[Nokia] From definition of Delay Tolerance from GSMA NG.116 v2.0, it “Provide the NSC with service delivery flexibility, especially for the vertical services that are not chasing a high system performance. For instance, the service will be delivered once the mobile system has sufficient resources or during the off-peak hours”. This general principal could be applied on throughput, etc., to give flexibility to NSC especially for services without high performance requirement. 

· RE<<In addition, instead of just “support” or “non-support”, we can define “what” could be tolerated also, e.g. how long, when, etc.

-- Suggest using GST defined by GSMA for service level instead of changing them, to avoid misalignment with other SDOs

[Nokia] I will revise this part according to comments from Samsung and Huawei

	2
	Nokia
	
	1383Rev1 uploaded


0302:

	1
	Huawei
	 
	· RE<<The similar approach can be applied on other performance related requirements also, e.g. thoughput, isolation level, user density and other QoS related parameters. Therefore, we could consider to put this kind “tolerance indicator” to common part of the SLS related attributes. 
              -- we are not sure about this. 
[Nokia] From definition of Delay Tolerance from GSMA NG.116 v2.0, it “Provide the NSC with service delivery flexibility, especially for the vertical services that are not chasing a high system performance. For instance, the service will be delivered once the mobile system has sufficient resources or during the off-peak hours”. This general principal could be applied on throughput, etc., to give flexibility to NSC especially for services without high performance requirement. 
[Huawei/Kai] RE<<“This general principal could be applied on throughput, etc., to give flexibility to NSC especially for services without high performance requirement.” -  I think this statement is incorrect. No such general principal, for example, throughput is the data rate, nothing related to whether it is delay tolerance or not. 
[Nokia] This general principal here doesn’t mean “delay tolerance” could be used for throughput, but “tolerance” can be applied on throughput also. E.g. for eMBB slice assigned to a enterprise customer, the DL Throughput is 100M in SLA, but the enterprise may tolerate 50M rate in the evening as their business is always happened in the daytime, then operator could leverage the bandwidth to other customer like personal consumer. This approach will not impact delay Tolerance defined in GSMA, but just implemented a little different in 3GPP NRM to let modeling more flexible and extendable.  
[Huawei/Kai] Dear Jing, data rate is usually measured in bits per second (bit/s or bps), your example above just means the enterprise just has two different data rate requirements for different time situations. Nothing new at all. Therefore, we disagree to bind the “tolerance” with data rate together.  
 
· RE<<In addition, instead of just “support” or “non-support”, we can define “what” could be tolerated also, e.g. how long, when, etc.
-- Suggest using GST defined by GSMA for service level instead of changing them, to avoid misalignment with other SDOs
[Nokia] I will revise this part according to comments from Samsung and Huawei
[Huawei/Kai] Thank you. But I see “toleranceIndicator” is still kept as an attribute of ServAttrCom <<dataType>> in the rev1 version? Again, I suggest using GST attributes defined by GSMA for service level input, instead of adding such strange attribute directly from SA5. 
[Nokia] Another proposal in the original TD was to extend the “tolerance” to not only “support” or “non-support”, but add more properties like when, how long, etc. In the revision, I withdrew the 2nd proposal which is not in the scope of existing GST. As answered above, the first change didn’t impact the definition of  delay tolerance in GST,  but just modelled it in 3GPP NRM a little different to be more flexible to extend for other SLA requirements.
[Huawei/Kai] We disagree with this change because this unnecessary change (Introducing an inappropriate attribute in the common ServAttrCom <<dataType>> will have an impact on all the GST parameters modeling) .  Note that in 28.541 for ServAttrCom, this data type represents the common properties of service requirement related attributes (see GSMA NG.116 corresponding to Attribute categories, tagging and exposure). 
 
Please see my reply above about the binding example of  “tolerance” with data rate, your change in rev2 is just a binding of the “tolerance” with all other GST parameters including data rate.  
 
 
BTW, I read your reply to Samsung comment <[Nokia] GST is not the only source of the service level requirement, the network slice provider could have more granular capability to support network slice consumer’s requirements including service requirements derived from GST. Here is more about what capability could be exposed by the operator based on underlay network. But you’re right we may need use case for justification.> , if your TD paper is not written from GST pov as your explanation, then I think we really need to discuss the use case firstly for the justification of this kind of big change (will have an impact on all the GST parameters modeling) . but in the rev1 version, I see your justification is still written from GST pov?
[Nokia] This reply was for the 2nd change proposal of the TD, which has been withdrew in the revision. 
 
 

	2
	Nokia
	 
	The original TD proposed two changes:
1. Add a tolerance related attribute in common properties of service related attribute to indicate if the requirement could tolerate incompliance in specific situation. The specific situation could be happened on  delay or latency, or because of limi

2. For any “tolerance”


	S5-201386
	Endorsement for GST parameters in Rel-16 and 17
CONF CALL 0226：
E: SA2 works on GST para in Rel-17. RAN hasn’t started. Would like to work together with other groups.

N: LS from SA5 for the cooperation with SA2. The GST parameter needs to be translated in SA5 and pass to other groups.

E: GSMA GST is from operators. The translation is not needed. Operator can already use these parameters. 
N: operator needs to populate the NEST. Do not agree to remove from Rel-16.
CMCC: not reasonable to wait for other group. Will sync with GSMA. It’s combination of vertical requirement and operator’s capability. Need to go on the work in Rel-16.

HW: GSMA has table to show the 3GPP support information. Support Nokia’s view. 
E: 2.0 is not capturing the vertical requirements. 
HW: the translation is still needed. In living document, shows the related domain, OAM/CN/RAN. E.g. the geographical area, needs to be translated by OAM.
N: object this tdoc. Area is the example which no need core, ran directly involved. TA/RA may change automatically. 
Wayforward for clarification:
1. Need to align the opinion on the understanding of difference of GSMA GST between 2.0 and 1.0, whether 2.0 is not vertical requirement related?
2. Need work on the concrete example.
3. Whether SA5 should be the leading group for cooperate with GSMA.
	Ericsson
	Robert Petersen
	　
	　


0225:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	China Mobile
	Object to this tdoc
	The numbers of attributes updated in GST 2.0 is not large. I agree that we can continue updating in the R-17 work item, but removing all the work in R-16 is not reasonable. 

	2
	Orange
	
	Though I’m ok with your detailed proposal in clause 4, I think the last sentence of the rationale (clause 3) should be corrected as follows:“

In 2.0 it is now the operator (NOP) Network Slice Provider (NSP) and not the customer to the operator Network Slice Customer (NSC) (as it was in 1.0).

	3
	Huawei
	
	Huawei supports China Mobile’s comments on proposal S5-201386.

•Comparing the GST 2.0 and 1.0, I agree the observation from Xiaonan that the updating of the attributes of GST v2.0 are not big. The number of GST attributes in GST v2.0 remains same, and only one attribute is deleted and another new one is added. 

•Regarding the Releases question, as commented in yesterday conference call, I think GSMA GST has no limitation on 3GPP work schedule and 3GPP (SA5, SA2 and other WGs) actually had very good LSes exchanged with GSMA during the last year. GSMA actually welcomes 3GPP work on GST very much.

	4
	Ericsson
	
	Parameters that are not supported by SA2 or RAN in Rel-16, cannot remain in Rel-16.
SA2 is working on GST parameters in Rel-17. RAN has not done anything in Rel-16 or Rel-17. It would be good to have a consistent introduction of the GST parameters in the same release in all affected WGs.


0226:
	5
	Telefónica
	Supports the contribution
	Telefónica supports the Ericsson’s position on moving GST Work Item to Rel-17.


0227: 1386rev1 uploaded
	5
	Ericsson
	
	Due to comments below and in the phone conference, I have updated the contribution to Rev1, which is uploaded to the Drafts folder.
I have not gone into the detailed parameters, as the time for doing so does not exist for me during the emeeting.

Your comments are welcome on the new revision.




0228：
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Huawei, Nokia
	
	The GST and NEST contains 3GPP Rel-17 parameters. SA2 is working on GST in Rel-17 and have nothing in Rel-16. GSMA is working on clarifying which parameters are for Rel-17 functionality.
[Attila] GST and NEST do not contains 3GPP parameters, from any release. GST and NEST contains parameters representing different vertical industry use cases and requirements. Currently, these GST and NEST parameters can be mapped to/supported by rel-15, rel-16 and most likely, rel-17 network slicing capabilities/solutions. Referenced SA2 work has limited scope to only few GST and NEST parameters in relation to 5GC quota enforcement (questionable work since SA5 mapping is still ongoing). GSMA 5GJA is currently discussing whether the question of 3GPP support and release is even relevant to GST and NEST parameters – this will be resolved in GST 3.0. The only thing agreed in GSMA 5GJA about this topic is that those GST NEST attributes that cannot be objectively mapped to any 3GPP capability/solution, should be marked as supported in 3GPP rel-17.  
GSMA has changed which entity is providing the GST. In 2.0 it is now the operator (NOP) and not the customer to the operator (as it was in 1.0). Therefore the parameters should be in a form that is already used in the 3GPP network, thus no translation to 3GPP parameters should be needed.

[Attila] There is no such mentioned change in GST 2.0. What is added/updated in GST 2.0 is the clarification how GST is produced and that NSC and NSP are just using it through NEST. GSMA do not limit who can use it and for what. There is also ongoing discussion in GSMA 5GJA to describe in GST 3.0 all possible business scenarios how GST and NEST can be utilized, for example, NSC and NSP can work together and fill in the GST and produce NEST or NSP can just offer multiple NESTs to NSC and NSC can pick one or more (similar to Jean-Michel example in network slice journey contribution). So, GST and NEST parameters translation by 3GPP is expected and desired in GSMA 5GJA and 3GPP SA5 is recognized by GSMA 5GJA and confirmed in GST 3.0, as 3GPP WG responsible for the translation work.

[PJ] In my understanding, NEST could represent either the capability the NSP could offer to its business consumer (NSC), or the service level objectives of NSC based on capability the NSP could provide. In either case, it’s business level requirement. As shown below, Telecommunication Management Network are grouped to many layers (ITU-T M.3010: “ITU-T M.3010: “Principles for a Telecommunications Management Network)
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This principal is applicable to 5G network also even with evolved architecture. Each layer should have different view of the network and different level of abstraction. The detail implementation/capability of the network layer (lowest level in the picture) should not be exposed to business layer (on the top layer). That’s the value or role of OAM, or SA5, to bridge the business view to network view and translate business requirement to network configuration parameters and measurement. 

To specify parameters that does not have any specified solution, creates false expectations.
[Attila] According to GSMA 5GJA established working principle, GST NEST parameters contains parameters representing different vertical industry use cases and requirements. So, expectation are actually set by the very same vertical industries and it is up to 3GPP community and eventually the operator/vendor to fulfil these expectations by provided corresponding capabilities/solutions. 
It would be good to have a consistent support of the GST/NEST parameters in whole 3GPP in the same release.
[Attila] This is not current GSMA 5GJA expectation or understanding. More than few GST and NEST attributes are already marked in GSMA 5GJA internal document as having corresponding 3GPP rel-15/rel-16 capability/solution. 
[PJ] In my understanding, there’re already many configuration parameters and measurements supported in OAM and Network domains for network slice, that’s why it’s critical to SA5 to coordinate to map and translate the attributes between the layers. Then on the one hand the capability of the network can be presented to customer in business view (which can be understood by the vertical customer), and on the other hand, business requirement of customer can be finally understood and fulfilled by the network.

From your detailed proposal:

The GST parameters that does not have any solution specified in Rel-16 in TSs from SA5, SA2 or RAN should be removed from Rel-16 TSs. This means that parameters that are already supported by SA5 TS in other objects than serviceProfile in the NetworkSlice IOC, SA2 TS or RAN TS shall remain in Rel-16 serviceProfile .

[Attila] I would like to suggest an alternative approach. Since SA5 mapping work also includes identification of responsible domain (e.g. 5GC), for each GST and NEST parameter, SA5 can also act as coordinator of new requirements distribution in 3GPP (ones without support), through LSs sent to individual responsible WG.

[Nokia] I would like to support top down approach suggested by Attila.

The GST parameters in 1.0 that still exist in 2.0 (3.0) shall be moved to Rel-17

[Attila] There no such expectation or understanding in GSMA 5GJA and as I said, more than few GST and NEST attributes (many from GST 1.0) are already marked in GSMA 5GJA internal document as having corresponding 3GPP rel-15/rel-16 capability/solution.

[Nokia] What do you mean “The GST parameters in 1.0 that still exist in 2.0 (3.0) shall be moved to Rel-17”?  Do you mean GSMA need to make some change, or SA5 need to take action?

From GSMA NG.116 (I extracted below), I saw the GST parameters in 2.0 are based on 3GPP Release 15.
“Relationship to existing standards 3GPP The attributes listed in this document are based on the open and published 3GPP specifications as listed in the Section 1.6. 3GPP Release 15.”




0301：
	3
	Ericsson
	
	Answer to Huawei:
That you provide comments as “active member of GSMA 5GJA” is that you provide your opinion as a GSMA 5GJA delegate, which differs from other GSMA 5GJA delegates opinions like the Ericsson delegate in GSMA 5GJA.
However, your opinion is welcome.
Answer to both Huawei and Nokia:
I would like to take the discussion on attribute level, but I simply does not have time for that during this emeeting. Following the threads and phone calls is much more time consuming than being on a meeting.
[Attila] Unfortunately, to be able clearly understand what action we should take on attributes already imported from GSMA GST to rel-16 network slice NRM ServiceProfile, we would need to have a discussion on attribute level. I do not think this is possible in email meeting.

What I would like to remove from Rel-16 are attribute that are not valid for 5G, values that are not relevant (in Rel-16), and attribute in NG.116 1.0 that are removed in NG.116 2.0.
[Attila] Instead of removing from rel-16 imported attributes and values/value ranges that are not currently relevant and supported by 5G, we (SA5) could treat them as new 5G network slicing requirements and take the proposed top down approach – distribute them to relevant WG using LSs and decide based on their reply. Of course, such action would need some kind of attribute tagging on our side, most likely beyond our internal living document dedicated for mapping. No problem with removal of attributes that do not exist anymore in NG 116.2.0.

Ex. What is the relevance of specifying Supported access technologies values GERAN and UTRAN in a 5G NRM?
Therefore, I think that the GST parameters need to be checked as well as their values (possibly help is needed from SA2 and RAN). When not relevant, feedback should be given to GSMA.
[Attila] Since GST is created to represent various verticals use cases/requirements, whether some access technology belongs to 5G NRM or not, it should not concern the vertical who’s main goal is use case support. If such communication about attribute relevancy towards GSMA should happen, it should not be done until we (SA5) finish our attribute mappings to relevant domains and after sending LSs with potential new 5G requirements, we (SA5) have received LS replies from relevant WGs (SA1, SA2 and RAN) – this SA5 activity should not be tied to single release.




	S5-201470
	Revised WID for 6.4.14-MA5SLA
	China Mobile
	Shi xiaonan
	Rel-16
	　


	6.4.16
	5GMNC - 3
	5G management capabilities
	Total 3 tdocs/3 email threads (3tdocs)
	860023


The following tdocs will be treated as individual 5G MNC email approval.
	S5-201108
	pCR TS 28.537 First draft with Edithelp comments and text in Scope
	Orange
	Jean Michel Cornily
	Rel-16
	28.537


	S5-201109
	Revised WID on 5G management capabilities
	Orange
	Jean Michel Cornily
	Rel-16
	　


	S5-201110
	Presentation of TS 28.537 for Information and approval to SA#87
	Orange
	Jean Michel Cornily
	Rel-16
	28.537


	6.6
	
	OAM&P Studies
	
	


	6.6.4
	FS_eMDAS
	Study on enhancement of Management Data Analytics Service
	 Only cross-WG related issues  which are important to catch up with the other WGs’ work plan
Total 3 tdocs/3 email threads

(3 tdocs)
	850028


Note: S5-201315 is put into the EE-MDAS-GROUP #1 discussion. 
The following tdocs will be treated as individual MDAS email approval.
SA2&RAN3 cooperation interaction (1)
	S5-201253
	pCR 28.809 Modification on Management Interaction with NWDAF
	China Mobile E-Commerce Co.
	Xiaonan Shi
	Rel-16
	28.809


0225:

	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	· The title of the contribution does not reflect the content of the contribution, some might say it is misleading. The contribution is about the adding management interaction between MDAS and RAN to clause 5.2.
【CMCC】: Thanks for the valuable comment. Yes, the contribution is to add the management interaction between MDAS and RAN to clause 5.2. I revised the title according to your suggestion.
By adding “and gNB” to the title of clause 5.2, it is unclear what is actually described in this clause. 
【CMCC】: Adding “and gNB” is to highlight the interaction between MDAS producer and gNB. gNB can perform as a consumer of the MDAS.
· Figure 5.2-1 has been replaced, since the previous figure has been removed it is not possible to see what is changed in the figure.
【CMCC】: Apologies for removing the original figure. In the revised version, I add back the original figure. The only change in the figure is add gNB as the consumer of the RAN domain MDAS.
· What is the purpose of Figure 5.2-2, what does it show what is not shown in Figure 5.2-1? 

· What is the difference between “3GPP domain MDAS consumer” (Figure 5.2-2) and a 3GPP cross domain MDAS Consumer (Figure 5.2-1)? 
【CMCC】: This is not the focus on this contribution. I copied the existing figure and the proposed modification is to add the gNB as the consumer of domain MDAS producer. 


0228: rev2 uploaded.
SA2 related use cases (1)
	S5-201316
	pCR 28.809 Add the use cases related to SLA assurance
	HUAWEI TECHNOLOGIES Co. Ltd.
	Xiaoqian JIA
	Rel-16
	28.809


0225:

	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	-The use case is quite detailed and specific. The following sentence in the text “Overload of signallings in control plane and/or user data congestion in user plane will lead low SLA satisfaction.” What do you mean by SLA satisfaction? An SLA is an agreement between CSP and CSC on many different aspects where handling of overload situations may be one of them. “Overload of signaling in control plane and/or user data congestion in user plane may lead to an underperforming network while allocating excessive resources to network slice instances with high load to avoid overload of signaling and/or user data congestion will decrease resource efficiency. “

-The phrase “to identify SLA degradation due to load issues” is not very clear. What does this mean? If is say the following “to identify degradation of the performance measurements and KPI documented in an SLS due to load issues” do you understand that to have the same meaning? If not can you explain.

-Last sentence “entire slice”, this is an NSI?

	2
	Samsung
	
	1.It says “The analysis of network slice load should consider the service characteristics….”. What is the service? CSI? How a CSI characteristics can make difference in slice load?

2.How an application wise load will be provided. Even if it is provided. How that can that be useful for slice SLA assurance?

3.One slice will be of one RAT only. So how it will be beneficial to have load distribution for different RATs for slice SLA assurance?

4.It says “MDAS may utilize the analytical data of slice load analysis,….from NWDAF”. 23.288 is not clear on what is Slice Load is? The “Input Data” section is empty. “Output analytics” is talks about threshold. SA2 plans to define it in future. Before adopting Slice Load, as defined in SA2, in SA5. We need to understand what it is. Is it just about aggregated constituent 5GC NFs load in the Slice? Does it consider UE related measurements?


0227:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	SAMSUNG
	
	1. It says “The analysis of network slice load should consider the service characteristics….”. What is the service? CSI? How a CSI characteristics can make difference in slice load?
[Reply from Huawei] The service means various communication services with different requirements or priorities. 
The intention of this is to say in cases the load information of different services supported by NSI(s), RAN part has the knowledge of QoS information, and the CN part further has the information of service/UE priority, with these information, the load of different services can be calculated. Consequently, the services with high priorities can be guaranteed firstly.
How about rewording it to ”The analysis of network slice load should consider the load of services with different characteristics”?

2. How an application wise load will be provided. Even if it is provided. How that can that be useful for slice SLA assurance?
[Reply from Huawei]: The application load can be derived from the AF. Actually, till now, there seems no information exchanges between AF and management system. But in overview part in TR 28.809, it says the input for MDAS can be from AF. I don't have strong opinion with this.
If it is provided, some mechanism can be used for slice assurance, for example, limit the access of the users of lower priority with access control mechanism when it is overload，or downgrade the SLA level (should negotiate with the tenant).
3. One slice will be of one RAT only. So how it will be beneficial to have load distribution for different RATs for slice SLA assurance?
[Reply from Huawei] Yes, currently the one slice is for one RAT only. But the case one slice supports multi-RAT may be allowed later, e.g. for 5G and beyond 5G. There is no restriction from the standard aspect.
4. It says “MDAS may utilize the analytical data of slice load analysis,….from NWDAF”. 23.288 is not clear on what is Slice Load is? The “Input Data” section is empty. “Output analytics” is talks about threshold. SA2 plans to define it in future. Before adopting Slice Load, as defined in SA2, in SA5. We need to understand what it is. Is it just about aggregated constituent 5GC NFs load in the Slice? Does it consider UE related measurements?
[Reply from Huawei] You are correct. But this case is in the specification of SA2, so we consider it as a potential input for MDAS producer. In addition, there is another case NF load analytics, clause 6.5, TS 23.288, this is also an input from NWDAF can be utilized by MDAS to perform further analysis. 

	2
	Ericsson
	
	· The use case is quite detailed and specific. The following sentence in the text “Overload of signallings in control plane and/or user data congestion in user plane will lead low SLA satisfaction.” What do you mean by SLA satisfaction? An SLA is an agreement between CSP and CSC on many different aspects where handling of overload situations may be one of them. “Overload of signaling in control plane and/or user data congestion in user plane may lead to an underperforming network while allocating excessive resources to network slice instances with high load to avoid overload of signaling and/or user data congestion will decrease resource efficiency. “
[Reply from Huawei]SLA satisfaction means on which degree the SLA have been satisfied. Here the low SLA satisfaction is trying to say the SLA are not assured as expected because of the network overload. 
I reworded the last two sentence as the following:
“Overload of signalling in control plane and/or user data congestion to in user plane may lead to an underperforming network. Besides, allocating excessive resources for network slice instances with light load will decrease resource efficiency. 
· The phrase “to identify SLA degradation due to load issues” is not very clear. What does this mean? If is say the following “to identify degradation of the performance measurements and KPI documented in an SLS due to load issues” do you understand that to have the same meaning? If not can you explain.
[Reply from Huawei]: Yes, that’s exactly what I mean, I can replace the original sentence with the one you suggested.
· Last sentence “entire slice”, this is an NSI? 
· [Reply from Huawei]: I can change it to NSI.


0227：1316rev1 uploaded
0228: 1316rev3 uploaded.
	1
	SAMSUNG
	
	1. It says “The analysis of network slice load should consider the service characteristics….”. What is the service? CSI? How a CSI characteristics can make difference in slice load?
[Reply from Huawei] The service means various communication services with different requirements or priorities. 
The intention of this is to say in cases the load information of different services supported by NSI(s), RAN part has the knowledge of QoS information, and the CN part further has the information of service/UE priority, with these information, the load of different services can be calculated. Consequently, the services with high priorities can be guaranteed firstly.
How about rewording it to ”The analysis of network slice load should consider the load of services with different characteristics”?

[DG] I would say “The analysis of network slice load should consider the load of services with different characteristics (e.g priorities)”
2. How an application wise load will be provided. Even if it is provided. How that can that be useful for slice SLA assurance?
[Reply from Huawei]: The application load can be derived from the AF. Actually, till now, there seems no information exchanges between AF and management system. But in overview part in TR 28.809, it says the input for MDAS can be from AF. I don't have strong opinion with this.
If it is provided, some mechanism can be used for slice assurance, for example, limit the access of the users of lower priority with access control mechanism when it is overload，or downgrade the SLA level (should negotiate with the tenant).
[DG] I would suggest “…… e.g. load distribution for different applications (probably coming from respective AFs),…..“
3. One slice will be of one RAT only. So how it will be beneficial to have load distribution for different RATs for slice SLA assurance?
[Reply from Huawei] Yes, currently the one slice is for one RAT only. But the case one slice supports multi-RAT may be allowed later, e.g. for 5G and beyond 5G. There is no restriction from the standard aspect.
[DG] ok
4. It says “MDAS may utilize the analytical data of slice load analysis,….from NWDAF”. 23.288 is not clear on what is Slice Load is? The “Input Data” section is empty. “Output analytics” is talks about threshold. SA2 plans to define it in future. Before adopting Slice Load, as defined in SA2, in SA5. We need to understand what it is. Is it just about aggregated constituent 5GC NFs load in the Slice? Does it consider UE related measurements?
[Reply from Huawei] You are correct. But this case is in the specification of SA2, so we consider it as a potential input for MDAS producer. In addition, there is another case NF load analytics, clause 6.5, TS 23.288, this is also an input from NWDAF can be utilized by MDAS to perform further analysis. 
[DG] My point is basing our use case on something that will be provided by NWDAF is risky. I would suggest  “MDAS may utilize the analytical data of slice load analysis (as appropriate),….from NWDAF”

	2
	Ericsson
	
	I have a minor change. 

First sentence “Network slice load may change along  vary over with time.”


solution (1)

	S5-201327
	pCR 28.809 addition of resource utilization analysis solution
	ETRI
	Taesang Choi
	Rel-16
	28.809


	6.6.5
	FS_ANL
	Study on autonomous network levels
	Total 5 tdocs/5 email threads

(5 tdocs)
	850032


The following tdocs will be treated as individual ANL email approval.
	S5-201201
	pCR TS 28.810 Add Self-healing scenario for classification of network autonomy levels
	CATT
	Min Shu
	6.6.5
	Rel-16
	28.810


0225:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	•Self-healing just a functionality of SON. Do we want to separate classification for SON? 
[shumin]:As we known, self-healing focuses on the maintenance phase of a network, and there are some use cases defined in TS32.541. To address self-healing here is not intent to separate it from SON, but try to re-use current use cases to argument it can be classified by the network autonomy levels.
•The content of this pCR overlap with RCA (S5-201326), would you consider merge this with CMCC’s contribution?
       [shumin]: Yes, there is some overlap with RCA. Maybe it can provide some low-level usecases to demonstrate the autonomy level, e.g.  how Cell Outage Detection(COD) autonomously detect failure and give proposals of solutions, which involved different AI/ML capability in different autonomy level.  BTW, it’s a good suggestion to merge with existed paper.
•Where is the reference of definition “functionality of self-healing”?
[shumin]: There are some use cases defined in TS32.541.
•“Self-healing can collect fault data or performance metrics related resources for the network or network slices”, does Self-healing applicable for 5G/network slices currently?
[shumin] I think currently there is rare study and usecase for self-healing, especially for 5G. We need more feasibility study.


0226:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	CMCC
	
	I agree with Li Gang that S5-201201(self-healing) overlap with S5-201326 (fault RCA and recovery). Self-healing represents high autonomous level of fault RCA and recovery category, which means the fault can be recovered/healed by network system itself.


	S5-201241
	pCR TS 28.810 Add Resource optimization scenario for classification of network autonomy levels
	CATT
	Min Shu
	6.6.5
	Rel-16
	28.810


0225:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	•What is “Resource optimization” in here means?
[shumin] I mean network resource ,especially wireless/radio resource here, e.g. Qos flow, DRBs, etc. 
•How “classification of network autonomy levels” for resource optimization via 3GPP management system?
[shumin] It needs more study and research, and should be more specific for this topic. 
Generally speaking, the goal is by importing a traffic prediction model, to adjust the direction of traffic flow and optimal the network topology, eventually to make the network resource allocated most sufficiently.

Currently, we could re-use some existed feature ,e.g. MLB/MRO/MDT ,to achieve the network resource optimization step by step in different autonomy level.


0228:

	No.
	Company name
	Support to tdocs 
	Comments

	1
	Huawei
	
	1. The concept of  resource optimization is broader and generic, it is better to make clear what’s the goal of the proposed scenario wants to achieve. 
2. Currently there are two optimization related scenarios are described in TR 28.810 (especially Multi-domain/layer/technology management service coordination automation scenario example is very similar as you proposed), what’s the relation with the one you proposed. Maybe you can consider to update exsiting one.
[shumin] I will update the content to the clause 5.4 as your mentioned.


0302: 1241 rev2 uploaded.
	S5-201323
	pCR 28.810 Update Clause 5.3 NE deployment scenario example for classification of network autonomy levels
	Huawei,China Mobile,China Unicom, ZTE
	Ruiyue Xu
	6.6.5
	Rel-16
	28.810


0226:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Ericsson
	
	•Task A,B,C belong to RAN NE design phase, those should be combined to one

•5.3.3 classification is unclear, e.g. How to classify in the presence of unavoidable human installation


0228: 1323rev2 uploaded.
	S5-201324
	pCR 28.810 Update Clause 4.4 Potential dimension for classification of network autonomy
	China Mobile, Huawei, China Unicom, ZTE
	Xi Cao
	6.6.5
	Rel-16
	28.810


0226:

	No.
	Company name
	Support to tdocs 
	Comments

	1
	 Ericsson
	 
	· Can we refer to the content of rel-16 TR, even it has not completed?
· What is the “awareness” useful if “Intent translation” be introduced?
What is the definition for “Autonomy in communication service layer”? any different with “cross domain layer”?


0227:
	No.
	Company name
	Support to tdocs 
	Comments

	1
	 Ericsson
	 
	· Can we refer to the content of rel-16 TR, even it has not completed?
[CX] I find that there are rel-16 TRs refer to the content of other rel-16 TRs, e.g. TR 28.805 refer to 28.801, so I think it is allowed for TR refer to TR.

· What is the “awareness” useful if “Intent translation” be introduced?
[CX] As described in this tdoc, intent translation is the group of tasks which translate network or service intent into detailed management operations. The main objective to introduce "intent translation" is to involve the intent/demand from human operator into the workflow, which means including the trigger of management workflow. Thus, by introducing "intent translation" can make the autonomous closed loop be more complete. The objective of awareness is to collect network information/data for monitoring network operation or service providing status. The two categorizations of tasks are totally different.    

· What is the definition for “Autonomy in communication service layer”? any different with “cross domain layer”?
[CX] “cross domain layer” means the MnF(s) in cross domain, e.g. the MnF(s) cross AN, TN, CN domains, which is still on the layer of network . But “Autonomy in communication service layer” means execute the autonomy mechanism in communication service layer, e.g. execute the autonomy mechanism in communication service assurance, which is on the layer of communication service.    


	S5-201326
	pCR 28.810 Update Clause 5.1 Fault RCA and recovery scenario example for network autonomy level
	China Mobile, Huawei, China Unicom, ZTE
	Xi Cao
	6.6.5
	Rel-16
	28.810


0226:

	No.
	Company name
	Support to tdocs 
	Comments

	1
	 Ericsson
	 
	 Tasks in 5.1.2 are is too far-fetched. 
· The Intent translation for RCA is not reasonable since we cannot predict a network failure. What is “Fault RCA and recovery intent translation”?
· Task B and C should are assistance for RCA. 
Task F and G should be combined to one


0227:
	No.
	Company name
	Support to tdocs
	Comments

	1
	 Ericsson 
	 
	 Tasks in 5.1.2 are is too far-fetched. 
[CX] At SA5 #128 meeting, we got offline comments on detailing the tasks of the workflow of the scenarios.
· The Intent translation for RCA is not reasonable since we cannot predict a network failure. What is “Fault RCA and recovery intent translation”?
[CX] A network failure cannot be predicted indeed. But intent on fault management can be triggered by NOP, e.g. the intent on fault RCA rules management, alarm compression rate control, fault recovery response time reducing, etc. Please review the revision below, dose it help for clarifies?
[image: image3.jpg]2 Entire workflow.

The entire close-loop workdlow of fault RCA and recovery is as following:+'

- Task A: Fault RCA and recovery intent translation. The task which translate the fault RCA and recovery intent to
the detailed fault management operations «

NOTE: the examples of fault RCA and recovery intent are hlarm compression rate increasing, fault recovery response
time reducing, etc.c





· Task B and C should are assistance for RCA. 
[CX] Yes, the Task B and C are the front steps for fault RCA (Task E). But they have different input and output. And currently in operator’s real network, China Mobile for example, Task B is very easy to achieve autonomy, Task C can partly achieve autonomy, but Task E hardly achieve autonomy. Which means if the 3 tasks are combined together, it is difficult to tell whether the combined task has already achieve autonomy or not.
· Task F and G should be combined to one
[CX] Similar as the response of the above bullet. Task F is the front step (analysis and offer options, the job like a adviser) for Task G (make decisions, the job like a commander). 


0228: S5-201326rev1 uploaded.
0303: S5-201326rev2 is uploaded with S5-201201 merged in.
7. SA5 plenary preparation: 
7.1 List of ongoing Rel-16 Workitems in SA5#129e:

	6.4
	
	Rel-16 Operations, Administration, Maintenance and Provisioning (OAM&P)
	Completion status at SA5#128
	Completion status at SA5#129
	Rapporteur
	

	6.4.1
	QOED
	Management of QoE measurement collection 
	75%
	
	Ericsson
	760058

	
	
	
	
	
	
	

	6.4.2
	EE_5G
	Energy Efficiency of 5G
	92%
	
	Orange
	810023

	
	S5-201339
	Presentation of TS 28.310 for approval to SA#87
	
	
	
	

	6.4.3
	IDMS_MN
	Intent driven management service for mobile networks
	55%
	
	Huawei
	810027

	
	
	
	
	
	
	

	6.4.4
	5G_SLICE_ePA
	Enhancement of performance assurance for 5G networks including network slicing
	95%
	
	Intel
	810031

	
	
	
	
	
	
	

	6.4.5
	5GMSD
	Discovery of management services in 5G  
	70%
	
	Huawei
	820035

	
	
	
	
	
	
	

	6.4.6
	eNRM
	NRM enhancements 
	90%
	
	Nokia
	820032

	
	
	
	
	
	
	

	6.4.7
	TM_SBMA 
	Trace Management in the context of Services Based Management Architecture
	50%
	
	Nokia
	820036

	
	
	
	
	
	
	

	6.4.8
	ONAP3GPP
	Integration of ONAP and 3GPP 5G management framework 
	65%
	
	AT&T
	830026

	
	
	
	
	
	
	

	6.4.9
	COSLA
	Closed loop SLS Assurance
	45%
	
	Ericsson
	850026

	
	S5-201359 
	Presentation of TS 28.536 for information to SA#87e  
	
	
	
	

	
	S5‑201360    
	Work Item Exception for Closed loop SLS Assurance  
	
	
	
	

	6.4.10
	OAM_RTT
	Streaming trace reporting
	50%
	
	Nokia
	850027

	
	
	
	
	
	
	

	6.4.11
	5G_SLICE_ePA-KPI
	KPI reporting
	80%
	
	ZTE
	850029

	
	
	
	
	
	
	

	6.4.12
	SON_5G
	Self-Organizing Networks (SON) for 5G networks
	30%
	
	Intel
	850030

	
	
	
	
	
	
	

	6.4.13
	MEMTANE
	Enhancement of 3GPP management system for multiple tenant environment support
	35%
	
	Huawei
	850031

	
	
	
	
	
	
	

	6.4.14
	MA5SLA
	Management Aspects of 5G Service-Level Agreement
	60%
	
	China Mobile
	850034

	
	
	
	
	
	
	

	6.4.15
	5GMDT
	Management of MDT in 5G
	20%
	
	Ericsson
	860021

	
	
	
	
	
	
	

	6.4.16
	5GMNC
	5G management capabilities
	0%
	
	Orange
	860023

	
	S5-201110
	 Presentation of TS 28.537 for Information and approval to SA#87  
	
	
	
	


7.2 List of ongoing Rel-16 Study items in SA5#129e:

	6.6
	
	OAM&P Studies
	Completion status at SA5#128 
	Completion status at SA5#129
	Rapporteur
	

	6.6.2
	FS_OAM_NPN
	Study on non-public networks management
	50%
	
	Huawei
	830024

	
	S5-201266
	Presentation of TR 28.807 to SA for Information  
	
	
	
	

	6.6.3
	FS_5GSAT_MO
	Study on management and orchestration aspects with integrated satellite components in a 5G network
	65%
	
	Thales
	830025

	6.6.5
	FS_ANL
	Study on autonomous network levels
	25%
	
	China Mobile
	850032


7.3 List of completed WI/SIs before SA5#129e:

	Rel-16 WI/SI
	Rapporteur
	Completion
	Status

	FS_SON_5G
	Intel
	100%
	

	NETPOL
	China Mobile
	100%
	

	FS_MAN_EC
	Intel
	100%
	

	FS_TENANCYC
	Huawei
	100%
	

	FS_CSMAN
	Ericsson
	100%
	

	FS_OAM_RTT
	Nokia
	100%
	

	OAM_LTE_WLAN
	Intel
	100%
	WI Summary has been proposed and approved in SA#86

	FS_ONAPCINT
	Ericsson
	100%
	

	FS_ONAPDCAE
	Orange
	100%
	

	METHOGY
	Ericsson
	100%
	


8. Statistics: 
	Agenda Item
	Total tdocs
	Email threads 
	Description

	6.2
	16
	12 
	(3 groups+9 tdocs)

	6.3
	50 
	30
	(12 groups+ 18 tdoc + 2 late(postpone)) 

	6.4.1
	10
	3
	(2 groups+1tdoc+2 LS(postpone))

	6.4.2
	10
	4
	(2 groups+ 2 tdocs+1 LS(postpone))

	6.4.3
	2 
	2
	2 tdocs

	6.4.4
	26 
	15 
	(5 groups+10 tdocs)

	6.4.5
	0
	0
	0

	6.4.6
	26
	13 
	(6 groups+ 7 tdocs) 

	6.4.7
	0
	0
	0

	6.4.8
	2
	2
	2 tdocs

	6.4.9
	11 
	7 
	(2 groups+3 tdocs+ 2 )

	6.4.10
	1
	1
	1 tdoc

	6.4.11
	3
	2 
	( 1 group+1 tdoc)

	6.4.12
	18
	7 
	 ( 3 group+4 tdoc)

	6.4.13
	3
	1 
	(1 group)

	6.4.14
	5
	4 
	(1 group+3 tdocs)

	6.4.15
	12
	5 
	(3 group+2 tdocs+2 LS(postpone))

	6.4.16
	3
	3
	(3tdocs)

	6.5.1
	0
	0
	0

	6.6.2
	5
	5 
	(5 tdocs)

	6.6.3
	0
	0
	0

	6.6.4
	3
	3
	(3 tdocs)

	6.6.5
	5
	5
	(5 tdocs)

	Total
	211
	124
	


Note:
Late tdocRelated tdocs: 
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