

	
3GPP TSG-SA5 Meeting #126	S5-195314
Bruges, Belgium, 19th Aug 2019 - 23rd Aug 2019							Revision of S5-19xxxx
	CR-Form-v11.4

	CHANGE REQUEST

	

	
	32.290
	CR
	0064
	rev
	-
	Current version:
	15.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Correction of failure handling

	
	

	Source to WG:
	[bookmark: _GoBack]  Huawei, China Mobile

	Source to TSG:
	S5

	
	

	Work item code:
	5GS_Ph1-SBI_CH 
	
	Date:
	2019-08-07

	
	
	
	
	

	Category:
	  F
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
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	First change


5.5.1.1	CTF detected failure
The NF Consumer shall have a locally configured failure handling procedure, in case a failure is detected for the Charging Data Request or Response. The failure handling may be overridden by CHF using Failure Handling field in Invocation Result, to indicate how the NF consumer (CTF) shall behave in case of a failure. The latest value for Failure Handling received from CHF shall be applicable until a new value is received.
The NF consumer (CTF) shall support three types of Failure Handling:
-	Continue: the charged session or event shall be allowed to continue without charging or with charging, based on locally configured. Usage limit (e.g. time limit, volume limit) for failure scenario may also be configured locally limits (e.g. time, volume). 
For without charging, Tthe NF consumer (CTF) may retry the request;
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]For with charging, the failed request and subsequent charging information shall be cached locally in the NF consumer (CTF). The NF consumer (CTF) shall try to send them to the CHF with cache indicator when the NF consumer (CTF) detects that the CHF recovers from failure. Even if charging method is online charging, the request and subsequent charging information shall be cached without quota management. The armed triggers in the NF consumer (CTF) is still applicable for charging information container closure and charging data request generation. 
-	Terminate: the charged session or event shall not be allowed to continue, the NF consumer (CTF) shall try to send a Charging Data Request [Termination] to the CHF in the case the failed request was an Initial ora Charging Data Request [Update];
-	Retry and Terminate: the request may be retried towards the CHF before the NF consumer (CTF) follows the Terminate failure handling procedure.
	Next change


5.5.1.2	CHF detected failure
In the case a failure is detected for the Charging Data Request or Response the CHF closes a CDR and all the reserved resources are freed for the charging session. The charging session may be kept or released based on locally configuration.
A Charging Data Request [Initial] received by a CHF, which can be associated to an existing charging session (i.e. resource in CHF), shall be handled as a valid request and be answered with Charging Data Response [Initial] with the charging session id (i.e. resource id).
A Charging Data Request [Update] received by a CHF, which cannot be associated to any existing charging session (i.e. resource in CHF), shall be handled as a valid request with the associated resource creation and quota usage handling.
A Charging Data Request [Termination] received by a CHF, which cannot be associated to any existing charging session (i.e. resource in CHF), shall be handled as a valid request with the associated resource creation, quota usage handling and the resource release.
A Charging Data Request [Update/Termination] received by a CHF, whichindicated as cached message with quota usage and cannot be associated to any reserved quota, shall be handled as a valid request with quota usage handling.
A Charging Data Request [Initial/Update/Termination] received by a CHF, which indicated as cached message with quota reservation, the quota reservation shall be ignored.
In the case a failure is detected for the Charging Notify Request the Charging session shall be kept, and the CHF may retry the notification.
	End of change



