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1
Decision/action requested

Agree the proposed changes in the draft TR.
2
References

[1]
Draft TS 28.801 Study on management and orchestration of network slicing for next generation network v0.4.0
3
Rationale

Discuss and agree to include proposed text.
4
Detailed proposal

It is proposed to include the following revision-marked text in the TR 28.801 [1].
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4.X
High-level functional model of roles

In the context of next generation networks, responsibilities with regard to operations have to be clearly defined and assigned to roles. High-level roles include:
# Communication Service Provider (CSP): Provides communication services (see 4.Y) to its customers, e.g. end users, business customers (including Verticals), or other CSPs. Designs, builds and operates its communication services.

# Network Operator (NOP): Provides network services to its customers, e.g. Communication Service Providers (CSP). Designs, builds and operates its networks to offer such services.

# Virtualization Infrastructure Service Provider (VISP): Provides virtualized infrastructure services to its customers, e.g. Network Operators (NOP). Designs, builds and operates its virtualization infrastructure(s). In some use cases, the VISP can be a cloud service provider, leading to the NOP being a cloud service customer (See [y]). 
# Data Centre Service Provider (DCSP): Provides data centre services to its customers, e.g. Virtualization Infrastructure Service Providers (VISP). Designs, builds and operates its data centres.
Depending on actual deployments, the roles defined here above can be played by one single organization or by several ones. Hence, an organization can play one or several roles defined above.

Note 1: the list of roles above is not exhaustive, for sake of simplicity. For example, roles such as e.g. VNF Supplier, NFVI Supplier, etc. are not defined here.
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Figure 4.X-1. High-level model of roles

4.Y
Types of communication services

Communication services offered by Communication Service Providers are of various categories, among which:

- B2C services, e.g. mobile web browsing, VoLTE, Rich Communication Services, etc.
- B2B services, e.g. Internet access, LAN interconnexion, etc.
- B2B2X services: e.g. services offered to other Communication Service Providers (e.g. international roaming, RAN sharing, etc.) or to Verticals (e.g. eMBB, etc.) offering themselves communication services to their own customers.

4.Z
Services using the Network Slice concept
4.Z.1
Network Slices as NOP internals
Types of services listed in 4.Y are offered by CSPs to their customers, relying on Network Operator(s) network services. Depending on CSP requirements and/or Network Operator own policies, the Network Operator can decide to provide required network services using network slices. In such a case, only the Network Operator has knowledge of the existence of network slices; the CSP and its customers haven’t.
4.Z.2
Network Slice enabled communication services

Network Slice based services can be offered by CSPs to their customers as new types of communication services (and hence can be part of CSPs’ offer catalogue). In this scenario, CSP customers have certain knowledge of the characteristics of the network slices that support their services and may have certain management capabilities.

Example of Network Slice enabled communication services may include:
* Network Slice based massive IoT, which can be of several types:

- Network Slice based massive IoT, based on network slice type 1


- Network Slice based massive IoT, based on network slice type 2
* Network Slice based eMBB;

* Network Slice based ultra-reliable low latency communication;

* Network Slice based communication service for all other types of usage (default), etc.
4.Z.3
Network Slice as a Service

Network slice as a Service can be offered by CSPs to their business customers, leaving the latter ones the possibility to offer their own services on top on network slice services (B2B2X). Such network slice services could be characterized by e.g.
* radio access technology,
* bandwidth,
* end-to-end latency,
* guaranteed / non-guaranteed QoS,
* security level, etc.
A CSP offering Network Slices as a Service relies on network services offered by one or more network Operators. 
	End of modifications
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