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Next CHANGE
4.2.2		Network slicing for specific applications
Before application services are allowed to access specific network slices, a third-party Application Service Provider can negotiate with the MNO and the MNO may create or allocate the network slices based on the service requirements. For example, a cloud gaming service provider may interact with the MNO to reserve specific network slices supporting low latency, and high computing resources.
Afterwards, the Application Function, on behalf of the Application Service Provider, informs the 5GC that the target application service can use the specific network slices, i.e., by providing application guidance for UE Route Selection Policy (URSP) determination as defined in clause 4.15.6.10 of TS 23.502 [15]. Depending on the nature of the application guidance, the operator may update the Network Slice Selection policies in the URSP accordingly. As a consequence, the application service may be migrated to the new network slice/DNN duple based on the updated URSP rule.	Comment by Thorsten Lohmar r01: URSP rules are about PDU Sessions. Network Slices missing the DNN part. 	Comment by Huawei-Qi Pan-0220: Thanks for the remind and I add the DNN for clarification. 
The URSP rules in the UE, which are used to associate applications with usage of particular network slices, may be pre-configured or provided by the PCF as defined in TS 23.503 [16]. Each URSP rule is expressed as a traffic descriptor for application detection, e.g. IP descriptors, application descriptors, domain descriptors.
NOTE:	There is no restriction on which part of UE should (re-)evaluate the URSP rules. This may be done by either the Operating System or the modem layer.
Once an application is started or detected on the UE, the following procedure is followed:
1.	The UE evaluates its URSP rules in the order of Rule Precedence and determines whether the application matches the Traffic descriptor of any URSP rule.
a.	When a URSP rule is determined to be applicable for a given application, the UE derives the suitable network slices based on the applicable URSP rule.
b.	If the UE determines that there is more than one existing PDU Session which matches a given URSP rule, it is up to UE implementation (Operating System or modem layer) to select one of them to use. Otherwise, the UE tries to establish a new PDU Session using the derived network slices.
2.	If there is no matching URSP rule (except the “match all” rule), the UE shall uses the its own local configuration (if any) to determine which PDU Session to use.	Comment by Richard Bradbury (2023-02-16): (Mandatory statements not permitted in TR.)
NOTE:	The UE local configuration in this context is information about the associated application, such as application-specific parameters to set up a PDU Session or end user configuration for specific applications. This can be provisioned in the UE via the application layer, e.g. following interaction between the Edge Enabler Client (EEC) and the Edge Configuration Server (ECS), as defined in TS 23.558 [24].
3.	When URSP rules are updated, or when a particular URSP rule’s validity changes, the association of existing applications to PDU Sessions may need to be re-evaluated.
4.	Depending on UE implementation, the associations between applications and PDU Sessions may also be re-evaluatedion periodically, independent of any changes to URSP rules.
In the case where a network slice becomes unavailable (e.g. due to overload), the AMF is triggered, either by local configuration (e.g. trigger from OAM) or by a notification from the Access and Mobility Management PCF (AM PCF) or by the NSSF [X], to replace the current S‑NSSAI with a previously chosen Alternative S-NSSAI. Using a suitable NAS procedure (e.g. UE Configuration Update) the AMF informs the UE about the Alternative S-NSSAI as well as providing the mapping between S-NSSAI(s) and Alternative S-NSSAI(s) in the Allowed NSSAI and/or in the Configured NSSAI.	Comment by Richard Bradbury (2023-02-22): How? By updating the URSP rules?
Do you mean "The AMF informs the UE about the Alternative S-NSSAI"?
Or do you just mean "The AMF makes the Alternative S-NSSAI available for use by the UE"?	Comment by Huawei-Qi Pan-0222: The URSP rule is not relevant for this issue. 

The AMF just informs UE about the mapping between broken S-NSSAI and the Alternative S-NSSAI. The AMF can deliver such information to the UE via existing NAS procedure, e.g. UE Configuration Update procedure.
1.	In the case where there is no existing PDU Session in the unavailable slice and the UE is trying to establish a new one to support a 5G Media Streaming session, the UE may provide both the Alternative S-NSSAI and the current S-NSSAI in the PDU Session Establishment message, in which case the AMF provides both S-NSSAI values to the SMF for the PDU Session establishment. The SMF proceeds with the PDU Session Establishment using the Alternative S-NSSAI. As a result, the new PDU Session is established over the Alternative S-NSSAI with a new IP address.
2.	In the case where an ongoing 5G Media Streaming session is already being carried over the PDU Session associated with the unavailable slice, the AMF informs the SMF responsible for the PDU Session that it is to be transferred to the Alternative S-NSSAI. Then, depending on the Session and Service Continuity (SSC) mode of the existing PDU Session, either:
a)	in case of SSC mode 1, the SMF further updates the network slices in the UE/RAN/UPF via the PDU Session Modification procedure. In this case, the IP address of the PDU Session remains the same.
b)	 in case of SSC mode 2 or 3, the SMF triggers the modification/release of the PDU Session and re-establishment of the PDU Session in the Alternative S-NSSAI. In this case, a new IP address is allocated during the PDU Session re-establishment procedure and the ongoing 5G Media Streaming session at reference point M4 and M5 needs to be migrated to the new PDU Session.
Editor’s note: the above descriptions of Network Slice Replacement will be updated to aligned with SA2’s conclusion.
