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### 4.2.2 User Services network architecture

MBS User Services enable high-level applications to make use of the low-level features of the MBS System. An MBS User Service is provided by the MBSF and MBSTF working in combination to support configuration option 2 and configuration option 3 defined in annex A of TS 23.247 [5]. In addition to the Network Functions defined in [5], the MBS AS provides unicast services such as User Service Announcement[, user plane client authentication ]and Object Repair. Together, these functions enable a complete service offering to an end-user, via a set of APIs that allows the MBS Client to activate or deactivate reception of MBS User Services.

The MBS User Services architecture depicted in figure 4.2.2-1 shows the MBS-related entities involved in providing MBS User Services delivery and control. These are described in the following clauses. The MBS Application Provider plays the role of the AF/AS.



Figure 4.2.2-1: MBS User Services network architecture

NEXT CHANGE

### 4.2.4 User Service Announcement

The User Service Announcement provides information needed by the MBS Client to discover and activate the reception of one or more MBS User Services. User Service Announcement information may be delivered via MBS Distribution Sessions (at reference point MBS‑4‑MC) or via a regular PDU Session (at reference point MBS‑5).

The baseline information conveyed in User Service Announcements is defined in clause 4.5.7.
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### 4.3.1 General

The MBSF and MBSTF offer service layer functionality for sending data via MBS Sessions. The MBSF (clause 4.3.2) offers control plane functionality while the MBSTF (clause 4.3.3) offers user plane functionality. The MBSTF acts as a User Plane anchor when it sources IP multicast traffic. Reference point Nmb2 provides the means for the MBSF to configure the delivery methods in the MBSTF.

Figure 4.3.1-1 shows the complete set of functional entities involved in supporting MBS User Services when the MBS Application Provider is deployed in the Trusted DN, including client functions in the UE.



NOTE: When the MBS Application Provider is deployed outside the Trusted DN, it interacts with the MBSF via the NEF at reference point N33, as shown in figure 4.2.2‑1, instead of via Nmb10.

Figure 4.3.1-1 MBS User Service reference architecture

In the above architecture, MBS-specific functions such as the MBS AS and MBSF are shown as independent and standalone. In deployments, they may be co-located on physical devices with other functions. As an example, the MBS AS may be hosted in the MBS Application Provider domain, or it may be hosted in a 5GMS AS.
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### 4.3.2 MBSF

The functionality of the MBSF is defined in clause 5.3.2.11 of TS 23.247 [5]. It receives provisioning and control commands either directly at reference point Nmb10 or at reference point Nmb5 (via the NEF). The MBSF invokes MBS Session operations on the MB‑SMF at reference point Nmb1. The MBSF configures the MBSTF at reference point Nmb2.

The User Service Announcement function of the MBSF provides session access information which is consumed by the MBS Client and subsequently used to discover and initiate the reception of one or multiple MBS User Services. The session access information may contain information for presentation to the end-user, as well as application parameters used in generating service content for consumption by the MBS Client.

The present document defines additional Control Plane functionalities of the MBSF to support MBS User Services including:

1. Generating the User Service Announcement for each MBS Session.

2. Managing User Service Announcement updates.

3. Providing the User Service Announcement information to the MBS Client in a timely manner using one or more of the following mechanisms:

a) Unicast User Service Announcement delivered by the MBS AS via reference point MBS-5, including the possible use of push- or notification-based update mechanisms.

b) User Service Announcement delivered via an MBS Distribution Session generated by the MBSTF at reference point MBS-4-MC, optionally in the same MBS Distribution Session as the content it is advertising.

c) User Service Announcement delivered via application-private means at reference point MBS-8.

NEXT CHANGE

### 4.3.4 MBS AS

The MBS AS is an optional entity that performs the following functions to support MBS User Services:

- Delivering unicast User Service Announcements to the MBSTF Client via reference point MBS‑5.

[- Authenticating the MBS Client and supplying the MBS Session Key to it (via reference point MBS‑4‑UC) as part of the user plane security procedure defined in clause W.4.1.3 of TS 33.501 [16].]

- Providing a byte-range file repair service to the MBSTF Client (via reference point MBS‑4‑UC) for use with the Object Distribution Method.

The MBS AS is configured by the MBSF. The MBS AS may acquire content from the MBSTF. These interactions are not further defined by the present document.

The MBS AS may be deployed as a standalone entity, or its functions may be co-located with other Network Functions such as the MBSF (see clause 4.3.2), the MBSTF (see clause 4.3.3) or the 5GMS AS defined in TS 26.501 [7].
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### 4.3.5 MBS Client

The MBS Client function is part of the UE. The functionality of the UE is defined in clause 5.3.2.8 of TS 23.247 [5].

The MBS Client is further divided into the following subfunctions:

- *MBSF Client:* Communicates with the MBS AS on MBS User Service control aspects.

- *MBSTF Client:* Communicates with the MBSTF or MBS AS in order to provide an MBS Application Data Session to the MBS-Aware Application.

The MBS Client performs the following functions to support MBS User Services:

- Acquisition of MBSF-compiled User Service Announcements from the MBS AS at reference point MBS‑4‑UC and/or from the MBSTF at reference point MBS-4-MC.

[- Optionally, authentication with the MBS AS to obtain an MBS Session Key.]

- Reception of MBS data via reference point MBS‑4‑MC from either a Multicast MBS Session or a Broadcast MBS Session.

- Exposure of MBS Application Data Sessions towards an MBS-Aware Application.

- Using AL-FEC to recover packets or objects , if this optional feature is provisioned for the MBS Session.

- Unicast recovery of the application payload data carried in multicast/broadcast packets that are not successfully received via MBS-4, if unicast repair is provisioned for the MBS Session.

NOTE: Roaming of the MBS Client is for further study.
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## 4.4 Reference points and interfaces

### 4.4.1 Overview

The following reference points defined in clause 5.1 of TS 23.247 [5] are relevant to MBS User Services architecture: Nmb1, Nmb2, Nmb5, Nmb8, Nmb9, Nmb10 and Nmb12.

The following additional reference points are defined by the present document:

**- MBS-3:** Used by the MBSF to configure the MBS AS and to publish User Service Announcements and MBS Traffic Keys to it.

 This reference point is not described further in the present document.

**- MBS-4-MC:** Unidirectional multicast distribution of content from the MBSTF to the MBS Client.

**- MBS-4-UC:** File-based unicast repair between the MBS Client and the MBS AS.

**- MBS-5:** Interactions between the MBS Client and the MBS AS for the purpose of MBS control plane and service handling.

**- MBS-6:** API exposed by the MBS Client and used by the MBS-Aware Application to manage and control MBS User Services.

**- MBS-7:** API exposed by the MBS Client and used by the MBS-Aware Application to receive user data information distributed using MBS User Services.

**- MBS-8:** Announcement of MBS User Services to the MBS-Aware Application by the MBS Application Provider.

In addition, the following reference points are defined inside the MBS Client function:

- **MBS‑6′:** API exposed by the MBSTF Client and used by the MBSF Client to (de)activate reception of an MBS Session by the MBSTF. The reception parameters are supplied by the MBSF Client.

 This reference point is outside the scope of MBS User Services and is not described further in the present document.

- **MBS‑7′:** API exposed by the MSTF Client and used by the MBSTF to supply MBS Session configuration information that has been received from reference point MBS‑4‑MC.

 This reference point is outside the scope of MBS User Services and is not described further in the present document.
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