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FIRST CHANGE

# 2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

(SNIPPED)

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2] 3GPP TS 23.501: "System architecture for the 5G System (5GS)".

[3] 3GPP TS 23.502: "Procedures for the 5G System (5GS)".

[4] 3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".

[5] 3GPP TS 29.517: "5G System; Application Function Event Exposure Service; Stage 3".

[6] 3GPP TS 29.510: "Network function repository services; Stage 3".

[7] 3GPP TS 29.532: "Data Collection and Reporting; Protocols and Formats".

[8] 3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs".

[9] 3GPP TS 33.501: "Security architecture and procedures for 5G System".

[10] 3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".

[11] 3GPP TS 29.591: "5G System; Network Exposure Function Southbound Services; Stage 3".

NEXT CHANGE

### 4.6.1 General

(SNIP)

Once configured, these data collection clients then send *data reports* to the Data Collection AF associated with the data collection client configuration. Each data report provides the external application identifier associated with the UE Application and also includes a non-empty list of *data reporting records* containing the parameters collected by the data collection client. These parameters typically include a sampling timestamp.

NOTE 1: It is the responsibility of the data collection client to discover its external application identifier by means outside the scope of the present document.

An event consumer (the NWDAF and/or Event Consumer AF) subscribes to a type of event exposed by the Data Collection AF using the procedures defined in clause 6.2.8.2.3 of TS 23.288 [4]. The event consumer may additionally specify user-, location- and/or application-based filters in its subscription request in order to further limit the events exposed to a subset of those permitted by the relevant provisioned data exposure restriction(s). Attempts to subscribe to unprovisioned event types supported by the Data Collection AF instance are accepted by it, but will yield no events until they have been successfully provisioned.

NOTE 2: It is the responsibility of the event consumer to discover the relevant application identifier of interest by means outside the scope of the present document.

Depending on the *data processing instructions* provisioned in the Data Collection AF, a data reporting record contributes to zero or more events exposed to subscribers at reference points R5 and/or R6. Conversely, an exposed event arises from one or more data reporting records. In the case of events synthesised by the Data Collection AF from multiple data reporting records, the timestamp of the event shall indicate when it was synthesised. Otherwise, the timestamp of the event shall be identical to the timestamp of the data reporting record from which it arose.

The Data Collection AF exposes a batch of recent events to consumers (the NWDAF and/or Event Consumer AF) as an *event exposure notification*.

NEXT CHANGE

### 4.7.1 Service exposure via Network Exposure Function (NEF)

The following services provided by a Data Collection AF deployed inside the trusted domain shall be exposed northbound by the NEF to an Application Service Provider outside the trusted domain, as depicted in clauses A.3 and A.4:

- The Ndcaf\_DataReportingProvisioning service shall be exposed to Provisioning AF instances deployed outside the trusted domain as Nnef\_DataReportingProvisioning. See clause 6 of TS 26.532 [7] and clause 5.24 of TS 29.522 [10].

- The Ndcaf\_DataReporting service shall be exposed to Indirect Data Collection Clients and Application Servers deployed outside the trusted domain as Nnef\_DataReporting. See clause 7 of TS 26.532 [7] and clause 5.23 of TS 29.522 [10].

- The Naf\_EventExposure service shall be exposed to Event Consumer AF instances deployed outside the trusted domain as Nnef\_EventExposure. See TS 29.517 [5] and TS 29.522 [10].

The following services provided by an externally deployed Data Collection AF shall be exposed southbound by the NEF to Network Functions deployed inside the trusted domain, as depicted in clauses A.5:

- The Naf\_EventExposure service shall be exposed to Event Consumer AF instances deployed inside the trusted domain as Nnef\_EventExposure. See TS 29.517 [5] and TS 29.591 [11].

NEXT CHANGE

## 5.8 Procedures for event consumer authorization

The procedure for authorising access to the events exposed by the Data Collection AF is depicted by the following call flow:



Figure 5.8‑1: High-level procedures for event consumer authorization

The steps are:

1. The Provisioning AF provisions the data collection and the report exposure functionality at reference point R1, per the procedures in clause 5.2, including a set of Data Access Profiles.

1a. The Data Collection AF may provision the Authorization AS with a Data Access Profile configuration corresponding to step 1, including the Data Access Profile ID. The procedures used in this step are outside the scope of standardisation.

2. An event consumer sends a subscription request to the Data Collection AF to receive events via reference point R5 or R6, per the procedures in clause 5.3, indicating the Event ID of interest.

3. In return, the Data Collection AF redirects the event consumer to the Authorization AS in order to obtain access.

4. The event consumer contacts the Authorization AS (according to the procedures for authorization of NF service access defined in clause 13.4 of TS 33.501 [9]) with a set of valid credentials.

5. If access is granted, the Authorization AS responds with an access token that is valid for for a specific period of time. The access token may encode a Data Access Profile ID if the authorisation applies narrowly. The response may redirect the event consumer to the Data Collection AF using the initial subscription request URL, enhanced with the access token and optionally with the Data Access Profile ID passed in the clear.

6. The event consumer resends the subscription request to the Data Collection AF, this time with the access token and, optionally, with the Data Access Profile ID.

7. The Data Collection AF may verify the access token with the Authorization AS, or it may verify it locally.

8. If verification is successful, the Data Collection AF approves the subscription request for the requested Access Profile

9. The Data Collection AF sends event notifications to the event consumer, per the procedures in clause 5.6.

10. The event consumer cancels its event subscription using the procedures in clause 5.7.

END OF CHANGES