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Introduction

This contribution gives change proposals on the permanent document of Study on enhancements on immersive Real-Time Communication for WebRTC (FS_eiRTCW).
Note: According to the discussion in the last RTC SWG session in April 2022, this study keeps independent from work item iRTCW in terms of C-Plane signalling and maintains its own permanent document.
Proposal
Proposal #1

It is proposed that the revision of the permanent document for FS_eiRTCW should be created, reflecting all the below changes. 
Proposal #2

It is proposed that architectural aspects should be consulted with SA2 by sending a liaison when functional entities descriptions become clear enough. The subject of the liaison may include the architectural aspects of iRTCW as well.
Changes
All descriptions are added for empty sections.

--- Start of change#1 ---
4

Gap Analysis for WebRTC Architecture
4.1
General

This clause identifies what functional entities and reference points are needed for WebRTC, and proposes a possible architecture integrated with 5GC (5G Core Network) defined in 3GPP TS 23.501 [TS23.501].
4.2
Functional Entities for WebRTC
4.2.1
General
This clause enumerates functional entities in terms of 1) WebRTC specifications, 2) WebRTC implementations, and 3) providing inter-operator services.
1)
functional entities that are essential for this study and already defined in IETF RFCs or 3GPP specifications concerning WebRTC (see clause 4.2.2).
2)
functional entities that are not directly specified in WebRTC-related specifications in IETF RFCs or 3GPP specifications but are considered to be widely implemented for realizing WebRTC services; they are essential for this study (see clause 4.2.3).
3)
functional entities that may be specifically required for inter-operator or 3rd-party collaboration services if modification of signalling and termination of media on network boundaries are needed (see clause 4.2.4).
4.2.2
Functional Entities defined in WebRTC specifications

4.2.2.1
UE (User Equipment)

User Equipment (UE) contains a user agent function for WebRTC. The user agent function is equivalent to “WebRTC Endpoint” as described below.
For the purposes of the present document, the following terms and definitions given in IETF RFC 8825 [RFC8825] apply:

WebRTC Endpoint: Either a WebRTC browser or a WebRTC non-browser. It conforms to the protocol specification.

WebRTC Browser (also called a "WebRTC User Agent" or "WebRTC UA"): Something that conforms to both the protocol specification and the JavaScript API[W3C.WD-webrtc].

WebRTC Non-Browser: Something that conforms to the protocol specification but does not claim to implement the JavaScript API. This can also be called a "WebRTC device" or "WebRTC native application".
4.2.2.2
WSF (WebRTC Signalling Function)
The WebRTC Signalling Function (WSF) is a functional entity that is responsible for WebRTC signalling mechanism including capability exchange and management of call sessions between UEs and the network. This functional entity is described as “Servers” or “Web Server” in IETF RFC 8825 [RFC8825] clause 3. Each operator or 3rd-party in this study is assumed to have their own WSF in their network.


4.2.3
Functional Entities widely implemented for WebRTC

4.2.3.1
WMCF (WebRTC Media Centre Function)
The WebRTC Media Centre Function (WMCF) is a functional entity that performs media signal processing. WMCF terminates media signals and performs media processing (e.g., mixing, selective forwarding, transcoding) which are required for conferencing applications. It may also perform decryption and encryption of media packets if DTLS, SRTP, or TLS is used for a transport layer. It also has the function of storing contents (including text or other static material as well as audio and video) and providing them to the UE.
In cases, WMCF performs as a simple media relay function. It simply relays media data packets and supports IP packet connectivity. When UE behave as ICE Agents defined in IETF RFC 8445 [RFC8445], WMCF may be either STUN servers defined in IETF RFC 8489 [RFC8489] for connectivity check or TURN servers defined in IETF RFC 8656 [RFC8656] for relaying media data packets. This functional entity facilitates NAT traversal of UE and the connectivity between UE and other network functions.
This functional entity is generally implemented in WebRTC Multipoint Control Unit (MCU) or Selective Forwarding Unit (SFU).

4.2.3.2
CSF (Conference Supporting Function)
The Conference Supporting Function (CSF) provides the functionality of conference session management (i.e., “CRUD” operation – create, read, update, delete – of conference instances). It also has a function of transmitting supplemental files (e.g., icon images of participants, and shared documents) via best-effort transport different from the channels for real-time media.
Portal http(s) servers of WebRTC services provide this function in general implementations.
4.2.4
Functional Entities needed for inter-operator services

4.2.4.1
WNSGF (WebRTC NNI Signalling Gateway Function)
The WebRTC NNI Signalling Gateway Function (WNSGF) is located at the boundary of the networks where different operators or third-party network connects.
Each operator or 3rd-party has its own WebRTC Signalling Functions (WSF) so that WSFs are connected to each other with border control functions such as security, policy management, charging, etc. WNSGF is inserted into “Signaling Path” in Figure 2 of RFC8825 and responsible for border control functions and supports session establishment between disparate address realms' networks.
4.2.4.2
WNMGF (WebRTC NNI Media Gateway Function)
The WebRTC NNI Media Gateway Function (WNMGF) is a media relay located at the boundary of the networks where different operators or third-party network connects. It is the function responsible for the border control and transport of media data packets between different networks. It may also transcode media data packets.
4.3
Possible Architecture

4.3.1 Overview
Figure 4.4-1 depicts a possible network architecture of this study. It contains the functional entities described in clause 4.2 and reference points between the entities.
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Figure 4.3.1-1. Possible Architecture (from WebRTC’s viewpoint)
WSF and CSF may co-locate in a physical node. WNSGF and WNMGF are also optional when gateway functions are not needed at the network boundary. Terminal authentication needs further study.
4.3.2
Reference Points

The reference points shown in Figure 4.4-1 are described as follows.

Reference points for signalling are called as “Control Plane” or “C-Plane” in this study. Reference points for Media are similarly called as “User Plane” or “U-Plane” in this study.
Reference Points for Signalling

Rs-u

Reference Point between a WSF and a UE.

Rs-i

Reference Point between a WSF and another WSF in the same network (DN) or between a WSF and a WNSGF.

Rs-a

Reference Point between a WSF and a CSF.

Rs-n

Reference Point between a WNSGF and another WNSGF in an external network.
Reference Points for Media

Rm-u
Reference Point between a WMCF and a UE.


Rm-i

Reference Point between a WMCF and another WMCF in the same network (DN) or between a WMCF and a WNMGF.

Rm-n
Reference Point between a WNMGF and another WNMGF in an external network.
Reference Points for signalling nodes to control media nodes

Mc-i

Reference Point between a WSF and a WMCF.

Mc-r

Reference Point between a WNSGF and a WNMGF
Other Reference Points

Rh-u

Reference Point between a CSF and UE.
Detailed protocol for each reference point will be discussed in clause 5.
4.4
Possible Architecture with 5GC

4.4.1 Overview
A possible architecture in terms of WebRTC view is described in clause 4.3. This clause shows a solution for integrating the pure WebRTC architecture with 5GC (5G core).
NOTE: “pure WebRTC” means the original WebRTC described in IETF work, which basically does not take into account domain specific functions or features (e.g., mobile networks).
4.4.2 Mapping of Functional Entities
4.4.2.1
General
This clause identifies the mapping of functional entities shown in Figure 4.3.1-1 into 5GC functional entities defined in 3GPP TS 23.501 [TS23.501].
Currently, the mapping of two WebRTC functional entities are discussed. The mapping of other WebRTC functional entities needs further study.
4.4.2.1.1
WSF and AF

WSF is interconnected with UE and is expected to process the following:
1)
authenticate a UE.

2)
setup a WebRTC session required by a UE, which may be in another network.

3) manage QoS for the media path of a WebRTC session.
WSF interacts with 5GC functions and UE to perform 1) and 3) as the following:

1)
WSF retrieves the identity of a UE via EDGEAPP framework, then authenticates the UE.

3) WSF requests PCF to manage QoS for the media path of a WebRTC session retrieved from WebRTC C-Plane signals.
Editor’s note: The detail description of EDGEAPP framework is for further study.
Additionally, these processes are close to the processes of IMS functions such as P-CSCF and S-CSCF defined in 3GPP TS 23.228 [TS23.228]. The process of 1) is performed by S-CSCF and UDM, and 3) is performed by P-CSCF and PCF.

WSF can be mapped into “AF (Application Function)” of 5GC according to the definition of AF in 3GPP TS 23.501 clause 6.2.10 due to the following reasons:
-
WSF interacts with the 3GPP Core Network to provide services.
-
The interaction between WSF and PCF/UDM is close to IMS interactions with 5GC.
NOTE:
Process 2) is discussed in clause 4.2.2.1.2.
Editor’s note: A possible idea is as follows:
User subscription data for MNO specific to WebRTC are stored in CSF’s backend DB. User subscription data for OTT are placed in OTT data network. The linkage between MNO’s subscription data for WebRTC and UE’s identity as a 5G terminal is realized using EDGEAPP features. The linkage between MNO’s subscription data and OTT’s subscription data is realized with OAuth or OIDC (This part needs further study)
4.4.2.1.2
WNSGGF
4.2.2.1.2.1
Overview

This clause identifies the mapping of WNSGF to a 5GC functional entity. There are a couple of possibilities currently identified. The following two 5GC functional entities can be mapped from WNSGF:
-
NEF (see clause 4.2.2.1.2.2)

-
SEPP (see clause 4.2.2.1.2.3)

As another possibility, it may be appropriate that WNSGF is mapped to a brand new functional entity (e.g., Interconnection Border Control Function: IBCF). The exact mapping of WNSGF needs further study.
4.4.2.1.2.2
 WNSGF and NEF

When WSF is mapped into an AF, WNSGF can be mapped into an NEF (Network Exposure Function) due to the following reasons:

-
When WSF processes 2) of clause 4.2.2.1.2 and the session relates to other operator’s network, WSF (mapped to an AF) of operator A is requested to interact with WNSGF on the boundary of operator B to communicate with WSF (mapped into an AF) in operator B due to operator B’s policy. In this model, the relationship between WSF (in A) and WNSGF (in B) is close to the relationship between AF and NEF described in 3GPP TS 23.501 clause 6.2.10.

-
The major function of WNSGF is close to the former three functionalities described in 3GPP TS 23.501 clause 6.2.5.0; WNSGF exposes WSF’s WebRTC signalling capability and events. WNSGF interworks with WebRTC signalling between Rs-i and Rs-n reference points in terms of security and translation of internal-external information.

When WNSGF is mapped into an NEF, the definition of the NEF function may need to be modified as follows:
-
Descriptions for the exposure of WSF’s WebRTC signalling capability and the events by WNSGF are added to 3GPP TS 23.501 clause 7.2.8.
-
Descriptions for the event exposure details are added to 3GPP TS 23.502 clause 4.15.3.

-
Descriptions for the capability exposure details are added to 3GPP TS 23.502 clause 5.2.6.

4.4.2.1.2.3
WNSGF and SEPP

Security Edge Protection Proxy(SEPP) is defined in 3GPP TS 33.501[TS33.501] and TS 23.501. The SEPP is an entity sitting at the perimeter of the PLMN for protecting control plane messages, hiding network topology. The SEPP enforces inter-PLMN security on the N32 interface that is a reference point between a SEPP in one PLMN and a SEPP in another PLMN.

WNSGF is also located at the perimeter of the PLMN and its function is protecting control plane messages and hiding network topology. The function of WNSGF is close to that of SEPP.

The difference is the type of PLMN. WNSGF is located at the edge of inter-HPLMN. On the other hand, SEPP is expected to be used for N32 that lies between HPLMN and VPLMN.
4.4.3 Possible Architecture integrated with 5GC
The functional entities shown in Figure 4.4-1 are connected to 5GC (5G Core) as described in Figure 4.5-1.
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Figure 4.4.3-1. Possible Architecture (integrated with 5GC)
WSF is mapped into an AF, and WNSGF is mapped into an NEF.
WSF is interconnected with PCF via N5 interface. WSF manages QoS of real-time media packets and signalling packets via N5 interface. WSF may interact with UDM to authenticate the UE.
Both signalling packets and media packets between UE and the network are transmitted via N6 interface. Signalling packets (C-Plane packets) from UE are transmitted to WSF, and real-time media packets (U-Plane packets) from UE are transmitted to WMCF. C-Plane signals may travel to WNSGF via RS-i, and may travel further to other operator’s WNSGF via RS-n. U-Plane signals may travel to WNMGF via Rm-i, and may travel further to other operator’s WNMGF. (see Figure 4.5-2)
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Figure 4.4.3-2. Possible Architecture (from 5GC view, with data flows of C/U-Planes)
4.5
Possible Architecture in Software View

4.5.1
Overview

There are two types of WebRTC Endpoint as described in 4.1.1; One is “WebRTC Browser”, and the other is “WebRTC Non-Browser”. This clause shows possible architectures for each type of endpoints in terms of software development.
4.5.2
WebRTC Browser
A JavaScript (JS) application runs on “WebRTC Browser” type UE. The application runs on a web browser that has capabilities of JS APIs including
WebRTC API defined by W3C. (see Figure 4.5.2-1)
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Figure 4.5.2-1. Software view of “WebRTC Browser” type endpoint
According to the concept of WebRTC described in IETF RFC 8829 [5], the procedures and protocols stated in this study are expected to be fully writable only with JS.
All of the functions needed for realizing immersive RTC must be provided via JS API because the only way for JS applications to access devices or networks is utilizing JS API. Functions provided by enablers for immersive RTC must be accessible via web browser’s JS API.
4.5.3
WebRTC Non-Browser

An application written in a programming language specific to the UE platform runs on “WebRTC Non-Browser” type UE. (see Figure 4.6.2-1)
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Figure 4.5.3-1. Software view of “WebRTC Non-Browser” type endpoint
NOTE:
The programming language and programming APIs used to write applications depend on the UE platform. For example, Java and Android API (SDK) will be selected for Android platform UEs, Swift and its libraries will be selected for iOS platform UEs, and C++ and Win64 API will be selected for Windows platform UEs. 
The application is realized in a way other than JS running on a web browser. This study does not state details of the application’s implementation; this study mainly discusses the network interface. The network interface is the same for both “Browser” and “Non-Browser” type UEs.
--- End of change#1 ---

--- Start of change #2 ---
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