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\*\*\*\* First Change \*\*\*\*

#### 5.2.5.9 Key Issue #8: Usage of NPN (SNPN or PNI-NPN)

Editor’s Note: SA2 is studying NPN evolutions and results are documented in TR 23.700-07. It is unclear whether additional considerations are needed, e.g. to integrate the NPN and the NPN devices into a Media Production network (e.g. NMOS authorization, etc.). It is expected that credentials for accessing the NPN (establish IP connectivity) and for accessing the Media Production network (access to NMOS applications and devices) are kept separate.

Starting in Release 16, 3GPP defines the concept of a Non-Public Networks (NPN) to refer to a 5G System (5GS) deployed for private use (e.g. a business-to-business network deployment) and designed to support requirements and services for such scenarios. This may be done by deploying specific features involving physical and/or virtual infrastructure and network services.

The requirements to enable NPNs for video, imaging and audio for professional applications are described in 3GPP TS 22.261 under the following clauses:

- Generic NPN requirements can be found in clause 6.25.

- Requirements on the subscription aspects can be found in clause 6.14.

- Authentication requirements can be found in clause 8.3.

3GPP is addressing such requirements and capabilities for the support of NPNs under different work items involving functional (SA2) and management (SA5) aspects.

3GPP classifies NPNs into two principal categories:

**-** *Standalone NPN (SNPN)* is an NPN whose deployment neither relies on network functions nor on network services provided by a PLMN. The SNPN is operated by an NPN operator which could be the media company itself or a contracted third party. The NPN operator has the capabilities to manage and control the network functions provided by the SNPN.

On the network side, the SNPN is identified by combination of a PLMN ID and Network identifier (NID). At the UE, these two parameters need to be configured to access the SNPN. The PLMN ID may be one assigned in the range of PLMN IDs for private networks (e.g. based on MCC 999, as assigned by the ITU). The PLMN ID of a PLMN that is operating the SNPN may also be reused. The NID could be self-assigned by an individual SNPN or assigned in coordination with other NPN operators.

Note that a UE connected to an SNPN may also be able to access services from a PLMN. In such case, the UE is required to authenticate in both networks. Release 16 specifications do not include support for roaming, handover between SNPNs not interworking with Evolved Packet Core (EPC). Emergency services are not supported in SNPNs.

Editor’s Note: What if the NPN operator uses DNNs or Network Slicing (i.e. PNI-NPN technologies) to offer network services to media producers?

**-** *Public Network Integrated NPN (PNI-NPN)* is an NPN deployed with the support of at least one PLMN. This model may involve a contract between the the NPN user (e.g. media company) and the PLMN providing the network resources (including radio access and core network) to support the media company requirements. Two deployment solutions are normative:

- *PNI-NPN deployment by means of dedicated Data Network Names (DNNs).* The DNN defines a dedicated gateway (UPF) in the PLMN to/from which NPN traffic is conveyed and dispatched to the NPN local area network.

*- PNI-NPN deployment by means of network slicing.* The PLMN provisions a dedicated slice of the PLMN comprising a set of resources allocated for the exclusive use of the NPN. Such a network slice may define specific network functions or features to be used for the NPN including, for instance, UE onboarding and authentication, Time Sensitive Networking (TSN) [39] integration, etc, i.e. features can typically always be provided by an SNPN.

For both of these deployment models, the PLMN ID is used to access the PNI-NPN. Therefore, UEs must already have a subscription to a PLMN. In order to control the service area of the NPN, a list of subscribers who are allowed ~~to~~ access the cells associated with the PNI-NPN can optionally be provided by means of a Closed Access Group (CAG). When PNI-NPN is provisioned by network slicing, a UE may be preconfigured with Single Network Slice Selection Assistance Information (S-NSSAI) to access certain slices.

The NPN architecture has been enhanced in Release 17, including for instance:

- Enable support for SNPN along with subscription/credentials owned by an entity separate from the SNPN operator.

- Support UE onboarding and provisioning for NPNs.

- Support audio–visual content production service requirements, e.g. for service continuity

- Support voice/IMS emergency services for SNPN.

Depending on the considered application, the NPN can also be enriched with other complementary functionalities, including Wi-Fi access and TSN technologies.
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